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Szanowni Panstwo!

dwa lata temu objgtem stanowisko Prezesa UODO. Rozliczam sie z tych dwdch lat w wywiadzie,
ktory znajdg Panstwo w tym Biuletynie. Prawdziwym podsumowaniem poétmetka kadencji - i
postawieniem sobie zadan na nastepne dwa lata byt jednak Kongres Ochrony Danych i Nowych
Technologii, ktéry 28 stycznia odbyt sie w Muzeum Historii Polski.

Wspdtorganizowalismy go wraz z Krajowg lzbg Radcéw Prawnych w 20. Europejskim Dniu Ochrony
Danych Osobowych. Na wydarzenie to przyjeto zaproszenie wielu specjalistdw od sztucznej
inteligencji, nowych technologii, ekspertéw od unijnych regulacji cyfrowych, sSrodowiska i
instytucje wspottworzace bezpieczng przestrzen ochrony danych w Polsce.

Woystgpienia i panele dotyczyty przysztosci RODO, przysztosci regulacyjnej sztucznej inteligencji,
nowych technologie w zatrudnieniu, ochrony matoletnich w internecie, deepfake’éw,
cyberprzestepczosci, technologii kwantowych, nowych technologii w medycynie czy unijnego
pakietu Omnibus. https://uodo.gov.pl/pl/138/4029

Wydarzenie to cieszyto sie ogromnym zainteresowaniem i byto doskonatg okazjg do dyskusji,
wymiany poglagddéw. Dla wielu oséb okazato sie inspiracjg do kolejnych dziatarn naukowych czy
edukacyjnych.

W styczniu Urzad Ochrony Danych Osobowych przedstawit plan kontroli sektorowych na ten rok.
Obejmie on organy, ktdre przetwarzajg dane osobowe w Wielkoskalowych Systemach Unii,
podmioty lecznicze (monitoring wizyjny), podmioty prowadzace Biuletyn Informacji Publicznej
(anonimizacja danych), podmioty marketingowe (przetwarzania danych osobowych w celach
marketingowych), internetowe platformy dostaw.

Wazne sprawy

° Prokuratura w styczniu przyjeta nasze argumenty i zajefa sie sprawg naruszenia praw
dziewczynki, ktdrej szkolni koledzy wygenerowali nagie zdjecie i rozsytali je sobie. Sprawg
zajmujemy sie od potowy 2025 r. Wczesniej organy scigania odmodwity wszczecia $ledztwa,
argumentujac, ze przeciez nie doszto do nagiej sesji fotograficznej z udziatem nieletniej.
Moim zdaniem wykorzystanie wizerunku mtodej dziewczyny drastycznie naruszyto jej
prywatno$¢ oraz zagrozito naruszeniem jej elementarnych intereséw zyciowych w przysztosci.
Dlatego panstwo powinno stang¢ w obronie jej praw.



https://uodo.gov.pl/pl/138/4029

J W styczniu wydatem decyzje w sprawie z 2023 r., gdy Policja ujawnita na konferencji
prasowej dane kobiety, w tym dane dotyczace jej stanu zdrowia. W sprawie tej natozytem w 2025
r. kare na Komendanta Gtéwnego Policji, ktérej prawidtowos¢ potwierdzit w styczniu tego roku
Wojewddzki Sad Administracyjny. W dalszym postepowaniu badalismy, jak mogto dojs¢ do takiego
naruszenia prywatnosci. Okazato sie, ze Komendant Miejski Policji w Krakowie nie sporzadzit
analizy ryzyka, wiec tez nie wprowadzit odpowiednich zabezpieczen dla danych. Policja zbiera dane
o obywatelach w Systemie Wspomagania Dowodzenia Policji (SWD). Komendant Miejski przyznat
rowniez, ze naruszenie ochrony danych osobowych mogto spowodowac wysokie ryzyko naruszenia
praw lub wolnosci osoby fizycznej. W krakowskiej komendzie nie byto jednak regut
gwarantujgcych, ze dane osobowe z tej bazy nie zostang uzyte — jak w tym przypadku —w
komunikacie zespotu prasowego. To, ze dane kobiety zostaty upublicznione, nie jest skutkiem

incydentu czy btedu jednostki, ale systemowym zaniechaniem.

. W styczniu natozytem takze kare na Poczte Polskg za wadliwe organizacyjne
umiejscowienie IOD, ze nie miat on gwarancji niezaleznosci i szansy na dobre wykonywanie zadan.
IOD jednoczes$nie pracowat na stanowisku kierowniczym bezposredniego zwigzanym z
przetwarzaniem danych osobowych. I0D moze petnic tez inne funkcje w organizacji. Nalezy jednak
wczesniej — i to na piSmie — zanalizowac ryzyko i ustali¢ reguty pracy, ktére wykluczg konflikt

interesow oraz zapewnig, ze 10D bedzie miat czas na wykonywanie swoich zadan.

J Prezes UODO upomniat Sad Rejonowy w Lublinie. Sad nie przeprowadzit wtasciwej
analizy ryzyka. Skonczyto sie to incydentem w postaci ujawnienia danych w odpowiedzi na wniosek
o dostep do informacji publicznej. Wnioskodawca dostat plik z danymi razem z ukrytymi w nim

kolumnami z danymi osobowymi.

J WSA podtrzymat decyzje Pereza UODO o natozeniu kary na przedsiebiorstwo
pogrzebowe. Chodzito o sprawe zagubienia dokumentacji z nazwiskami cztonkdw rodzin zmartych
w czasie transportu (spadta z niezabezpieczonej naczepy i znalazta jg w rowie policja). PUODO
wskazat, ze incydentowi zapobiegtaby prawidtowo przeprowadzona analiza ryzyka. WSA podzielit

ten poglad.

Prezes UODO ztozyt takze zazalenie na postanowienie o umorzeniu dochodzenia w sprawie
monitoringu w szpitalu w Przemyslu. Monitoring byt zatozony bez zgody dyrekcji, a wiec nie objety
zostat zabezpieczeniami chronigcymi dane osobowe. Pracownicy szpitala chcieli po prostu ustalic,
kto ,podbiera” leki z szafki. Prokuratura uznata, ze nie jest w stanie ustali¢ sprawcy, wiec umorzyta
postepowanie. Prezes UODO wskazat jej btedy w rozumowaniu i wskazat, dlaczego sprawa ta

wymaga jednak wyjasnienia.




Legislacja

W styczniu zgtositem uwagi m.in. do projektu ustawy o sprawiedliwym dostepie do danych,
do projektu ustawy pozwalajacej badad trzezwos¢ parlamentarzystéw (jego konsekwencjg
bedzie przetwarzanie danych) oraz do projektu ustawy o osobistych kontach
inwestycyjnych.

Przedstawili$my tez analize konsekwencji wyroku Trybunat EFTA w sprawie E-5/25
Silbernagl dotyczacej zasad rozwigzywania stosunku pracy z I0D. Wyrok ten dotyczyt
przepisdw Ksiestwa Luksemburg. Polska takich regulacji nie ma — opiera sie wytgcznie na
dyspozycjach RODO. Jednak nalezatoby sprecyzowaé zasady rozwigzywania stosunkow
pracy z osobami petnigcymi funkcje 10D.

UODO w Polsce

W styczniu kontynuowalismy akcje ,,UODO rusza w kraj” —tym razem 23 stycznia
spotkalismy sie z mieszkaricami, IOD-am i administratorami z Suwatk i wojewddztwa
podlaskiego.

W ramach naszej akcji promujacej wiedze o prawie do prywatnosci i danych osobowych
odwiedzilismy juz Krakdw, Tarndw, Katowice, Rzeszéw, Kwidzyn, Gdynie i Gdansk, Ptock,
Poznan, Olsztyn oraz Gorzow Wielkopolski.

Mirostaw Wroblewski
Prezes UODO
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Na drugg rocznice objecia stanowiska Prezesa UODO Mirostawa Wrdblewskiego przeprowadzitem
z nim rozmowe o tym, co nam sie udato, a co przed nami. Serdecznie zachecam do lektury.

W tym numerze rozpoczynamy rowniez cykl publikacji na temat Europejskiej strategii w zakresie
danych oraz nowej Europejskiej strategii w zakresie unii danych.

Na poczatku przyblizymy Panstwu DGA, czyli rozporzadzenie Parlamentu Europejskiego i Rady (UE)
2022/868 z 30 maja 2022 r. w sprawie europejskiego zarzgdzania danym, oraz omowimy nowe
zadania Prezesa UODO wynikajgce z projektowanych przepisdw ustawy o zarzgdzaniu danymi.
Zachecam tez do zapoznania sie z materiatem wyjasniajgcym, jak przeprowadzaé analize ryzyka
zgodnie z zasadg rozliczalnosci. Ryzyko w rozumieniu RODO zawsze powinno by¢ analizowane z
perspektywy osoby, ktérej dane dotyczg, a nie organizacji, ktéra te dane przetwarza (np. przez
pryzmat ryzyka finansowego, wizerunkowego lub operacyjnego). Ma to szczegdlne znaczenie przy
okreslaniu wagi skutkédw urzeczywistnienia sie okreslonych zagrozen.

Odpowiadamy takze na pytanie, czy przedszkola mogg pozyskiwa¢ numery PESEL rodzicow.
Odpowiedz brzmi ,nie”, a uzasadnienie znajdg Pafstwo nizej.

Ekspertdw zajmujgcych sie badaniami opinii publicznej powinien zainteresowaé materiat o ,liscie
Robinsona”, narzedziu pozwalajgcym skutecznie respektowaé wole osdb, ktdre nie zyczg sobie
kontaktu z ankieterami. Jest to element zatwierdzonego przez Prezesa UODO w listopadzie 2025 r.
Kodeksu postepowania dotyczgcego przetwarzania danych osobowych przez prywatne agencje
badawcze.

Proponujemy tez Paistwu materiat o tym, jak prowadzi¢ badania spoteczne z udziatem dzieci.

Na ile narusza prywatnos¢ publikowanie w mediach spotecznosciowych numerdéw rejestracyjnych
samochoddéw? Zajmowat sie tym czeski organ nadzorczy — materiat o jego ustaleniach
zamieszczamy w tym numerze.

Publikujemy réwniez informacje o dziataniach (i karach) naktadanych przez organy nadzorcze
Francji, Finlandii, Wtoch.

Podczas ostatniej sesji plenarnej EROD przyjat opinie dotyczaca projektu decyzji Komisji
Europejskiej w sprawie odpowiedniego poziomu ochrony danych osobowych w Brazylii. Po jej
przyjeciu decyzja zapewni swobodny przeptyw danych osobowych z Europy do Brazylii oraz
umozliwi jednostkom zachowanie kontroli nad swoimi danymi.




14 listopada 2025 r. w Warszawie odbyta sie konferencja ,,Privacy, Al and Innovation Roundtable”,
zorganizowana przez kancelarie Bird & Bird. Publikujemy z niej relacje. Wydarzenie zgromadzito
ekspertow z obszaru prawa, ochrony danych i nowych technologii, ktorzy wspdlnie zastanawiali sie
nad przysztosciag regulacji dotyczacych prywatnosci i sztucznej inteligencji w Europie. Spotkanie
miato charakter interaktywny — uczestnicy nie tylko wystuchali wystgpien, ale takze wspottworzyli
rekomendacje, ktére zostang opublikowane w raporcie koncowym.

Zapraszam do lektury.

Karol Witowski
Dyrektor Departamentu Komunikacji Spotecznej
Rzecznik Prasowy UODO
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DWA LATA WALKI O
SWIADOMOSC OCHRONY
DANYCH — Z PREZESEM
UODO MIROSLAWEM
WROBLEWSKIM ROZMAWIA
KAROL WITOWSKI

26 stycznia 2024 r. objat Pan stanowisko Prezesa UODO. Jakie osiggniecia z

pierwszej potowy swojej kadencji uwaza Pan za kluczowe?

Trudno wyrdznic jedno takie osiggniecie, ale przede wszystkim jestem zadowolony z tego, ze przez
ten czas udato nam sie zwiekszy¢ swiadomos$¢ obywateli dotyczacg ochrony danych osobowych i
zaufanie do Urzedu Ochrony Danych Osobowych — o czym swiadczg tez liczby: wzrosta liczba skarg
zgtaszanych do Prezesa UODO. Jeszcze w 2023 r. byto to niecate 7 tys., natomiast w 2025 zgtoszono
prawie 13 tys. skarg. Podobnie wzrosta liczba zgtaszanych przez administratoréw danych naruszen.
W 2023 r. byto to ponad 14 tys., a w 2025 r. zgtoszono ponad 22 tys. naruszen ochrony danych
osobowych. Tu znaczenie ma ogdlna sytuacja na rynku, a takze wypracowanie przejrzystej i
jednoznacznej wyktadni przepiséw RODO, co znalazto swdj wyraz w opublikowanym przez Urzad
nowym poradniku.

Udato sie takze polepszy¢ i wzmocni¢ komunikacje z obywatelami: UODO opublikowat w 2025 r.
ponad 300 komunikatow o swojej dziatalnosci (w poréwnaniu z rokiem 2023, kiedy byto ich okoto
80). Zwiekszyta sie réwniez nasza obecnos¢ w mediach spotecznosciowych. Znacznie czesciej pisze
sie takze o Urzedzie i o jego aktywnoSciach oraz ochronie danych osobowych w samych mediach: w
2025 r. byto w publikacjach ponad 24 tys. wzmianek o UODO. Wazny jest tez fakt, ze wspomniane
publikacje w ogromnej wiekszosci dotyczg spraw merytorycznych i tematéw waznych spotecznie.
Skierowano réwniez do Urzedu znaczng liczbe zapytan dziennikarskich: prawie 650 w poréwnaniu
np. z rokiem 2023, kiedy byto ich ponad 400. To pokazuje skale naszego dziatania i rosnacg role

ochrony danych w zyciu spoteczno-gospodarczym.
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Jedna ze spraw miata wyjatkowy oddzwiek spoteczny i poruszata wazne kwestie. Mam
na mysli przypadek wygenerowania, za pomocga sztucznej inteligencji, nagich zdjeé
dziewczynki. Zrobili to jej koledzy ze szkoty. Sprawa jest skomplikowana, poniewaz
organy scigania odmowity zajecia sie nig. Wykazat si¢ Pan determinacja i ostatecznie
doprowadzit do tego, ze prokuratura podjeta postepowanie. Czy jest to sprawa, ktérg
postrzega Pan jako szczegodlnie istotng w kontekscie dzialalnosci UODO w tym czasie?
Rzeczywiscie udato sie doprowadzi¢ do tego, ze prokuratura na nowo podjeta sprawe dotyczaca
wygenerowania oraz upubliczniania nagiego wizerunku uczennicy; to sprawa, w ktérej wczesniej
organy $cigania odmowity wszczecia postepowania, mimo ze zawiadomien do prokuratury byto kilka,
moje zawiadomienie nie byto jedyne. Podjecie przez prokurature czynnosci jest efektem dziatan, w
ktorych zwracatem uwage na koniecznos¢ kompleksowego zbadania okolicznosci zdarzenia oraz

zapewnienia skutecznej ochrony praw osoby, ktorej dane dotycza.

Zresztg ta sprawa ma dla mnie i catego Urzedu wyjatkowy kontekst, bo bezpieczenstwo dzieci i
mtodziezy i ich ochrona przez niebezpieczefstwami zwigzanymi z wykorzystywaniem nowoczesnych
technologii, w tym zwtaszcza sztucznej inteligencji do tworzenia deepfake’dw, jest przedmiotem

naszej wyjatkowej troski od poczgtku mojej obecnosci w UODO.

Dzieci i mtodziez nie majg dostatecznej swiadomosci wagi ochrony danych osobowych, nie przewidujg
tez najczesciej w petni wszystkich ryzyk, ktére dotyczg korzystania z internetu. W sprawie
wprowadzenia do polskiego prawa przepiséw uwzgledniajgcych takie zjawiska jak deepfake
apelowatem juz wielokrotnie, ostatnio nawet na Sejmowej Komisji ds. Dzieci i Mtodziezy miatem
wystgpienie, a postowie przyjeli projekt dezyderatu ws. zwiekszenia ochrony wizerunku matoletnich w

przestrzeni cyfrowej, co dotyczy rowniez takich praktyk w sieci jak sharenting.

Odnosze wrazenie, ze moje apele, a takze wszelkie aktywnosci Urzedu skupiajace sie na ochronie
dzieci i mtodziezy odnoszg coraz wiekszy skutek i coraz czesciej méwi sie o koniecznosci
kompleksowej zmiany polskiego prawa. Ostatnia decyzja prokuratury tez pokazuje, ze organy $cigania
powoli — pod naciskiem rzeczowych argumentéw — przestajg sie waha¢ i podejmuja te sprawy, mimo
ze nie sg one tatwe wtasnie z powodu luk w prawie. Wypada mi rowniez podziekowac organizacjom,
ktore przez te dwa lata wspieraty Urzad w dziataniach na rzecz zapewnienia bezpieczeristwa
najmtodszym w kontekscie ochrony ich danych — np. wspdlnie z Fundacjg Orange wydalismy juz
wczesniej publikacje ,,Wizerunek dziecka w internecie”. W tych dziataniach wspiera nas takze

Spoteczny Zespodt Ekspertéw przy Prezesie UODO. .
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Jakie inne sprawy z minionych dwéch lat sa w Pana opinii szczegdlnie istotne?

Z innych waznych dla ochrony danych kwestii chciatbym wskaza¢ na sprawe, w ktorej natozytem na
firme Meta zakaz wyswietlania oszukanczych reklam z wizerunkiem dwéch osoéb, pana Rafata Brzoski i
pani Omeny Mensah. Gigant nie zgadzat sie z moimi postanowieniami wydanymi w zwigzku z
dziataniami oszustéw na Facebooku i Instagramie i wystosowat do sgdu skargi, ktére jednak wycofat
po czterech porazkach w sadzie pierwszej instancji. W zwigzku z tym Wojewoddzki Sgd Administracyjny
zakonczyt postepowanie. Ma to donosne znaczenie, bo sprawa ta jest jednym z przyktadow
niebezpieczenstwa, jakim w ostatnich latach jest praktyka deepfake’éw oraz tzw. clickbaitu. Doceniam
to, ze Meta w pdzniejszym okresie nawigzata wspodtprace i wprowadzita systemowe rozwigzania
techniczne dostepne dla kazdego, pozwalajgce na szybsze rozpatrywanie zgtaszanych reklam tego

typu, aczkolwiek skutecznos¢ tego mechanizmu nie jest pewna i bedzie przez nas monitorowana.

Na uwage zastuguja tez wyroki Naczelnego Sgdu Administracyjnego w sprawach skargowych,
dotyczace przetwarzania danych osobowych niedosztych lub bytych klientéw bankéw. NSA
podtrzymat stanowisko Prezesa UODO, ze nie mozna przetwarzac danych wnioskodawcy o kredyt,
jezeli nie doszto do zawarcia umowy klienta z bankiem; podobnie ewentualne przyszte roszczenia
bytego klienta nie uzasadniajg przetwarzania jego danych osobowych przez bank i Biuro Informacji
Kredytowej. Ta sprawa miata réwniez szeroki oddZwiek spoteczny, bo w bardzo duzej skali dotyczy

relacji obywateli z bankami.

Ciesze sie tez, ze juz z poczatkiem mojej kadencji udato mi sie zmieni¢ — uwzgledniajgc orzecznictwo
TSUE — stanowisko procesowe poprzedniego Prezesa UODO w postepowaniu przed Naczelnym Sgdem
Administracyjnym w sprawie ze skargi Rzecznika Praw Obywatelskich, dotyczgcej przepisow tzw.
ustawy kagancowej nakazujgcej sedziom i prokuratorom ujawniaé przynaleznos¢ do zrzeszen, co
obejmowac mogto takze ujawnianie przynaleznosci do kosciota lub zwigzku wyznaniowego. W nowym
stanowisku podkreslitem koniecznos¢ ochrony prywatnosci sedziéw i prokuratoréw, a NSA przyznat

racje zaréwno mnie, jak i Rzecznikowi Praw Obywatelskich.

Oczywiscie te sprawy przychodzg mi do gtowy pierwsze. Rownie waznych byto cate mnéstwo, to np.
takze wiele waznych i wygranych spraw dotyczgcych ochrony danych w zwigzku ze stosowaniem

monitoringu wizyjnego.
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Powotat Pan Spoteczny Zespét Ekspertow przy Prezesie UODO. Takich krokéw nie
podjatl nikt wczesniej. Czlonkowie SZE sg bardzo aktywni i zaangazowani. Jak z
perspektywy czasu ocenia Pan prace zespotu?

Spoteczny Zespot Ekspertdow powotatem w czerwcu 2024 r. Od tego momentu Zespot jest
fenomenalnym ciatem doradczym, opiniujgcym i konsultujgcym spotecznie dziatania Urzedu. Mapuje
takze biezgce problemy, ktére pojawiajg sie w przestrzeni publicznej, i stara sie na nie reagowac w
sensie gtosu eksperckiego. Wspdlnie z SZE zorganizowalismy juz wiele seminariow, konferencji i
webinariéw, podczas ktérych omawiamy i wyjasniamy palgce kwestie dotyczgce ochrony danych.
Ostatnio takim tematem jest rowniez sztuczna inteligencja — w obrebie SZE powotalismy oddzielng

grupe, ktére zajmuje sie tg tematyka.

Pragne podkresli¢, ze praca Prezesa UODO, wspieranego przez dwdch znakomitych zastepcow,
dyrektordéw, naczelnikéw i innych ekspertéw Urzedu, jest pracg zespotowa. Kraje cztonkowskie
tworzac organ ochrony danych, mogty decydowaé, czy tworzyé instytucje kolektywne (np. komisje),
czy organy monokratyczne. W Polsce mamy organ jednoosobowy i wydaje mi sie istotne, aby oproécz
wsparcia urzedowego mogt on konsultowad kierunki dziatan oraz wyjatkowo wazne obszary, jak np.
styk ochrony danych z nowymi technologiami, z przedstawicielami réznych srodowisk oraz ekspertami

prawnymi i technicznymi.

Czesto moéwi sie o tym, ze UODO w roku 2025 natozyt finansowe kary administracyjne
w rekordowej kwocie ponad 64 min zt. Niektoérzy kojarzg Urzad wlasnie z takich
dzialan...

Kary finansowe nigdy nie sg celem samym w sobie, nie stanowg misji UODO. Organ nadzorczy nakfada
je tylko wtedy, gdy nie widzi juz innego narzedzia, by zmobilizowa¢ instytucje, firme czy organizacje
do odpowiednich dziatan w obszarze ochrony danych. To najczesciej przypadki najpowazniejszych
zaniedban procedur bezpieczenstwa i braku analizy ryzyka. A wysokos¢ fgczna kar w roku 2025 wynika
z tego, ze kilka z nich zostato natozonych na bardzo duze podmioty — a trzeba pamietac, ze kwoty kar
sg proporcjonalne do mozliwosci danego podmiotu. Samych kar byto 32 — o kilka wiecej niz we
wczesniejszych latach — a zatem tym bardziej trzeba zwraca¢ uwage na wielkos¢ podmiotow.
Fundamentem misji UODO jest jednak zwiekszanie Swiadomosci w zakresie bezpieczeristwa i ochrony

danych, a nie kary administracyjne, ktére, tak jak zaznaczytem, sg ostatecznoscia.
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Wsrod podmiotow ukaranych w 2025 r. znalazta sie Poczta Polska. Sprawa dotyczy
prezydenckich ,,wyboréw kopertowych” z 2020 r. Pojawia sie jednak argument, ze
wowczas PP podjeta sie préby organizacji wyboréw z powodu wyzszej koniecznosci.

Interpretacje tego rodzaju nie sg przedmiotem analizy Urzedu, musielibysmy zagtebiac sie w caty
kontekst polityczny, a dotyczy to wielu spraw. Decydujace jest przestrzeganie prawa i standardow
ochrony danych. Istotne jest jedynie to, ze Poczta Polska pozyskata z rejestru PESEL dane 30 min
obywateli do przeprowadzenia gtosowania. Dane osobowe tak poteznej liczby obywateli RP zostaty
jednak udostepnione bez podstawy prawnej, co jednoznacznie przesadzity wyroki sgdow
administracyjnych, potwierdzajac, ze doszto do razgcego naruszenia prawa. Decyzje o karze byty
logiczng i konieczng konsekwencjg tych wyrokéw. Mdéwie o decyzjach, poniewaz kare otrzymat takze
Minister Cyfryzacji, rowniez za bezpodstawne przetwarzanie danych obywateli, ktéry — co odebratem
z uznaniem — przyjat w petni moja decyzje i wczesniejszy prawomocny wyrok NSA. Chce tez
podkresli¢, ze dziatania UODO w tej sprawie zostaty uruchomione z powodu setek skarg, ktore zaczety
naptywac od obywateli, jednak dwczesny prezes UODO uznat je za bezpodstawne. Jednak w mojej
opinii, ale takze w opinii Rzecznika Praw Obywatelskich, dziatania zwigzane z ochrong danych jak

najbardziej nalezato podja¢.

Podobnie musiatem podja¢ dziatania wobec jednego z bankéw, ktéry przez ponad rok stosowat
praktyke powszechnego kopiowania dowoddw tozsamosci, a obejmowata ona kazdego klienta
niezaleznie od charakteru sprawy. Kara byta w tej sprawie konieczna, bo doszto do fundamentalnego
ztamania regut legalnosci operacji na danych, ich ograniczenia do niezbednego minimum. Przy tak
znaczgcych naruszeniach prawa, niezaleznie od wielkosci podmiotu, ktérych sie ich dopuscit,

reagowanie i egzekwowanie prawa jest konieczne.

Méwi Pan, ze UODO stoi na dwoéch nogach, jedng z nich jest egzekucja prawa, druga
edukacja. Jak przedstawia sie dziatalno$s¢ edukacyjna UODO za Pana kadencji?

Odbywa sie w wielu obszarach. To rozwijanie ogdlnopolskiego programu edukacyjnego ,Twoje dane —
Twoja sprawa”, ktéry — co warto podkresli¢ — zostat wyrdzniony w 2025 r. podczas gali finatowej
konkursu Nauczyciela Roku , Gtosu Nauczycielskiego” w kategorii Inicjatywa Edukacyjna. To takze
warsztaty dla senioréw dotyczgce bezpieczenstwa ich danych, organizowane przez UODO od chwili
podpisania przeze mnie porozumienia o wspotpracy z Ogdélnopolskg Federacjg Stowarzyszen

Uniwersytetow Trzeciego Wieku.
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Organizujemy rowniez warsztaty dla studentéw, konkursy dla studentdw prawa, wizyty szkoleniowe
dla studentéw w Urzedzie. Bardzo wazny jest dla mnie program ,,UODO rusza w kraj”, w ramach
ktérego spotykamy sie z samorzgdem terytorialnym w danym regionie, biznesem i jego organizacjami,
organizacjami spotecznymi i wreszcie z ekspertami uczelni wyzszych i osrodkéw naukowych —
dotychczas odwiedzilismy juz dziewie¢ wojewddztw. Chciatbym wspomnieé, ze w listopadzie
otworzytem, dzieki goscinnosci Okregowej Izby Radcédw Prawnych w Rzeszowie, pierwszy staty punkt

konsultacyjny UODO poza Warszawa.

Wreszcie, od dwdch lat jestesmy obecni na wielkim festiwalu ,,Pol’and’Rock”, na ktérym organizujemy
wtasny program dziatan edukacyjnych, w warunkach nietypowych dla urzedu — uwazam jednak, ze z
informacjg o ochronie danych, prywatnosci i wspdtczesnymi wyzwaniami trzeba dociera¢ wszedzie

tam, gdzie sie da. A na takim festiwalu mozemy dotrzec¢ z naszg misjg do bardzo wielu oséb.

Ta dziatalnos¢ edukacyjna w moim przekonaniu stanowi zasadniczy obszar aktywnos$ci UODO na rzecz
budowania swiadomosci ochrony danych i prawa do prywatnosci. W szeroko pojetym obszarze
edukacyjnym nalezy tez umiesci¢ wszystkie konferencje i seminaria zorganizowane przez UODO przez
dwa lata mojej kadencji. Do najwazniejszych zaliczam konferencje dotyczace sztucznej inteligencji,
biometrii, danych osobowych w dziatalnosci dziennikarskiej, dotyczgce relacji pomiedzy Prezesem
UODO a sgdami powszechnymi, technologii kwantowych, ochrony danych osobowych w zwigzku z

procesem uzgodnienia ptci, czy danych osobowych w medycynie i sektorze farmaceutycznym.

Urzad wykazat tez szczego6lng aktywnosgé, jesli chodzi o podpisane porozumienia z
instytucjami na rzecz ochrony danych w réznych obszarach.

To przede wszystkim porozumienia z Prezesem Naczelnej Rady Lekarskiej o wspétpracy w zakresie
ochrony danych w dziatalnosci podmiotéw medycznych, porozumienie z Rzeczniczkg Praw Dziecka w
zakresie inicjatyw edukacyjnych na rzecz ochrony danych osobowych dzieci i mtodziezy, porozumienie
z Naczelng Radg Adwokackga, Polskim Autokefalicznym Kos$ciotem Prawostawnym, Rzgdowym Centrum
Legislacji czy Gtownym Inspektorem Sanitarnym. Taka koordynacja dziatan juz przynosi znakomite
efekty; dziatamy w synergii, wymieniajgc sie pomystami i uwagami, co sprawia, ze wspolne
zaangazowanie dla ochrony danych przebija sie do Swiadomosci takze decydentdw, i dzieki temu my
wszyscy jako instytucje rzgdowe czy pozarzagdowe nie jesteSmy postrzegani jako samotne wyspy,
kiedy apelujemy w konkretnej sprawie o poszanowanie standardéw ochrony praw podstawowych czy
odpowiednie wywazenie miedzy interesami administratoréw, najczesciej przedsiebiorcow i praw

0s6b, ktérych dane dotycza.
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Nie da sie nie zauwazy¢, ze czesto pojawia sie na konferencjach i seminariach
sformutowanie ,,prawo nie nadaza za technologia”. Jak wyglada dziatalnos¢ UODO,
jesli chodzi o opiniowanie legislacji?

W 2024 r. Prezes UODO zaopiniowat 779 projektéw aktéw prawnych, a w roku 2025 juz 962. Liczba
pytan dotyczacych wyktadni prawa ogdétem to 2214 w 2024 r. i 2174 w 2025 r. W tym ostatnim
obszarze wprowadzamy wiekszos$¢ dostepnosé stanowisk Urzedu, uruchomilismy tez nowa
wyszukiwarke decyzji administracyjnych, pracujemy nad tym, by nasze zasoby skierowaé na obszary
priorytetowe, w ktdorych oczekiwana jest wieksza aktywnos¢ Urzedu. Takie oczekiwania podczas
komisji i posiedzen plenarnych kierowali np. postowie, deklarujgc chec podjecia inicjatyw
ustawodawczych zwigzanych z ochrong danych. Dlatego tylko w roku 2025 skierowatem kilkadziesigt
roznych wystgpien dotyczacych potrzeby zmian prawnych z zwigzku z zapewnieniem skutecznej
ochrony danych, podczas gdy wczesniej rocznie byto ich zaledwie kilka. W 2025 r. odpowiedzielismy

takze na 57 zapytan od organdéw nadzorczych innych panstw.

Do najwazniejszych tematéw legislacyjnych nalezaty na pewno: zwracanie uwagi na przeprowadzanie
testow prywatnosci, w tym oceny skutkdow dla ochrony danych, czy analiza kolejnych wersji ustawy o
systemach sztucznej inteligencji, opiniowanie ustawy o Krajowym Systemie Cyberbezpieczenistwa, a
takze odnoszenie sie do EHDS w pracach Ministerstwa Zdrowia (Europejska Przestrzen Danych dot.
Zdrowia) w celu zapewnienia stosowania tego rozporzadzenia, czy opinie odnosnie do stosowania i
wyktadni przepisow ustawy o prawach pacjenta i Rzeczniku Praw Pacjenta, takze w kontekscie

monitoringu wizyjnego w placéwkach medycznych.

Zresztg ta ostatnia kwestia — z uwagi na coraz czesciej pojawiajgce sie incydenty w tym obszarze —
statfa sie przedmiotem kontroli sektorowych UODO w tym roku: szczegdlnie wazne bedzie dla nas
sprawdzenie, na ile placowki medyczne radzg sobie ze stosowaniem monitoringu wizyjnego tam,

gdzie moze dojs¢ do naruszen ochrony danych osobowych najmtodszych.

Prezes UODO opiniowat tez Strategie Cyfryzacji Polski do 2035 r., Strategie informatyzacji Panstwa,
Strategie Cyberbezpieczenstwa RP do 2029 r.; wypowiadat sie takze na temat koniecznosci przegladu
regulacji dotyczacych rejestrow publicznych, jawnosci ksigg wieczystych i ustawy o ewidencji ludnosci.
Niezwykle istotne mogg sie tez okaza¢, mam nadzieje, opinie organu nadzorczego na temat unijnego

pakietu ,Omnibus”.
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Jednak nic nie jest idealne, wiec musze zapytaé: co Pana zdaniem sie nie udato
podczas minionej potowy Pana kadencji?

Nadal, wydaje mi sie, nie udaje sie do konca przetamac btednego postrzegania ochrony danych
osobowych jako jakiejs formalnej procedury, praktyki urzedniczej, ktéra nie ma przetozenia na
ochrone prywatnosci i jest takim mato istotnym szczegdétem w rzeczywistosci. Na razie — ale nie tylko
w polskiej rzeczywistosci, bo dotyczy to takze innych regionéw — to zagadnienie jest odbierane w dos¢
waskim rozumieniu, co przekfada sie rowniez na deficyt Swiadomosci o koniecznosci uwzgledniania
tematyki ochrony danych juz na wczesnym etapie prac nad rozwigzaniami legislacyjnymi (organ
nadzorczy nie musiatby wydawac tylu opinii, gdyby odbywato sie to wtasnie na wczesnym etapie).
Gdyby przez kolejne dwa lata udato mi sie przetamac ten rodzaj myslenia wsréd obywateli i
decydentdw, uznatbym to za swoj wielki sukces. Musimy pamietaé, ze ochrona danych i prawo do
prywatnosci do jedne z praw podstawowych, a same dane sg dzi$ po prostu walutg. Pamietajmy tez —
jakze to wazne w dzisiejszej geopolitycznej sytuacji — o znaczeniu ochrony danych dla bezpieczenstwa

panstwa w kontekscie strategicznym i wojskowym.

Smutkiem napawa mnie rdwniez to, ze z racji tempa, w jakim rozwijajg sie najnowsze technologie, nie
jesteSmy w stanie jako panstwo, ale takze jako urzad, nadgonié¢ rzeczywistosci, i cierpig przez to
choéby najmtodsi, ktérych powinnismy uwzgledniaé na pierwszym miejscu, jesli chodzi o zapewnienie
bezpieczenstwa. Dlatego tez misje ochrony dzieci i mtodziezy w dobie zagrozen w sieci postrzegam

jako fundamentalng dla mnie na czas najblizszych dwaéch lat.

Jak ocenia Pan wspétprace miedzy UODO a Ministerstwem Edukacji Narodowej, skoro
dziatalnosé edukacyjna Urzedu jest tak istotna?

Uwazam, ze obecny kierunek dziatan MEN odpowiada na realne potrzeby mtodych ludzi i stanowi
jeden z kluczowych elementéw systemowej ochrony ich zdrowia w sensie psychicznym, ich
prywatnosci i praw podstawowych. Dlatego tez w apelu, ktéry wystosowatem do dyrektoréw szkot,
nauczycieli i rodzicéw, wyrazitem poparcie dla wprowadzenia do szkét przedmiotéow edukacja
zdrowotna i obywatelska, ktore promujg wiedze o odpowiedzialnym funkcjonowaniu najmtodszych w
sferze cyfrowej. Zresztg w tej sprawie apelowatem takze do Pana Prezydenta. Edukacja cyfrowa od
najmtodszych lat, pojmowana jako czes¢ wiedzy o Swiecie i wiasnych prawach, to absolutnie warunek
kluczowy do tego, abysmy w przysztosci zyli w swiecie o wiele bezpieczniejszym, poniewaz bedziemy
mieli do tego znacznie wiecej narzedzi, nie bedziemy sie baé. Przez caty czas organ nadzorczy
znakomicie i efektywnie wspotpracuje tez z MEN, jesli chodzi np. o tak palgce problemy, jak
monitoring wizyjny w placéwkach szkolnych — przekazujemy nasze uwagi do projektdw zmian w tym

kierunku — czy dostepnos¢ danych zdrowotnych uczniéw, w tym momencie zbyt szeroko

udostepnianych w przestrzeni szkolnej. -
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Jak postrzega Pan swéj Urzad w perspektywie dwoch najblizszych lat i mozliwie ciagle
trwajacej wojny za wschodnig granica, w zwigzku z tym w perspektywie wcigz
nasilajacych sie atakéw na sfere cyberbezpieczenstwa? Czy ma Pan w tej kwestii jakis
strategiczny pomyst? Méwimy réwniez o wykradaniu podstawowych danych obywateli,
takich jak PESEL.

Najblizsze dwa lata to okres zasadniczej zmiany roli Prezesa UODO — od organu koncentrujgcego sie
na stosowaniu RODO ku instytucji osadzajacej i stabilizujgcej nowg architekture prawa cyfrowego UE.
Wdrozenie Al Act, DGA, EHDS czy DSA wymaga nie tylko transpozycji kompetencji, lecz takze spdjnego
wpisania tych aktéw w krajowy model instytucjonalny oraz scistej koordynacji z innymi regulatorami

rynku cyfrowego.

Priorytetem jest i bedzie przeciwdziatanie fragmentaryzacji wdrozen, naktadaniu sie kompetenc;ji i
rozbieznym interpretacjom, ktére mogtyby ostabi¢ ochrone praw jednostki i sprawne funkcjonowanie
biznesu oraz panstwa. Dynamiczny rozwdj Al, big data, biometrii czy Internetu Rzeczy powoduje, ze
formalna zgodno$¢ z przepisami przestaje wystarczac. Najwazniejsze bedzie podejmowanie dziatan
(we wspotpracy z whasciwymi resortami i ekspertami) prowadzgcych do rozumienia technologii jako
warunku skutecznej ochrony praw podstawowych oraz przesuniecie ciezaru ochrony na etap

projektowania systemow.

Z kolei coraz czestsze wykorzystywanie systeméw Al wymaga jednolitych, horyzontalnych standardow
stosowania prawa, zwtaszcza dla mniejszych podmiotéw. Priorytetem tutaj bedzie zapewnienie
przewidywalnosci regulacyjnej, uzyskiwanej poprzez wspdlne kryteria oceny ryzyka, jakosci danych,
przejrzystosci algorytmoéw i odpowiedzialnosci, tak aby rozwadj Al nie prowadzit do fragmentaryzacji
ochrony praw. W tym celu juz teraz bierzemy aktywny udziat w europejskich pracach w tym zakresie,

ale takze prowadzimy we wspétpracy z ekspertami dziatania na poziomie krajowym.

Cyberbezpieczenstwo musi by¢ traktowane nie jako problem czysto techniczny, lecz jako integralny
element ochrony praw i wolnosci oséb. Doswiadczenia z ransomware i naruszeniami w sektorze
publicznym pokazuja, ze analiza ryzyka musi uwzgledniaé perspektywe oséb, ktérych dane dotyczg, a
nie wytgcznie interesy organizacji. Kluczowe znaczenie ma regularne testowanie srodkéw
bezpieczenstwa i ocena ich skutecznosci. Dane osobowe staty sie zasobem wykorzystywanym w
cyberprzestepczosci i dziataniach hybrydowych — stgd m.in. tak liczne ,,wycieki” danych. Moim
priorytetem jest dlatego konsekwentne wpisywanie ochrony danych w szerszg koncepcje

bezpieczenstwa panstwa i odpornosci instytucji demokratycznych.
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Wreszcie, obok reform systemowych bede ktasc¢ silny nacisk na dziatania edukacyjne w zakresie
ochrony danych osobowych i przygotowywania wytycznych oraz poradnikéw dla administratoréw
danych. Kluczowa role odgrywajg tu rowniez inspektorzy ochrony danych, ktérych pozycja powinna
by¢ wzmacniana przy jednoczesnym jasnym podkresleniu, ze odpowiedzialnos¢ za zgodnosc z prawem

spoczywa na administratorach.

Dziekuje bardzo za rozmowe.
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JAK PRZEPROWADZAC ANALIZE RYZYKA
ZGODNIE Z ZASADA ROZLICZALNOSCI?

RODO opiera sie na zasadzie rozliczalnosci, zgodnie z ktérg administratorzy oraz
podmioty przetwarzajgce sg zobowiazani nie tylko do przestrzegania przepiséw
dotyczacych ochrony danych osobowych, lecz takze do wykazania, ze realizujg
swoje obowiagzki Swiadomie i adekwatnie wobec ryzyka naruszenia praw lub
wolnosci os6b, ktérych dane przetwarzaja. Analiza ryzyka odgrywa w tym
mechanizmie kluczowa role, stanowigc podstawe do podejmowania decyz;ji
dotyczacych sposobu przetwarzania danych oraz doboru technicznych i
organizacyjnych srodkow ich ochrony. Ponizej przedstawiamy liste 18 dobrych
praktyk, ktére moga poméc w przeprowadzaniu analizy ryzyka w sposo6b zgodny z
zasadag rozliczalnosci.

1 Stawiaj prawa i wolnosci cztowieka w centrum analizy ryzyka

Ryzyko w rozumieniu RODO zawsze powinno by¢ analizowane z perspektywy osoby, ktdrej dane
dotycza, a nie organizacji, ktora te dane przetwarza (np. przez pryzmat ryzyka finansowego,
wizerunkowego lub operacyjnego). Ma to szczegdlne znaczenie przy okreslaniu wagi skutkow

urzeczywistnienia sie okreslonych zagrozen.

Pomimo ze perspektywa organizacji pozostaje istotna na etapie identyfikacji Zrédet zagrozen i
podatnosci mogacych prowadzi¢ do naruszenia praw lub wolnos$ci jednostki, warto zachowac¢
wiasciwe rozrdznienie pomiedzy zrédtem ryzyka a jego skutkami — ktére zawsze powinny by¢

oceniane z punktu widzenia osdb, ktérych dane dotycza.

Takie podejscie jest niezbedne zaréwno dla prawidtowego zarzadzania ryzykiem, jak i dla
wykazania, ze analiza ryzyka zostata przeprowadzona zgodnie z celami RODO. Przyktadem btednej
praktyki bytoby uznanie ryzyka za niskie wytgcznie dlatego, ze potencjalne negatywne

konsekwencje dotyczg niewielkiej liczby oséb.
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2 Odwotuj sie do wymogoéw i wskazéwek zawartych w RODO

Analiza ryzyka nie powinna by¢ prowadzona w oderwaniu od przepisow RODO, lecz osadzona w
kryteriach i wskazowkach w nim okreslonych (np. w art. 24 ust. 1, art. 25 ust. 1, art. 32 ust. 1, art. 35
ust. 7 oraz motywach 74-76 i 83-84). W szczegdlnosci nalezy uwzgledniac charakter, zakres, kontekst
i cele przetwarzania oraz prawdopodobienstwo i wage potencjalnych konsekwencji dla praw lub

wolnosci 0sdb fizycznych.

W praktyce oznacza to koniecznos¢ odnoszenia analizy ryzyka do rzeczywistego kontekstu danego
procesu, w tym do celdw, w jakich dane sg wykorzystywane, a nie wytacznie do technicznego
sposobu ich przetwarzania. Ten sam system lub narzedzie (np. rozwigzania oparte na sztucznej
inteligencji) moze sie wigzaé z réznym poziomem ryzyka w zaleznosci od celu przetwarzania — innym,
gdy stuzy do oceny kandydata do pracy, a innym, gdy wykorzystywany jest np. do porzgdkowania
tresci. Uwzglednienie tych kryteriow umozliwia wykazanie, ze analiza zostata przeprowadzona w

sposdb swiadomy, spdjny i zgodny z zasadg rozliczalnosci.

3 Opieraj analize ryzyka na faktach i dowodach, a nie na intuicji

Ocena ryzyka powinna wynika¢ z mozliwie obiektywnych przestanek. Kazdg wartos¢ — zarowno
liczbowa, jak i opisowq — przypisywang do poszczegdlnych parametréow oceny (np.
prawdopodobienstwa wystgpienia zagrozen lub wagi ich skutkéw) warto uprzednio zdefiniowac i
oprze¢ na konkretnych przestankach faktycznych lub technicznych, a nie wytacznie na arbitralnych
zatozeniach. W tym kontekscie przydatne mogg sie okazac uznane standardy, normy i metodyki (np.
ISO).

Taka praktyka sprzyja wykazywaniu, ze analiza ryzyka zostata przeprowadzona w sposdéb rzetelny i
nie ma charakteru abstrakcyjnego ani wytgcznie deklaratywnego oraz pomaga poréwnywacé wyniki

analiz przeprowadzanych w réznych okresach.

4 Dokumentuj zrédta ocen i przyjetych zatozen

Podstawy, na ktoérych oparto analize ryzyka, powinny by¢ mozliwe do zidentyfikowania i obejmowac
uznane normy techniczne, metodyki, wytyczne, doswiadczenia organizacyjne lub inne materiaty
odnoszgce sie do znanych zagrozen i dobrych praktyk. Ich dokumentowanie ma istotne znaczenie
zwtaszcza w przypadku przyjmowania okreslonych zatozen, uproszczen lub skal ocen, ktére maja

wptyw na wyniki analizy.
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Ma to na celu umozliwienie odtworzenia toku wnioskowania administratora lub podmiotu
przetwarzajgcego oraz wykazanie, ze ryzyko zostato oszacowane na podstawie obiektywnych

przestanek.

5 Traktuj analize ryzyka jako proces ciagty, a nie jednorazowe dziatanie

Analiza ryzyka nie ma charakteru jednorazowego ,,éwiczenia”, lecz powinna by¢ postrzegana jako
proces towarzyszacy przetwarzaniu danych osobowych. Wszelkie zmiany dotyczace przetwarzania
moga wptywaé na charakter i poziom ryzyka, a tym samym powodowac koniecznos¢ weryfikacji
przyjetych uprzednio zatozen. Sprzyja to utrzymaniu aktualnosci analizy oraz wykazywaniu, ze
administrator lub podmiot przetwarzajacy na biezgco zarzadza ryzykiem zwigzanym z

przetwarzaniem.

W zwigzku z tym istotne jest, aby w organizacji istniaty mechanizmy pozwalajgce osobom
odpowiedzialnym za procesy biznesowe na identyfikacje sytuacji, w ktérych konieczne jest
dokonanie ponownej analizy ryzyka. Moze to dotyczy¢ w szczegdlnosci wprowadzenia nowych
operacji na danych, modyfikacji zakresu przetwarzanych danych, pojawienia sie nowych typow
zagrozen, wtgczenia do procesu nowych zasobdw, zmiany oséb odpowiedzialnych za przetwarzanie
lub zmiany zasad dostepu i ujawniania danych. Mechanizmy te stanowig element zarzgdzania
zmiang w organizacji i pozwalajg powigzaé analize ryzyka z rzeczywistymi zmianami zachodzacymi w

procesach przetwarzania.

6 Wersjonuj analizy ryzyka i dokumentuj istotne zmiany w ich tresci

Dokumentowanie zmian w analizie ryzyka ma szczegdlne znaczenie w sytuacjach, w ktérych
modyfikowany jest sposdb przetwarzania danych, stosowane srodki ich ochrony lub inne istotne

okolicznosci towarzyszgce procesom przetwarzania.

Wersjonowanie analiz ryzyka pozwala ustali¢, jaka ocena obowigzywata w danym momencie oraz na
jakiej podstawie byty podejmowane okreslone decyzje. Ma to znaczenie dla wykazania ciggtosci i
spdjnosci dziatan podejmowanych przez administratora lub podmiot przetwarzajacy, zwtaszcza w

kontekscie ich pdzniejszej weryfikacji.




E NARUSZENIA | KONTROLE

7 Opisuj przetwarzanie w sposéb kompletny, konkretny i zgodny z realiami

Analiza ryzyka powinna wiernie odzwierciedlaé rzeczywisty sposdb przetwarzania danych
osobowych, a nie jego modelowy lub wytgcznie deklaratywny obraz. Nalezy wiec opierac jg na
faktach, uwzgledniajgc wszelkie istotne elementy analizowanego procesu, w tym te, ktére moga
wptywac niekorzystnie (z perspektywy praw lub wolnosci 0oséb fizycznych) na ostateczny poziom

ryzyka.

W praktyce obraz przetwarzania moze réznic sie nie tylko ze wzgledu na charakter przetwarzanych
danych, ale rowniez ze wzgledu na podmioty, ktérych dane dotyczg. W szczegdlnosci odmiennego

podejscia wymaga przetwarzanie danych osobowych dzieci.

Nie nalezy takze ogranicza¢ analizy ryzyka do pojedynczego zasobu (np. systemu IT), z pominieciem
szerszego kontekstu procesu przetwarzania, ktéry ten zaséb wspiera. Nie wyklucza to dokonywania
analizy ,dla zasobu” — szczegdlnie w zakresie identyfikacji zagrozen — jednak bez zrozumienia
procesow, ktére dany zasdb wspiera, nie jest mozliwe prawidtowe oszacowanie m.in. wagi

potencjalnych negatywnych konsekwencji dla praw lub wolnosci oséb fizycznych.

Tylko takie podejscie pozwala zapewnié rzetelnos¢ analizy ryzyka oraz realng ochrone interesow

0s0b, ktérych dane dotycza.

8 Analizuj caly cykl zycia danych — od pozyskania do usuniecia

Analiza ryzyka powinna obejmowac wszystkie etapy przetwarzania danych osobowych —od ich
pozyskania, przez przechowywanie, wykorzystywanie i udostepnianie, az po usuniecie lub

anonimizacje.

Ryzyka mogg sie pojawiac na réznych etapach cyklu zycia danych, réwniez na etapie koncowym, np.
w zwigzku z btedami w anonimizacji. Pomijanie poszczegdlnych etapow lub traktowanie catego
procesu jednolicie moze prowadzi¢ do nieprawidtowych wnioskéw, poniewaz poziom ryzyka oraz

adekwatne srodki ochrony danych moga sie istotnie rézni¢ w zaleznosci od etapu przetwarzania.

W praktyce istotne jest takze zrozumienie, ktérych zasobdw dotyczg poszczegdlne operacje na
danych oraz w jaki sposdb sg one realizowane. Identyfikacja operacji na danych stanowi punkt
wyijsécia do rozpoznania dalszych niuanséw dotyczgcych przetwarzania, takich jak sposdb realizacji
operacji (np. lokalnie na urzadzeniu uzytkownika lub w ramach ustugi chmurowej, w trybie ciggtym
lub incydentalnym) czy czestotliwosé ich wykonywania. Czynniki te mogg mieé bezposredni wptyw na

prawdopodobienstwo materializacji zagrozen i powinny by¢ uwzgledniane w analizie ryzyka.
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Uwzgledniaj wszystkie zasoby wspierajace proces, ktérego dotyczy analiza
ryzyka

Analiza ryzyka powinna uwzgledniaé wszystkie zasoby zaangazowane w proces przetwarzania danych
osobowych. Przede wszystkim dotyczy to oséb uczestniczgcych w przetwarzaniu, stosowanych
rozwigzan technicznych oraz proceséw organizacyjnych, ktére mogg wptywacé na sposéb
przetwarzania danych i poziom ryzyka. Pozwala to lepiej identyfikowaé rzeczywiste zrédta zagrozen
oraz wykazywaé, ze analiza obejmuje petny kontekst przetwarzania, a nie jedynie jego wybrane

aspekty.

Nie ograniczaj analizy ryzyka do obszaru bezpieczenstwa danych (poufnosci,
integralnosci i dostepnosci)

Analiza ryzyka nie powinna koncentrowac sie wytgcznie na zagrozeniach zwigzanych z

bezpieczenstwem danych, takich jak nieuprawniony dostep, utrata czy zniszczenie.

Mimo ze bezpieczenstwo informacji stanowi fundament ochrony prywatnosci, ryzyko dla praw lub
wolnosci 0sdb fizycznych moze wynikaé réwniez ze sposobu przetwarzania danych, zwtaszcza w
przypadkach profilowania, automatycznego podejmowania decyzji lub braku przejrzystosci. Aspekty
te mogg stanowi¢ samodzielne Zrddta ryzyka i powinny by¢ uwzgledniane w analizie niezaleznie od

poziomu zabezpieczen technicznych.

W szczegdlnosci w kontekscie wykorzystywania systeméw opartych na sztucznej inteligencji istotne
jest zwrdcenie uwagi na kwestie przejrzystosci przetwarzania, poprawnosci i jakosci danych oraz
potencjalne konsekwencje podejmowania decyzji w sposdb zautomatyzowany, w tym na bazie
profilowania. Mechanizmy te mogga w znaczacy sposob wptywac na sytuacje oséb, ktérych dane

dotyczg, nawet przy braku naruszen ochrony danych osobowych w rozumieniu RODO.

1 1 Zwré¢ uwage na mniej oczywiste, posrednie i dlugofalowe skutki przetwarzania
dla oséb fizycznych

Analizujgc ryzyko, nalezy zwréci¢ uwage nie tylko na bezposrednie i natychmiastowe skutki
przetwarzania danych, ale rowniez na jego konsekwencje posrednie lub ujawniajgce sie w dtuzszym
horyzoncie czasowym, w zakresie, w jakim mogg by¢ one racjonalnie przewidziane. Uwzglednienie
takich aspektéw pozwala unikng¢ zawezenia analizy wytgcznie do najbardziej oczywistych
scenariuszy i lepiej odzwierciedli¢ rzeczywisty wptyw przetwarzania na sytuacje osdb, ktdrych dane

dotycza.
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1 2 Uwzgledniaj ,,stan wiedzy technicznej” oraz , koszt wdrazania” przy doborze
srodkéw ochrony danych

Przy doborze technicznych i organizacyjnych srodkéw ochrony danych nalezy uwzgledniac aktualny
stan wiedzy technicznej oraz koszt ich wdrazania jako kryteriéow pozwalajgcych dopasowacé srodki do
specyfiki administratora lub podmiotu przetwarzajgcego oraz kontekstu przetwarzania. Kryteria te
nie mogg jednak stanowi¢ uzasadnienia dla kontynuowania przetwarzania danych pomimo istnienia
wysokiego ryzyka naruszenia praw lub wolnosci oséb fizycznych. Ich zastosowanie powinno
pozostawac w bezposrednim zwigzku z wynikami analizy ryzyka i umozliwia¢ wykazanie zasadnosci

przyjetych rozwigzan.

Stan wiedzy technicznej powinien by¢ przy tym na biezgco monitorowany, tak aby stosowane srodki
odpowiadaty aktualnym zagrozeniom. W tym kontekscie pomocne mogg by¢ materiaty publikowane
przez wyspecjalizowane instytucje, takie jak ENISA, ktére w ramach cyklicznych raportéw (np. ,,ENISA
Threat Landscape”) prezentujg aktualne zagrozenia oraz przyktadowe srodki ochrony zgodne z

obecnym stanem wiedzy technicznej.

1 3 Monitoruj wdrazanie zaplanowanych srodkéw ochrony danych

Dobér srodkdw ochrony danych powinien prowadzi¢ do ich faktycznego wdrozenia i stosowania, a
nie jedynie do formalnego wskazania ich w dokumentacji. Planowanie i monitorowanie wdrazania
zaplanowanych srodkéw pozwala potwierdzié, ze decyzje podjete w wyniku analizy ryzyka zostaty
rzeczywiscie zrealizowane oraz ze pozostajg aktualne w sSwietle zmieniajgcych sie okolicznosci
towarzyszacych przetwarzaniu. Ma to znaczenie zarowno dla skutecznej ochrony danych osobowych,
jak i dla wykazania, ze administrator lub podmiot przetwarzajgcy sprawuje rzeczywistg kontrole nad

realizacjg przyjetych rozwigzan.

Dobrg praktyka jest takze okreslenie rél i odpowiedzialnosci w zakresie faktycznego wdrazania
zabezpieczen, co utatwia przypisanie dziatan do konkretnych oséb lub komérek organizacyjnych oraz

wspiera zapewnienie zgodnosci z zasadg rozliczalnosci.

14 Dokumentuj regularne testowanie skutecznosci stosowanych zabezpieczen

Wdrozenie okreslonych zabezpieczen nie jest wystarczajgce, jezeli nie towarzyszy mu mierzenie ich
rzeczywistej skutecznosci. Regularne testowanie srodkéw bezpieczenstwa powinno umozliwiac
ocene, czy zatozenia przyjete w ramach analizy ryzyka pozostajg aktualne oraz czy stosowane

rozwigzania spetniajg swoje funkcje.
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Dokumentowanie wynikéw takich testéw pozwala wykazaé, ze administrator lub podmiot
przetwarzajgcy w sposob ciggty realizuje swoje obowigzki, monitorujgc bezpieczenstwo danych i

podejmujac adekwatne dziatania w celu ich biezgcej ochrony.

1 5 Jasno okresl role i odpowiedzialnoS¢ w procesie analizy ryzyka

Role i odpowiedzialnosci zwigzane z zarzadzaniem ryzykiem powinny by¢ jasno okreslone i
realizowane w praktyce, a nie ograniczac sie do ogélnych zapiséw w dokumentacji. W szczegdlnosci
istotne jest wskazanie, kto odpowiada za przeprowadzenie analizy ryzyka, kto podejmuje decyzje
dotyczace doboru adekwatnych srodkéw ochrony danych oraz kto ostatecznie faktycznie wdraza je
W organizacji. Przypisanie rél ma kluczowe znaczenie dla rozliczalnosci, poniewaz umozliwia

ustalenie, na jakim etapie, przez kogo oraz na jakiej podstawie zostaty podjete okreslone decyzje.

1 6 Zapewnij realny udziatl inspektora ochrony danych w procesie oceny ryzyka

Udziat inspektora ochrony danych w procesie analizy ryzyka powinien mieé charakter rzeczywisty i
by¢ mozliwy do wykazania. Inspektor ochrony danych powinien by¢ wigczany w proces analizy w
zakresie odpowiadajgcym jego zadaniom i kompetencjom wynikajgcym z RODO, w szczegdlnosci w
celu formutowania zalecen, opiniowania przyjetych rozwigzan oraz monitorowania zgodnosci

przetwarzania z przepisami o ochronie danych osobowych.

Jednoczesnie odpowiedzialno$¢ za przeprowadzanie analizy ryzyka oraz za podejmowanie decyzji w
jej nastepstwie pozostaje po stronie administratora lub podmiotu przetwarzajgcego. Zakres udziatu
inspektora ochrony danych, a takze sposéb uwzglednienia jego zalecen lub przyczyny ich
nieuwzglednienia powinny znajdowac odzwierciedlenie w dokumentacji oraz w praktyce

organizacyjne;.

1 7 Traktuj zatwierdzenie analizy ryzyka jako swiadomga i udokumentowang decyzje
zarzadcza

Zarzadzanie ryzykiem w naturalny sposob prowadzi do sytuacji, w ktérej pomimo zastosowania
odpowiednich srodkéw ochrony danych pewien poziom ryzyka dla praw lub wolnosci oséb
fizycznych nadal pozostaje. Decyzje dotyczgce dalszego przetwarzania danych w takich warunkach
powinny mie¢ charakter swiadomy oraz by¢ jednoznacznie przypisane do konkretnej osoby lub

organu w ramach organizacji.
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Niezaleznie od przyjetych rozwigzan ostateczna odpowiedzialnos¢ za analize ryzyka oraz jej

konsekwencje zawsze spoczywa na administratorze lub podmiocie przetwarzajgcym.

Dokumentuj i uzasadniaj decyzje o odstgpieniu od dalszych dzialan zwigzanych
z zarzadzaniem ryzykiem

Zasada rozliczalnosci obejmuje nie tylko dziatania podjete w nastepstwie analizy ryzyka, lecz rowniez
decyzje o odstgpieniu od okreslonych dziatan. W szczegdlnosci dotyczy to rezygnacji z
przeprowadzenia oceny skutkéw dla ochrony danych (DPIA), nieuwzglednienia rekomendacji
inspektora ochrony danych lub niewdrozenia dodatkowych srodkédw ochrony danych. Decyzje tego
rodzaju powinny by¢ udokumentowane i oparte na wynikach analizy, w sposéb umozliwiajacy
wykazanie, ze zostaty podjete swiadomie oraz z uwzglednieniem ochrony praw i wolnosci oséb

fizycznych.

Podsumowanie

Analiza ryzyka w rozumieniu RODO nie jest celem samym w sobie ani jedynie formalnym
obowigzkiem dokumentacyjnym. Stanowi ona proces, w ramach ktérego administrator lub podmiot
przetwarzajgcy podejmuje swiadome decyzje dotyczace przetwarzania danych osobowych. Z
perspektywy zasady rozliczalnosci kluczowe znaczenie ma nie tylko samo przeprowadzenie analizy,
lecz réwniez mozliwo$é zapewnienia transparentnosci w zakresie zrédet przyjetych zatozen,
dokonanych ocen oraz podjetych decyzji (w tym decyzji o zaniechaniu okreslonych dziatan).
Powyzsze wskazowki mogg stanowi¢ punkt odniesienia przy budowaniu rzetelnego, spdjnego i
mozliwego do wykazania podejscia do realizacji obowigzkéw wynikajacych z przepiséw o ochronie

danych osobowych.
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PRZEDSZKOLE PODCZAS REKRUTACJI NIE MA
PRAWA POZYSKIWAC NUMEROW PESEL
RODzZICOW

Administrator nie moze odmawiaé zrealizowania przystugujgcego kazdemu z nas
prawa do usuniecia danych osobowych, jesli to zagdanie ma uzasadnienie w przepisach
prawa. Dane musi usung¢ réwniez z kopii zapasowych systemoéw informatycznych.
Dlatego wazne jest, aby korzystac¢ z takich systemoéw do tworzenia kopii zapasowych,
by méc wywiazacé sie z tego obowigzku.

Przepisy ustawy z 14 grudnia 2016 r. Prawo oswiatowe nie dajg podstaw prawnych do pozyskiwania
numerdw PESEL rodzicéw dzieci na etapie rekrutacji do publicznych przedszkoli czy szkét. Jej
artykuty 150 i 151 wprost wskazujg, jakie dane osobowe ma zawiera¢ wniosek o przyjecie do takiej
placéwki. Nie ma wsrdéd nich numeru PESEL rodzicéw (w odrdznieniu od numeru PESEL kandydata,

czyli dziecka).

Jednoczesnie, skoro zakres pozyskiwanych danych jest okreslony w powotanych przepisach, to
wynikajgce z art. 152 ustawy uprawnienie organu prowadzgcego publiczne przedszkola i inne
placéwki oswiatowe do okreslenia wzoru wniosku lub zgtoszenia, o ktérych mowa w art. 150 151,
nie moze wykraczaé poza to, co regulujg te przepisy. Innymi stowy, organ prowadzacy dang
placéwke nie moze zmienia¢ zakresu wymienionych w nich danych oraz celu, dla ktérego sg one

pozyskiwane.

Takie dziatanie naruszatoby nie tylko powotfane przepisy, ale takze zasady, o ktérych mowa w art. 5

RODO (m.in. legalizmu, proporcjonalnosci i minimalizacji).
RODO stanowi bowiem, ze:

® przetwarzanie (w tym pozyskiwanie) danych osobowych musi sie odbywaé zgodnie z prawem,

rzetelnie i w sposdb przejrzysty dla osoby, ktérej dane dotyczg (art. 5 ust. 1 lit. a),

e dane muszg by¢ zbierane w konkretnych, wyraznych i prawnie uzasadnionych celach i

nieprzetwarzane dalej w sposéb niezgodny z tymi celami (art. 5 ust. 1 lit. b) oraz

¢ by¢ adekwatne, stosowne oraz ograniczone do tego, co niezbedne do celéw, w ktérych sg

przetwarzane (art. 5 ust. 1 lit. c).
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Ponadto ustawodawca w sytuacji, gdy uznaje konieczno$¢ podania numeru PESEL, ustanawia
przepisy, ktoére wprost naktadajg obowigzek jego podania. Z takim przypadkiem mamy do czynienia
w art. 27 § 1 pkt 2 ustawy z 17 czerwca 1966 r. o postepowaniu egzekucyjnym w administracji, ktéry

stanowi, ze tytut wykonawczy ma zawiera¢ numer PESEL.

Zatem dopiero niewywigzanie sie z obowigzku uiszczenia naleznosci za wyzywienie dziecka w
placéwce rozpoczetoby bieg nowej procedury, prowadzonej zgodnie z przepisami o postepowaniu
egzekucyjnym w administracji. | to na tym etapie legalne bytoby przetwarzanie (w tym pozyskiwanie)
numeru PESEL, ktéry — zgodnie z art. 27 § 1 pkt 2 ustawy o postepowaniu egzekucyjnym w
administracji — musi by¢ zamieszczony w wystawionym tytule wykonawczym. Przepis ten jest zatem
przestanka legalizujgcy proces przetwarzania danych osobowych w odniesieniu do danych zawartych

w wystawionym tytule wykonawczym.

Jednoczesnie w przypadku problemdéw z pozyskaniem numeru PESEL bezposrednio od rodzicéw
zalegajgcych z optatami warto zwrdéci¢ uwage na przepisy ustawy z 24 wrzesnia 2010 r. o ewidencji
ludnosci, ktére wskazuja, jakim organom, na jakich zasadach oraz w jakim celu mozna udostepnic
dane z rejestru PESEL (art. 46). Stanowig one m.in., ze dane z rejestru PESEL oraz rejestrow
mieszkancow w zakresie niezbednym do realizacji ich ustawowych zadan udostepnia sie m.in.
organom administracji publicznej, sgdom i prokuraturze (art. 46 ust. 1 pkt 1), a takze panstwowym i
samorzgdowym jednostkom organizacyjnym oraz innym podmiotom — w zakresie niezbednym do

realizacji zadan publicznych okreslonych w odrebnych przepisach (art. 46 ust. 1 pkt 5).

Pamieta¢ bowiem nalezy, ze numer PESEL to krajowy numer identyfikacyjny, ktéry powinien
podlegac szczegdblnej ochronie (zgodnie z art. 87 RODO). Pozyskiwanie takich danych na zapas, na
wszelki wypadek, np. na potrzeby ewentualnego postepowania egzekucyjnego, ktére jest odrebnym
procesem, jeszcze niezaistniatym w momencie prowadzenia rekrutacji do przedszkola, jest
dziataniem nadmiarowym, naruszajgcym zasade legalizmu, zasade ograniczenia celu oraz zasade

minimalizacji danych.
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»LISTA ROBINSONA” — NARZEDZIE Z KODEKSU
POSTEPOWANIA DLA PRYWATNYCH AGENCJI
BADANIA OPINII I RYNKU

»Kodeks postepowania dotyczacy przetwarzania danych osobowych przez prywatne
agencje badawcze” przewiduje, ze podmioty, ktére do niego przystapity, by skutecznie
realizowaé zadania oséb, ktére nie zycza sobie kontaktéow telefonicznych od
ankieteréw, tworzg tzw. Listy Robinsona.

Jak informowalismy na naszej stronie internetowej, Prezes UODO 24 listopada 2025 r. zatwierdzit
kodeks postepowania dotyczacy przetwarzania danych osobowych przez prywatne agencje badania
opinii i rynku oraz udzielit akredytacji podmiotowi monitorujgcemu jego stosowanie. W materiale
opublikowanym w zwigzku z uroczystym wreczeniem dokumentéw poswiadczajgcych te fakty

omoéwilisSmy najwazniejsze kwestie odnoszgce sie do nowego kodeksu. Opisalismy:
* co reguluje,

* kto moze do niego przystapic,

* kto bedzie monitorowat jego przestrzeganie,

* jakie korzysci wynikajg z jego stosowania.

Tym razem postanowiliémy przedstawi¢ jedno z przewidzianych w nim rozwigzan — tworzenie tzw.
Listy Robinsona. Jej nazwa pochodzi od postaci Robinsona Crusoe z powiesci Daniela Defoe. Ten
zeglarz, ktory rozbit sie na bezludnej wyspie i zostat odciety od swiata, stat sie symbolem izolacji.

Stad skojarzenie z nim oséb, ktdre nie chcg, by sie z nimi kontaktowano.
Dla uszanowania woli badanych

W omawianym kodeksie tworzenie tzw. Listy Robinsona odnosi sie do badan CATI. Sg one
przeprowadzane przez telefon ze wspomaganiem komputerowym (tzn. pytania kwestionariusza
wyswietlajg sie na monitorze, a zadaniem ankietera jest odczytanie ich przez telefon respondentowi
i zaznaczenie jego odpowiedzi). W czasie ich trwania zdarza sie, ze osoba, ktdra odbiera potgczenie
telefoniczne, prosi o niewykonywanie potaczen na jej numer telefonu i/lub usuniecie tego numeru z

baz/-y danych stuzgcych do realizacji badania
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W przypadku catkowitego usuniecia numeru telefonu w przysztosci mogtoby dojsé do sytuacji, w
ktorej po automatycznym wygenerowaniu numeru telefonu do kolejnego badania (metoda random
digit dialing) ponownie wylosowany zostanie numer telefonu osoby, ktdra nie zyczyta sobie
jakiegokolwiek kontaktu. Wéwczas respondent mégtby by¢ przekonany, ze jego wola nie zostata

uszanowana. Stad wprowadzenie rozwigzania, jakim jest ,Lista Robinsona”.

Dzieki niej przy kazdorazowym automatycznym generowaniu nowej proby numerdw telefonu do
badania, przed jego rozpoczeciem, weryfikowane jest, czy dany numer telefonu nie widnieje na
liscie. Jezeli tak jest, numer ten jest usuwany z konkretnej préby do badania, aby nie wykonywac

potgczenia do osoby, ktéra sobie tego nie zyczy.

Zakres danych na liscie

Na ,Liscie Robinsona” zamieszczane sg dane takie, jak:

e numer telefonu osoby, ktdra zada trwatego zaprzestania inicjowania wywiadow telefonicznych,
e data wpisania na liste,

e informacja o sposobie pozyskania numeru telefonu (random digit dialing lub baza danych

pochodzaca z rynku).
Administrator i podstawa prawna prowadzenia

Jednoczesnie kodeks wprost wskazuje, ze administratorem danych zgromadzonych na , Liscie

Robinsona” jest agencja badawcza, ktéra jg prowadzi.

Natomiast podstawg przetwarzania zawartych na niej danych osobowych moze by¢ art. 6 ust. 1 lit. f)
RODO, tj. prawnie uzasadniony interes agencji. W tym przypadku jest nim zapewnienie
profesjonalnej obstugi zgdan respondentdéw i podnoszenie ich zaufania do branzy badawczej (ze
wzgledu na specyfike tego typu badan pozyskanie od respondentdw takiej zgody na wpisanie na
liste, ktora spetniataby wymagania z art. 4 pkt 11 i art. 7 RODO, moze byc¢ utrudnione lub

niemozliwe).

Omawiany kodeks stanowi, ze kazda agencja badawcza zobowigzana jest do przeprowadzenia i
udokumentowania analizy testu uzasadnionego interesu, umozliwiajgcej przetwarzanie danych na
podstawie art. 6 ust. 1 lit. f) RODO, zgodnie z zasadami wynikajgcymi z Wytycznych EROD 1/2024
dotyczacych przetwarzania danych na podstawie art. 6 ust. 1 lit. f) RODO.
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Procedura umieszczania

Kodeks — jako narzedzie dajace praktyczne wskazowki, jak postepowaé w konkretnych sytuacjach —
opisuje, jakie kolejne czynnosci powinny by¢ podejmowane przy dodawaniu numeru telefonu do

,Listy Robinsona”. Stanowi zatem, ze:

»1. Ankieter CATI w trakcie rozmowy obowigzany jest dopytac¢ respondenta, czy chce on braé udziat
wytacznie w okreslonym badaniu, czy w jakimkolwiek innym badaniu prowadzonym przez agencje w

przysztosci;

2. W przypadku, gdy osoba doprecyzuje, ze nie chce bra¢ udziatu w jakichkolwiek badaniach
prowadzonych w przysztosci, ankieter przedstawia respondentowi obowigzek informacyjny
odnoszacy sie do przetwarzania danych na , Liscie Robinsona” lub w przypadku braku checi
respondenta do dalszej rozmowy poinformuje co najmniej o dostepnosci obowigzku informacyjnego
na stronie internetowej agencji, w tym mozliwosci ztozenia sprzeciwu i jego konsekwencjach (czyli
mozliwosci dalszych kontaktdw telefonicznych z uwagi na stosowanie metody random digit dialing).
W przypadku, gdy respondent przerwie potgczenie telefoniczne, agencja badawcza wpisuje
respondenta na »Liste Robinsona« jedynie, wtedy, gdy respondentowi zostaty przekazane powyzsze
informacje i agencja jest w stanie to wykazaé zgodnie z zasadg rozliczalnosci oraz Wytycznymi EROD

1/2024 dotyczacymi przetwarzania danych na podstawie art. 6 ust. 1 lit. f) RODO.

Kazda agencja badawcza przetwarzajgca dane respondentdw w celu prowadzenia »Listy Robinsona«
zobowigzana jest zamiesci¢ na swojej stronie internetowej obowigzek informacyjny zatytutowany
»Obowigzek informacyjny dla badan telefonicznych — Lista Robinsona”. Obowigzek informacyjny
powinien zawiera¢ wszystkie elementy wskazane w art. 13 lub art. 14 RODO, w tym w szczegdlnosci
wskazanie odbiorédw danych (np. firm dostarczajgcych systemy umozliwiajgce losowe generowanie
numeréw telefonicznych). Okres przetwarzania danych osobowych Respondenta na »Liscie
Robinsona« nie powinien przekracza¢ dwdch lat od daty rozpoczecia przetwarzania danych na
»Liscie Robinsona«. W powyzszym okresie retencji wyczerpuje sie przedstawiony cel przetwarzania
danych, biorgc pod uwage praktyke operatoréw komérkowych proponujacych standardowe umowy

o Swiadczenie ustug telekomunikacyjnych na okres dwoch lat;

3. Nastepnie Ankieter CATI odnotowuje wole respondenta poprzez zaznaczenie w systemie

teleinformatycznym odpowiedniego statusu »Lista Robinsona;

4. Ankieter CATI w trybie natychmiastowym informuje o zaistniatej sytuacji kierownika studia CATI

badz supervisora CATI;
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5. Supervisor CATI badz kierownik studia CATI niezwtocznie usuwa numer telefonu z bazy stuzacej do

realizacji danego badania, a nastepnie dodaje go do »Listy Robinsona;

6. Po kazdym zakoniczonym badaniu nastepuje doktadna weryfikacja, czy wszystkie kontakty ze

statusem »Lista Robinsona« zostaty na niej umieszczone”.

Dostep do listy

Kodeks przewiduje, ze dostep do ,,Listy Robinsona” powinien zostaé nadany wytacznie:
* osobom, ktdre pracujg w dziatach badan telefonicznych agencji badawczej,

¢ |OD (ktéry, zgodnie z art. 38 ust. 2 RODO jest uprawniony do dostepu do wszystkich danych

osobowych przetwarzanych przez agencje),

e osobie odpowiedzialnej za obstuge systemu automatycznego generowania numerdw

telefonicznych.
Od wskazanych wyzej oséb nalezy odebraé¢ zobowigzanie do zachowania poufnosci.

Szczegbtowe okreslenie srodkdéw technicznych i organizacyjnych, ktére zapewniag bezpieczenstwo
danych osobowych na , Liscie Robinsona”, powinno by¢ odnotowane przez agencje badawczg w
udokumentowanej analizie testu uzasadnionego interesu, zgodnie z Wytycznymi EROD 1/2024

dotyczacymi przetwarzania danych na podstawie art. 6 ust. 1 lit. f) RODO

Zadanie usuniecia danych

Warto zaznaczyé, ze kodeks okresla tez sposdb postepowania w przypadku ztozenia przez osobe,

ktorej dane dotyczg, wniosku o usuniecie danych osobowych zgodnego z art. 17 ust. 1 RODO.

Jesli wniosek dotyczy danych przetwarzanych w ramach badania CATI lub dotyczy usuniecia
wszystkich danych wnioskodawcy przetwarzanych przez agencje, weryfikuje ona, czy dane osobowe
whnioskodawcy znajdujg sie réwniez na prowadzonej przez nig , Liscie Robinsona”. Jezeli tak, zwraca
sie do wnioskodawcy o sprecyzowanie, czy jego wolg jest takze usuniecie danych osobowych z ,Listy
Robinsona”. Wskazuje przy tym termin na udzielenie odpowiedzi. Nie moze by¢ on krotszy niz

siedem dni kalendarzowych.

W przypadku braku odpowiedzi w wyznaczonym terminie, agencja usuwa dane osobowe réwniez z

,Listy Robinsona”.
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Jednoczesnie w ramach dobrej praktyki (w zwigzku z potrzebg udokumentowania realizacji praw
0s0b, ktérych dane dotyczg) agencja powinna odnotowad fakt realizacji wniosku o usuniecie danych
osobowych w rejestrze zgtoszonych praw osdb, ktérych dane dotyczg, a takze zachowac informacje
co do wnioskodawcy oraz sposobie i terminie realizacji wniosku. Agencja powinna okresli¢ termin

przechowywania ww. informacji i poinformowaé o nim osobe, ktérej dane dotycza.

Reasumujac, , Lista Robinsona” prowadzona zgodnie z regulacjami , Kodeksu postepowania
dotyczacego przetwarzania danych osobowych przez prywatne agencje badawcze” to narzedzie
umozliwiajgce skuteczne blokowanie inicjowania niechcianych rozméw telefonicznych. Umieszczenie
numeru telefonu na ,Liscie Robinsona” daje pewnos¢, ze w przysztosci — nawet w przypadku
ponownego wygenerowania numeru przez system lub jego obecnosci w nowo zakupionej lub
otrzymanej bazie — nie zostanie zainicjowane niechciane potgczenie. Odpowiednia funkcjonalnos¢
systemu teleinformatycznego umozliwia zablokowanie wykonania potgczenia z numerami telefondw,

ktore sq wpisane na , Liste Robinsona”. Jest to réwnoznaczne z uszanowaniem woli respondentdw.




E PRAWO | NOWE TECHNOLOGIE

JAK PROWADZIC BADANIA SPOLECZNE Z
UDZIALEM DZIECI

Opracowanie standardéw prowadzenia badan spotecznych z udziatem dzieci, a takze
ich promowanie wsréd spotecznosci badaczy to gtédwne zadania specjalnego zespotu
dzialajgcego przy Rzeczniku Praw Dziecka. Przedstawiciel UODO uczestniczy w jego
pracach, udzielajgc eksperckiego wsparcia w wypracowywaniu rozwigzan majacych na
celu dbatos¢ o ochrone danych osobowych najmtodszych.

Koniec roku to dobra okazja, by podsumowac blisko péttoraroczny okres udziatu przedstawiciela
UODO w pracach dziatajgcego przy Rzeczniku Praw Dziecka Zespotu ds. etyki badan spotecznych z

udziatem dzieci w Polsce.

Zostat on powotany 21 lutego 2024 r. na mocy zarzadzenia Rzeczniczki Praw Dziecka, Moniki Horny-

Ciedlak, ktora 25 lipca 2024 r. wreczyta akty powotania jego cztonkom.

W sktad zespotu wchodzg eksperci z réoznych dziedzin, m.in. przedstawiciele $wiata nauki, instytucji
publicznych oraz organizacji pozarzgdowych prowadzacych badania z udziatem dzieci. W jego gronie

sg tez reprezentanci mtodego pokolenia.

Dla prezesa UODO, Mirostawa Wroblewskiego, udziat przedstawiciela Urzedu w jego pracach jest

niezwykle wazny.

Dbatos¢ o przestrzeganie praw dzieci, w tym do ochrony ich danych osobowych, to jeden z
priorytetéw organu nadzorczego. Najmtodsi majg bowiem niewielkie doswiadczenie i s3 najmniej
Swiadomi zagrozen zwigzanych z pozyskiwaniem i wykorzystywaniem ich danych osobowych. Maja

tez mniejszg wiedze o prawach przystugujgcych im w zwigzku z przetwarzaniem ich danych
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PROJEKT DECYZJI O ADEKWATNOSCI DLA
BRAZYLII: EROD PRZYJMUJE OPINIE

Podczas ostatniej sesji plenarnej EROD przyjat opinie dotyczaca projektu decyzji Komisji Europejskiej
w sprawie odpowiedniego poziomu ochrony danych osobowych w Brazylii. Po jej przyjeciu decyzja
zapewni swobodny przeptyw danych osobowych z Europy do Brazylii oraz umozliwi jednostkom

zachowanie kontroli nad swoimi danymi.

W swojej opinii, o ktorg zwrdcita sie Komisja, EROD ocenia, czy brazylijskie ramy ochrony danych oraz
przepisy dotyczgce dostepu wtadz do danych osobowych przekazywanych z Europy zapewniajg
zabezpieczenia zasadniczo rownowazne tym przewidzianym w prawie UE. Rada pozytywnie zauwaza
bliskie dostosowanie do przepiséw UE oraz orzecznictwa Trybunatu Sprawiedliwos$ci UE. EROD
analizuje réwniez, czy zabezpieczenia przewidziane w brazylijskich ramach prawnych sg wdrozone i

skuteczne.

Jednoczesnie EROD pozytywnie zauwaza, ze brazylijskie prawo o ochronie danych czesciowo ma
zastosowanie do przetwarzania danych osobowych w kontekscie dochodzen karnych i utrzymania
porzadku publicznego, zgodnie z interpretacjg brazylijskiego Federalnego Sgdu Najwyzszego w jego

orzecznictwie.

Rada zacheca Komisje do dalszego doprecyzowania zakresu stosowania brazylijskiego prawa o
ochronie danych, a takze uprawnien dochodzeniowych i naprawczych brazylijskiego organu ochrony
danych w odniesieniu do organdw scigania. Wreszcie Rada zacheca Komisje do dalszego wyjasnienia

definicji brazylijskiego pojecia bezpieczenstwa narodowego.

Zrédto:
Komunikat Europejskiej Rady Ochrony Danych

Draft adequacy decision for Brazil: EDPB adopts opinion | European Data Protection Board



https://www.edpb.europa.eu/news/news/2025/draft-adequacy-decision-brazil-edpb-adopts-opinion_en
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UKRYTE KAMERY: CNIL NAKLADA SANKCJE NA
SAMARITAINE

18 wrzesnia 2025 r. CNIL natozyt na spotke SAMARITAINE SAS, ktora prowadzi sklep o tej same;j

nazwie, kare w wysokosci 100 tys. EUR za ukrycie kamer w magazynach sklepu.
Informacje ogdlne

W sierpniu 2023 r., w zwigzku ze wzrostem kradziezy towardw w magazynach, spétka SAMARITAINE
SAS umiescita nowe kamery w dwéch magazynach. Kamery miaty wyglad czujnikdw dymu i

umozliwiaty nagrywanie dZzwieku. Odkryte przez pracownikdw, zostaty usuniete we wrzesniu 2023 r.

Uwage CNIL na te fakty zwrdcit artykut prasowy z 25 listopada 2023 r. Niedtugo pdzniej organ
otrzymat skarge dotyczgca tych samych kwestii. W kolejnych dniach CNIL przeprowadzit dochodzenie.

Na podstawie ustalen dokonanych w trakcie dochodzenia komitet ograniczony — organ CNIL
odpowiedzialny za naktadanie sankcji — natozyt na spétke SAMARITAINE SAS kare w wysokosci 100 tys.
EUR za kilka naruszern RODO. W nawigzaniu do orzecznictwa Europejskiego Trybunatu Praw Cztowieka
(ETPCz) komitet ograniczony przypomniat, ze pracodawca moze instalowac ukryte kamery w
wyjatkowych okolicznosciach pod warunkiem zachowania uczciwej rwnowagi miedzy realizowanym
celem (ochrona mienia i 0séb) a ochrong prywatnosci pracownikéw. Na przyktad, aby takie
rozwigzanie byto proporcjonalne, musi mie¢ charakter tymczasowy i zosta¢ wdrozone po

udokumentowanej analizie jego zgodnosci z RODO oraz w sSwietle wyjgtkowych okolicznosci.
CNIL w szczegodlnosci ukarat spétke za nastepujgce uchybienia:
Naruszenia objete sankcja

Naruszenie obowigzku zgodnego z prawem przetwarzania danych oraz zasady rozliczalnosci (art. 5-
1-a) i 5-2 RODO).

Komitet ograniczony przypomniat, ze co do zasady, aby spetni¢ wymog lojalnosci, kamery
monitoringu wizyjnego filmujgce pracownikdw muszg by¢ widoczne i nieukryte. Jednakze, jak uznaje
orzecznictwo, w wyjatkowych okoliczno$ciach i pod pewnymi warunkami administrator moze
tymczasowo instalowac kamery niewidoczne dla pracownikow. Administrator danych musi wéwczas

przeanalizowac zgodnos¢ urzadzenia z RODO i by¢ w stanie jg uzasadnic.

W niniejszej sprawie spo6tka zgtosita wystepowanie kradziezy w magazynach i wyjasnita, ze urzadzenie

miato charakter tymczasowy (co potwierdzajg jego cechy techniczne), ale nie przeprowadzita zadnej
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wczesniejszej analizy zgodnosci z RODO ani nie udokumentowata tymczasowego charakteru instalacji

- ktéra zostata odkryta przez pracownikéw kilka tygodni po wdrozeniu.

Spétka SAMARITAINE SAS nie uwzglednita tego urzgdzenia ani w rejestrze czynnosci przetwarzania,
ani w ocenie skutkéw dla ochrony danych. Ponadto spétka nie poinformowata inspektora ochrony
danych o zamiarze instalacji ukrytych kamer w magazynach. W zwigzku z tym wdrozenie tego
systemu nie zostato poparte odpowiednimi zabezpieczeniami, ktdre zapewnityby zachowanie

rownowagi miedzy celem realizowanym przez administratora a ochrong prywatnosci pracownikdw.

Naruszenie zasady minimalizacji danych — brak ograniczenia do danych adekwatnych, stosownych i
niezbednych (art. 5-1-c RODO)

Kamery byty wyposazone w mikrofony i nagrywaty rozmowy pracownikow, nalezgce do sfery
osobistej. Komitet ograniczony uznat, ze nagrywanie dzwieku pracownikéw byto w tym przypadku

nadmierne, co stanowi naruszenie zasady minimalizacji.

Naruszenie obowigzku angazowania inspektora ochrony danych w sprawy dotyczgce ochrony
danych osobowych (art. 38-1 RODO)

Dopiero kilka tygodni po instalacji kamer inspektor ochrony danych zostat poinformowany o istnieniu
urzadzenia. Biorgc pod uwage charakterystyke tego urzadzenia, inspektor ochrony danych maogt
ostrzec spotke o srodkach, ktore nalezato wdrozy¢ w celu ograniczenia ryzyka dla ochrony danych

pracownikéw, zgodnie ze swoimi zadaniami.

Zrédto:
Komunikat Francuskiego Organu Ochrony Danych

Hidden cameras: the CNIL sanctions the SAMARITAINE | CNIL



https://www.cnil.fr/en/hidden-cameras-cnil-sanctions-samaritaine
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FINSKI ORGAN NADZORCZY: S-BANK
UKARANY GRZYWNA ZA LUKE W
ZABEZPIECZENIACH DANYCH

Podsumowanie decyzji

Finski organ nadzorczy przeprowadzit dochodzenie dotyczgce naruszenia ochrony danych osobowych
po zgtoszeniu przez S-Bank w sierpniu 2022 r. W kwietniu 2022 r. bank wprowadzit nowg funkcje
logowania w swojej ustudze mobilnej. Z powodu btedu oprogramowania w ustudze uwierzytelniania
mozliwe byto logowanie do bankowosci internetowej i ustug on-line przy uzyciu silnego
uwierzytelniania z wykorzystaniem danych uwierzytelniajgcych innych klientow. Luka byta mozliwa do
wykorzystania przez ponad trzy miesigce. Czes¢ klientow banku padfa ofiarg naruszenia danych. W

praktyce luka dotyczyta znaczacej czesci klientow banku.
Kluczowe ustalenia

Dochodzenie wykazato, ze bank nie posiadat odpowiednich zabezpieczen zapewniajgcych
bezpieczenstwo danych osobowych. Bank nie przeprowadzit wystarczajgcych testéw nowego
oprogramowania przed jego wdrozeniem ani nie zidentyfikowat luki przed uruchomieniem
funkcjonalno$ci. Nie zareagowat rowniez w odpowiedni sposéb na zgtoszenia klientéw dotyczace
nieprawidtowosci podczas logowania do bankowosci internetowe;j. Finski SA uznat, ze dziatania banku
naruszyty art. 5 pkt. 1 lit. f, art. 25 pkt. 1, art. 32 pkt. 1 oraz art. 32 pkt. 2 RODO.

Decyzja

Finski SA natozyt na administratora grzywne w wysokosci 1,8 min EUR oraz udzielit upomnienia za
nieprzestrzeganie przepisdw o ochronie danych. Fidski SA uznat, ze kara za naruszenie ochrony
danych byta konieczna ze wzgledu na potrzebe ochrony praw jednostek, ogélne znaczenie sprawy

oraz wczesniejsze upomnienie udzielone bankowi.

Organ uwzglednit decyzje Finskiego Urzedu Nadzoru Finansowego, wydang w maju 2025 r., przy
ustalaniu wysokosci grzywny i odpowiednio jg dostosowat. Urzad Nadzoru Finansowego ocenit
dziatania banku w tym samym zestawie zdarzen pod katem innych naruszen i natozyt grzywne w

wysokosci 7 670 000 EUR za zaniedbania w zarzadzaniu ryzykiem operacyjnym.
Zrédto:
Komunikat Europejskiej Rady Ochrony Danych

Finnish SA: S-Bank fined for data security vulnerability | European Data Protection Board



https://www.edpb.europa.eu/news/national-news/2025/finnish-sa-s-bank-fined-data-security-vulnerability_en
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FINSKI ORGAN NADZORCZY: AKTIA BANK
UKARANY GRZYWNA ZA NIEDOCIAGNIECIA W
ZABEZPIECZENIACH DANYCH W USLUDZE
SILNEGO UWIERZYTELNIANIA
ELEKTRONICZNEGO

Podsumowanie decyzji

Ustuga silnego uwierzytelniania elektronicznego Aktia Banku ulegta zaktdceniu w wyniku zmiany
technicznej w styczniu 2023 r. Podczas krotkotrwatego zaktdcenia cze$é osdb logujgcych sie do
réznych ustug przy uzyciu danych uwierzytelniajgcych bankowosci internetowej Aktia uzyskata dostep
do danych osobowych innych klientéw, poniewaz ustuga mylita tozsamosci uzytkownikow.
Naruszenie danych osobowych dotkneto rézne ustugi publiczne, fundusze bezrobocia, firmy
ubezpieczeniowe oraz podmioty opieki zdrowotnej. Wiele z tych ustug zawierato informacje o
wysokim stopniu prywatnosci, takie jak dane dotyczace zdrowia i sytuacji finansowej. Naruszenie

danych dotyczyto ok. 350 osdb. Nie odnotowano przypadkéw naduzycia danych.
Kluczowe ustalenia

Dochodzenie finskiego organu nadzorczego wykazato, ze bezpieczerstwo ustugi uwierzytelniania
powinno zosta¢ zapewnione poprzez odpowiednie zarzgdzanie zmianami. Finski SA uznat, ze bank
wykazat niedociggniecia w projektowaniu, wdrazaniu i testowaniu zmiany technicznej w ustudze.
Aktia powinna byta zaplanowad i wdrozyé zmiane techniczng w ustudze z wiekszg starannoscig oraz
przeprowadzi¢ wystarczajgce testy. Bardziej rozlegte testy mogty zosta¢ wykonane przy uzyciu

konwencjonalnych i powszechnie stosowanych metod.
Decyzja

Finski SA natozyt na Aktia grzywne w wysokosci 865 tys. EUR za nieprzestrzeganie wymogow
przepisdw o ochronie danych dotyczgcych bezpiecznego przetwarzania danych osobowych oraz
ochrony danych w fazie projektowania i domysinie (art. 32 RODO, art. 5 pkt. 1 lit. f RODO oraz art. 32

RODO). Wydano réwniez upomnienie.
Zrédto:
Komunikat Europejskiej Rady Ochrony Danych

Finnish SA: Aktia Bank fined for data security shortcomings in its strong electronic authentication

service | European Data Protection Board



https://www.edpb.europa.eu/news/national-news/2025/finnish-sa-aktia-bank-fined-data-security-shortcomings-its-strong_en
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MALOLETNI: WLOSKI ORGAN NADZORCZY
UKARAL PRZEDSZKOLE. KAMERY
ZAINSTALOWANE BEZ ZABEZPIECZEN | ZDJECIA
DZIECI OPUBLIKOWANE ON-LINE

Podsumowanie decyzji

Postepowanie zostato wszczete po skardze rodzica, ktéry aby zapisaé corke do przedszkola, musiat
wyrazic¢ zgode na zbieranie i wykorzystywanie wizerunku dziecka. Rodzic zgtosit réwniez obecnos$é
systemu monitoringu wideo wewnatrz przedszkola, ktéry dziatat takze podczas zajeé szkolnych i

edukacyjnych.
Kluczowe ustalenia

W toku dochodzenia ustalono, ze przedszkole publikowato liczne zdjecia dzieci w réznych momentach
»typowego dnia” zarédwno na swojej stronie internetowej, jak i w profilu Google Maps, w tym w
szczegoblnie wrazliwych kontekstach (spanie, jedzenie, korzystanie z toalety, przewijanie, masaz
niemowlecy). Byty to sytuacje i czynnosci szczegdlnie wrazliwe lub przeznaczone do pozostania
prywatnymi. Nalezy réwniez uwzglednic ryzyko zwigzane ze zwiekszong ekspozycjg zdje¢ w sieci oraz
ich mozliwym wykorzystaniem przez osoby dziatajgce w ztej wierze do celéw nielegalnych lub

przestepstw wobec dzieci.

Garante stwierdzit, ze przetwarzanie prowadzone przez przedszkole nie mogto by¢ zgodnie z prawem
oparte na zgodzie rodzicéw, poniewaz nadrzedny byt interes dzieci, aby ich fotografie w szczegdlnie
intymnych momentach szkolnych i edukacyjnych nie byty publikowane on-line w celu promowania
dziatalnosci przedszkola. Ponadto taka zgoda nie mogta by¢ uznana za Swiadoma i dobrowolng, gdyz

w przypadku odmowy mozliwosc¢ zapisania dzieci do przedszkola zostataby wykluczona.
System monitoringu wideo, ktéry rejestrowat wizerunki matoletnich, personelu edukacyjnego, a takze
rodzicodw, dostawcoéw i odwiedzajacych, byt réwniez uzywany niezgodnie z europejskimi i wtoskimi

przepisami o ochronie prywatnosci.
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Decyzja

Uwzgledniajgc fakt, ze przedszkole wspdtpracowato z organem, Garante natozyt administracyjng kare
pieniezng w wysokosci 10 000 EUR, w zwigzku z naruszeniami art. 5 pkt. 1, 6, 7, 12 pkt. 1, 13, 35, 37
pkt. 7 i 38 pkt. 6 RODO oraz art. 2 Kodeksu ochrony danych osobowych.

Wioski organ nadzorczy natozyt rowniez ostateczny zakaz przetwarzania i nakazat przedszkolu

usuniecie danych osobowych.

Zrédto:
Komunikat Europejskiej Rady Ochrony Danych

Minors: Italian SA sanctions nursery school. Cameras installed without safeguards and photos of

children published online | European Data Protection Board



https://www.edpb.europa.eu/news/national-news/2025/minors-italian-sa-sanctions-nursery-school-cameras-installed-without_en
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PRAWO DOSTEPU: ORGAN OCHRONY DANYCH
NAKLADA NA BANK KARE 100 000 EUR. KLIENCI
MOGA UZYSKAC DOSTEP DO SWOICH DANYCH
ZAWARTYCH W NAGRANIACH ZAMOWIEN
TELEFONICZNYCH

Podsumowanie decyzji

Klient, ktory padt ofiarg oszustwa, zwrdcit sie do banku o udostepnienie nagran rozmoéw
prowadzonych z obstugg klienta, ktére mogtyby by¢é pomocne w zakwestionowaniu przelewu na okoto
10 tys. EUR oraz w odtworzeniu przebiegu zdarzen. Nie otrzymawszy satysfakcjonujgcej odpowiedzi,
ztozyt skarge do Garante. Dopiero po wszczeciu postepowania przez organ bank przekazat nagrania,

jednak wéwczas 30-dniowy termin przewidziany przez RODO juz uptynat.
Kluczowe ustalenia

W toku dochodzenia wtoski organ nadzorczy wskazat, ze — zgodnie z Wytycznymi Europejskiej Rady
Ochrony Danych 01/2022 dotyczgcymi prawa dostepu — nawet rozmowy telefoniczne miedzy
klientami a bankami mogg by¢ uznane za dane osobowe i jako takie muszg by¢ udostepniane na

zadanie, z poszanowaniem praw o0s6b trzecich uczestniczgcych w rozmowie.
Decyzja

Garante natozyt administracyjng kare pieniezng w wysokosci 100 tys. EUR. Przy ustalaniu jej
wysokosci organ wzigt pod uwage obrot banku, jego wspodtprace w trakcie dochodzenia oraz brak

wczesniejszych naruszen.

Zrédto:
Komunikat Europejskiej Rady Ochrony Danych

Right of access: Data Protection Authority fines bank 100 000 EUR. Customers can access their data

contained in telephone order recordings | European Data Protection Board



https://www.edpb.europa.eu/news/national-news/2025/right-access-data-protection-authority-fines-bank-100-000-eur-customers-can_en
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76. POSIEDZENIE GRUPY BERLINSKIEJ

19-20 listopada 2025 r. w Montevideo odbylo sie 76. posiedzenie Grupy Berlinskiej
(International Working Group on Data Protection in Technology — IWGDPT). Spotkanie
zorganizowano nha zaproszenie urugwajskiego organu ochrony danych Unidad
Reguladora y de Control de Datos Personales (URCDP) oraz Biura Specjalnego
Sprawozdawcy ONZ ds. Prawa do Prywatnosci, prof. dr Any Brian Nougreres. W
wydarzeniu uczestniczyla réwniez przedstawicielka Urzedu Ochrony Danych
Osobowych, reprezentujaca Departament Wspoétpracy Miedzynarodowej.

Miedzynarodowe forum wymiany doswiadczen

Grupa Berlinska od wielu lat stanowi jedno z najwazniejszych forow miedzynarodowych, w ramach
ktdrego organy nadzorcze, eksperci i przedstawiciele $wiata nauki wspdlnie analizujg wyzwania
zwigzane z ochrong danych osobowych. Posiedzenia Grupy sg okazjg do wymiany doswiadczen,
prezentacji krajowych inicjatyw oraz wypracowywania wspdlnych stanowisk wobec dynamicznych

zmian technologicznych.

Tegoroczna edycja miata szczegdlny wymiar — odbywata sie w Ameryce tacinskiej, regionie
intensywnie rozwijajgcym polityki cyfrowe i strategie sztucznej inteligencji. To nadato obradom
dodatkowy kontekst strategiczny i pozwolito uczestnikom lepiej zrozumie¢ perspektywe panstw

spoza Europy.
Dzien pierwszy — 19 listopada

Po uroczystym otwarciu przez gospodarzy i przewodniczgcego Grupy uczestnicy wystuchali
prezentacji urugwajskiej agencji AGESIC, ktéra przedstawita model zarzadzania danymi w Urugwaju.
Szczegdlng uwage zwrdcono na rozwoj krajowej strategii Al oraz polityki chmurowej — od
poczatkowego podejscia restrykcyjnego do obecnego modelu, opartego na transparentnosci i jasno

okreslonych standardach.

Nastepnie odbyta sie obszerna sesja raportéw krajowych i miedzynarodowych. W jej trakcie
przedstawiciele organdw nadzorczych z catego Swiata zaprezentowali aktualne dziatania i wyzwania

w swoich panistwach:
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. Gruzja poinformowata o reorganizacji systemu ochrony danych i planach powotania nowej
instytuciji.

. Izrael przedstawit nowelizacje ustawy o prywatnosci, obejmujgcg m.in. regulacje danych oséb
zmartych.

. Brazylia zaprezentowata nowy sandbox regulacyjny oraz wskazata na oczekiwang decyzje
Komisji Europejskiej o adekwatnosci.

. Kanada skoncentrowata sie na reformach dotyczacych cyberbezpieczenstwa i cyfrowych

identyfikatorow zdrowotnych.

J Francja omowita zalecenia dotyczace Al, zarzadzania danymi po$miertnymi oraz dziatania

egzekucyjne wobec naruszen w zakresie plikéw cookie i monitoringu.

. Hiszpania zaprezentowata prace nad nowym Planem Strategicznym 2025-2030, ktdrego celem

jest umieszczenie godnosci jednostki w centrum transformacji cyfrowe;.

. Polska przedstawita raport z dziatan polskiego organu, obejmujgcych nadzér regulacyjny,
legislacje, wspotprace miedzynarodowg, edukacje oraz analize ryzyk zwigzanych z Al i
cyberbezpieczenstwem.

. Luksemburg poinformowat o inicjatywach edukacyjnych dla mtodziezy oraz narzedziach
wspierajacych MSP.

. Witochy podkreslity ograniczenia stosowania danych biometrycznych w miejscu pracy i wydaty

opinie o systemie IT-Wallet.

o Szwecja poinformowata o reorganizacji urzedu i dziataniach zwigzanych z Al Act.

o Argentyna kontynuuje modernizacje ram regulacyjnych zgodnie z Konwencjg 108+.

. Katalonia podpisata porozumienie z Brazylig ws. wspodfpracy nad godnymi zaufania systemami
Al.

. EIOD poinformowat o publikacjach dotyczgcych nadzoru cztowieka w systemach Al oraz portfeli

tozsamosci cyfrowe;j.
. Niemcy omowity rosnacg liczbe skarg zwigzanych z Al.

. Stowenia przekazata informacje o wdrozeniu krajowej ustawy wykonawczej wdrazajacej Al Act

oraz o najwiekszym wycieku danych w historii kraju.
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Ekwador jako obserwator Konwencji 108+ przedstawit krotkg aktualizacje dotyczacg udziatu w

inicjatywach miedzynarodowych.

. Kalifornia w raporcie przestanym zdalnie poinformowata o nowych przepisach dotyczacych

zautomatyzowanego podejmowania decyzji i sygnatéw opt-out.

. Wielka Brytania zapowiedziata przeglad banerdw cookie oraz publikacje wytycznych dla

produktow loT.

Dzieki tak szerokiemu spektrum raportéw uczestnicy uzyskali kompleksowy obraz globalnych wyzwan

zwigzanych z ochrong danych i sztuczng inteligencja.
Dzien drugi — 20 listopada

Kontynuowano dyskusje nad dokumentami Grupy Berliriskiej, w tym nad technologig 6G (JCAS),
poufnymi obliczeniami w chmurze oraz problematyka danych oséb zmartych. Prezentacja CNIL na
temat ,data post-mortem” wywotata szerokg debate o tzw. privacy paradox — rosngcej liczbie oséb,

ktore chcg pozostawic¢ swoje dane cyfrowe do wykorzystania po smierci.
Wydarzenia towarzyszace

J 18 listopada — odbyto sie tradycyjne, nieformalne spotkanie uczestnikdw, sprzyjajgce integracji

i wymianie doSwiadczen.

. 21 listopada — uczestnicy wzieli udziat w dorocznej konferencji URCDP poswieconej ochronie

danych w kontekscie Al i innowacji cyfrowych.
Podsumowanie

76. Posiedzenie Grupy Berlinskiej potwierdzito jej role jako kluczowego forum miedzynarodowego w
zakresie ochrony danych i prywatnosci. Przyjecie dokumentu dotyczacego globalnych sygnatéw
sprzeciwu oraz intensywne prace nad chmurg poufng, technologig 6G i danymi syntetycznymi
pokazujg, ze Grupa koncentruje sie zaréwno na biezgcych problemach technologicznych, jak i na

dtugoterminowych kierunkach rozwoju.

Kolejne posiedzenie Grupy odbedzie sie w czerwcu 2026 r. w Warszawie, jego gospodarzem bedzie
Urzad Ochrony Danych Osobowych — co stanowi wyjgtkowg okazje do zaprezentowania roli Polski w

globalnej debacie o ochronie danych.
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PRIVACY, Al AND INNOVATION ROUNDTABLE -
RELACJA Z KONFERENCJI

14 listopada 2025 r. w Warszawie odbyta sie konferencja ,,Privacy, Al and Innovation Roundtable”,
zorganizowana przez kancelarie Bird & Bird. Wydarzenie zgromadzito ekspertéw z obszaru prawa,
ochrony danych i nowych technologii, ktérzy wspodlnie zastanawiali sie nad przysztoscig regulacji
dotyczacych prywatnosci i sztucznej inteligencji w Europie. Spotkanie miato charakter interaktywny —
uczestnicy nie tylko wystuchali wystgpien, ale takze wspoéttworzyli rekomendacje, ktére zostang

opublikowane w raporcie koricowym.

Konferencje otworzyta Izabela Kowalczuk-Pakuta, partner w Bird & Bird, podkreslajgc wage dyskusji w
kontekscie nadchodzacego pakietu legislacyjnego Digital Omnibus, ktdry Komisja Europejska ma
przedstawi¢ w najblizszych dniach. Wystgpienie gtéwne wygtosit dr Stefan Brink z Instytutu WIDA. W
swoim wyktadzie wskazat, ze RODO jest ,mieczem obosiecznym”: z jednej strony chroni dane
osobowe, z drugiej moze ograniczac¢ innowacje. Podkreslit potrzebe wiekszej rownowagi miedzy rolg
Europy w gospodarce cyfrowej a ochrong praw obywateli, zwracajgc uwage na problemy z
funkcjonowaniem Europejskiej Rady Ochrony Danych oraz na koniecznos¢ bardziej widocznego
podejscia opartego na ryzyku. Wskazat réwniez na planowane reformy RODO w latach 2026-2027,

ktdre powinny wzmocnic¢ role Komisji Europejskiej w strukturze EROD.

Centralnym punktem programu byt panel dyskusyjny zatytutowany , Reset or Reinvention? The Future
Architecture of Data and Al Regulation in Europe”, moderowany przez dr Urszule Géral z Meta. Wzieli
w nim udziat Mirostaw Wréblewski, prezes UODO, dr Julia Sziklay — wiceprezes wegierskiego organu
NAIH, Izabela Kowalczuk-Pakuta z Bird & Bird, Mikotaj Barczentewicz z University of Surrey/Oxford
oraz Aleksandra Czarnecka z Agora SA. Dyskusja koncentrowata sie na przysztej architekturze regulacji
dotyczacych danych i sztucznej inteligencji w Europie. Panelisci podkreslali, ze rola organdéw
nadzorczych nie powinna ograniczac sie do kontroli, ale obejmowac takze tworzenie wytycznych w
obszarach luk prawnych i nowych technologii. Wskazywano na trudnosci zwigzane z wdrozeniem Al
Act, problem nadmiaru nowych regulacji oraz koniecznos¢ jasnych interpretacji i przewidywalnego

orzecznictwa Trybunatu Sprawiedliwosci UE.
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Prezes UODO Mirostaw Wrdblewski zwrécit uwage na znaczenie Helsinki Statement i koniecznos¢
uwzgledniania perspektywy biznesu w procesie regulacyjnym. Ostrzegt przed kosztownym
mnozeniem nowych regulacji, przypominajac, ze celem RODO jest nie tylko ochrona danych, ale takze
zapewnienie swobodnego przeptywu informacji. Julia Sziklay wskazata na przypadki nielegalnego
wykorzystania Al w sektorze bankowym na Wegrzech i zaznaczyta potrzebe szczegdlnej ochrony dzieci
oraz MSP. Mikotaj Barczentewicz krytykowat brak uporzadkowania instytucjonalnego i zbyt ogdine
wytyczne EROD, wskazujgc na praktyczne podejscie CNIL jako wzor. Izabela Kowalczuk-Pakuta
omowita problem naktadajgcych sie reziméw RODO i ePrivacy, sugerujgc mozliwos¢ uproszczenia
systemu poprzez wtgczenie regulacji cookies do RODO. Z kolei Aleksandra Czarnecka zauwazyta
praktyczne potrzeby biznesu: uproszczenie procedur, ograniczenie formalnosci i wieksze skupienie na

osobie, ktdorej dane dotycza.

W koncowej czesci konferencji dyskutowano o tym, czy uproszczenia dla biznesu mogg ostabié
ochrone praw podstawowych. Zwrdcono uwage, ze konieczne jest zachowanie rownowagi i
przestrzeganie prawa unijnego, a jednoczesnie wspieranie innowacji poprzez dialog z konkretnymi
sektorami. Wskazano, ze nadmiar legislacji grozi nieprzestrzeganiem przepiséw, dlatego lepsze sg
klarowne wytyczne niz kolejne akty prawne. Podkreslono takze role CNIL jako przyktadu wspierania

innowacji poprzez laboratoria Al i piaskownice regulacyjne.

Podsumowanie

Konferencja ,,Privacy, Al and Innovation Roundtable” pokazata, ze przysztos¢ regulacji w Europie
wymaga rownowagi miedzy ochrong danych a wspieraniem innowacji. Dyskusje ekspertédw, w tym
wystgpienie prezesa UODO, wskazaty na konieczno$¢ jasnych interpretacji, stabilnych podstaw
prawnych oraz wiekszego dialogu miedzy regulatorami a biznesem. Spotkanie stanowito wazny krok
w kierunku wypracowania rekomendacji, ktdre mogg wptynac na ksztatt reform RODO i Al Act w

najblizszych latach.
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KONFERENCJA RESEARCH@ GOOGLE
RESEARCH POLAND - SZTUCZNA INTELIGENCJA
W SLUZBIE NAUKI | SPOLECZENSTWA

Otwarcie konferencji

Konferencja research@, zorganizowana przez zespot Google Research Poland 12 listopada 2025 r.
zgromadzita naukowcéw wykorzystujgcych sztuczng inteligencje w badaniach naukowych.

Wydarzenie podzielono na trzy gtéwne panele: nauka i zdrowie, edukacja oraz nauka o Ziemi.

Konferencje otworzyta Magda Kotlarczyk, dyrektor krajowa Google Polska. W swoim wystgpieniu
zaznaczyta potrzebe tworzenia przestrzeni sprzyjajgcej wspotpracy miedzynarodowej spotecznosci
naukowej oraz wymianie pomystéw. Zwrdcita rowniez uwage na rosngcg role Polski w promowaniu
innowacji.

Panel | - nauka i zdrowie

. Dr Susan Thomas zaprezentowata rozwdj MedGemma — otwartego modelu Al przeznaczonego

do analiz obrazéw medycznych. Omdwita jego funkcjonalnosci oraz kierunki dalszego doskonalenia.

. Dr Annalisa Pawlosky przedstawita projekt Al co-scientist, system oparty na wielu agentach,
ktory wspiera procesy badawcze: formutowanie hipotez, ewaluacje metod, analize zrédet i wybor

optymalnej metodologii.

o Po prezentacji odbyta sie dyskusja z udziatem Viveka Natarajana oraz prof. Tiago Dias da Costa
z Imperial College — tworcow projektu. Podkreslili oni znaczenie systemu w redukowaniu liczby

nieudanych eksperymentdw, co przektada sie na efektywnos¢ badan.

. Kolejna prezentacja dotyczyta wykorzystania Al w mapowaniu mdézgu. Przypomniano, ze w
2024 r. zakoriczono mapowanie mdzgu muchy owocdéwki, a w 2021 r. jedynie fragmentu mdzgu

cztowieka. Obecnie trwajg prace nad mdzgiem myszy, w ktérych uczestniczg takze polscy naukowcy.
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Panel Il - edukacja

. Wilkowski, Liderka Zespotu Pedagogicznego Google, przedstawita wizje przysztosci edukacji

wspieranej przez Al, m.in. poprzez wprowadzenie tutorow Al.

. Omowiono dziatania Fundacji Raspberry Pi, ktdra promuje nauke sztucznej inteligencji wsrod
mitodziezy, rowniez w Polsce — poprzez szkolenia dla nauczycieli i ucznidow, takze w mniejszych

miejscowosciach.

. Ronit Levavi Morad zaprezentowata projekt Al Quests, umozliwiajgcy uczniom szkoét
ponadpodstawowych rozwijanie kompetenc;ji Al poprzez interaktywne projekty, np. opracowywanie

rozwigzan przeciwpowodziowych.
Panel lll = nauka o Ziemi

Ostatni panel poswiecono wykorzystaniu Al w projektach takich jak Google Maps i Google Earth.
Modele predykcyjne pozwalajg na zbieranie kompleksowych danych o pogodzie i ruchach
sejsmicznych, co w przysztosci moze umozliwié¢ wczesniejsze ostrzeganie przed kataklizmami i

ograniczanie ich skutkow.
Dyskusja koncowa

Konferencje zakonczyta rozmowa miedzy prof. Piotrem Sankowskim a Yossim Matiasem,
wiceprezesem Google. Dyskutowano o przysztosci nauki w kontekscie najnowszych osiggnie¢ Al, w
tym systemow wieloagentowych oraz sztucznej inteligencji w rzeczywistosci postkwantowej.
Wskazano m.in. na nowatorskg hipoteze dotyczgcy zachowania komdrek nowotworowych,

zaproponowang przez model Gemma.
Spotkanie kuluarowe — medycyna i regulacje

Po zakoniczeniu konferencji odbyto sie spotkanie interesariuszy poswiecone rozwojowi nauk
medycznych z wykorzystaniem sztucznej inteligencji w Polsce. Wzieli w nim udziat przedstawiciele
start upow medycznych, organdw publicznych oraz samorzagdéw zawodowych, w tym Naczelnej Izby
Lekarskiej. Urzagd Ochrony Danych Osobowych reprezentowat Krzysztof Krdl, zastepca dyrektorki
Departamentu Wspdtpracy Miedzynarodowe;j.
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Tematy rozmdéw obejmowaty: rozwdj Al w medycynie, bariery regulacyjne, propozycje rozwigzan
wspierajgcych wdrazanie technologii oraz ryzyko btedéw i odpowiedzialno$é za wyniki generowane
przez systemy Al. W ich toku Krzysztof Krol podkreslat koniecznos¢ zapewnienia wysokiego poziomu

ochrony danych medycznych, ktdre sg szczegdlnie cenne i podatne na ataki.

Podsumowanie

Konferencja research@ Google Research Poland pokazata ogromny potencjat sztucznej inteligencji w
nauce, edukacji i medycynie. Jednoczes$nie podkreslono wage odpowiednich regulacji i ochrony

danych osobowych, ktdre pozostajg kluczowym elementem w procesie wdrazania nowych
technologii.
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WZMACNIANIE OCHRONY DANYCH NA CALYM
SWIECIE: EROD SPOTYKA SIE Z KRAJAMI |
ORGANIZACJAMI POSIADAJACYMI DECYZJE
STWIERDZAJACA ODPOWIEDNI POZIOM
OCHRONY

W ramach grudniowego posiedzenia plenarnego Europejska Rada Ochrony Danych przeprowadzita
spotkanie on-line z komisarzami oraz przedstawicielami organéw ochrony danych z krajow i
organizacji, wobec ktdrych obowigzuje decyzja UE stwierdzajgca odpowiedni poziom ochrony danych.

Byto to drugie tego typu spotkanie, po pierwszym, ktdore odbyto sie w pazdzierniku 2024 r.

Decyzja stwierdzajgca odpowiedni poziom ochrony jest kluczowym mechanizmem w unijnych
przepisach o ochronie danych, umozliwiajgcym swobodny przeptyw danych osobowych z Europy do
panstw trzecich lub organizacji miedzynarodowych zapewniajgcych odpowiedni poziom ochrony
danych. Do tej pory korzystajg z niej nastepujace kraje i organizacje: Andora, Argentyna, Kanada,
Wyspy Owcze, Guernsey, lzrael, Wyspa Man, Japonia, Jersey, Nowa Zelandia, Republika Korei,
Szwajcaria, Zjednoczone Krdlestwo, Urugwaj, Stany Zjednoczone oraz Europejska Organizacja
Patentowa. Organy ochrony danych z tych krajow oraz Europejska Organizacja Patentowa sg
kluczowymi partnerami EROD, odgrywajac istotng role we wspdlnych dziataniach na rzecz

wzmachniania ochrony danych na swiecie.

Wzmacnianie wspotpracy wielostronnej

Rada w pazdzierniku 2024 r. zorganizowata pierwsze spotkanie z organami ochrony danych z
pietnastu krajow posiadajacych decyzje o adekwatnosci.

Po tym spotkaniu EROD oraz organy ochrony danych z krajéw i organizacji objetych decyzjg o
adekwatnosci zaciesnity wspodtprace poprzez wymiane informacji dotyczacych prac doradczych oraz
dzielenie sie doswiadczeniami w zakresie miedzynarodowej wspotpracy w egzekwowaniu przepiséw o

ochronie danych.
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»Nasze pierwsze wspadlne spotkanie w pazdzierniku 2024 r. utorowato droge do silniejszej wspodtpracy
oraz wartos$ciowej wymiany wiedzy i dosSwiadczen w zakresie ochrony danych. Wysoki poziom
zaangazowania, jaki wykazano podczas tego drugiego spotkania przez EROD oraz organy ochrony
danych z krajow i organizacji miedzynarodowej, wobec ktérych UE przyjeta decyzje o adekwatnosci,
jest wyraznym sygnatem naszego zobowigzania do dalszej wspdlnej pracy w tym kierunku” —

zaznaczyta Przewodniczgca EROD, Anu Talus.

Zrodto:

Komunikat Europejskiej Rady Ochrony Danych

https://www.edpb.europa.eu/news/news/2025/strengthening-data-protection-worldwide-edpb-

meets-countries-and-organisation en



https://www.edpb.europa.eu/news/news/2025/strengthening-data-protection-worldwide-edpb-meets-countries-and-organisation_en
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EROD PRZEDSTAWIA ZALECENIA DOTYCZACE
ZWIEKSZENIA POSZANOWANIA PRYWATNOSCI
UZYTKOWNIKOW W HANDLU INTERNETOWYM,
OMAWIA PROPOZYCJE DIGITAL OMNIBUS |
POWOLUJE NOWA ZASTEPCZYNIE
PRZEWODNICZACEGO

Podczas ostatniego posiedzenia plenarnego EROD przyjeta zalecenia dotyczace podstawy prawnej
wymagania zakfadania kont uzytkownikdw na stronach e-commerce. Ponadto Rada przeprowadzita
wstepng dyskusje na temat propozycji Digital Omnibus oraz powotata nowg Zastepczynie

Przewodniczgcego EROD.

Uzytkownicy internetu odwiedzajg strony e-commerce z réznych powodoéw, w tym aby dokonywac
zakupow on-line, korzysta¢ z promocji lub po prostu przeglagdaé produkty. W trakcie korzystania z
takich stron mogg by¢ proszeni o zatozenie konta, co moze prowadzi¢ do gromadzenia i przetwarzania

danych osobowych, a takze zwiekszaé ryzyka dla prywatnosci i bezpieczenstwa.

EROD przyjeta zalecenia majgce na celu doprecyzowanie, kiedy strony e-commerce mogg wymagac

od uzytkownikéw zatozenia konta.

Zasadniczo uzytkownicy powinni mie¢ mozliwos¢ korzystania ze stron e-commerce, w tym
dokonywania zakupdw, bez koniecznosci zaktadania konta. W takich przypadkach EROD zaleca, aby
strony e-commerce oferowaty wybor: tryb ,goscia”, umozliwiajacy dokonanie zakupu bez zaktadania
konta, lub mozliwos¢ dobrowolnego utworzenia konta. Takie podejscie minimalizuje zakres
gromadzenia i przetwarzania danych osobowych, a tym samym jest zgodne z zasadg ochrony danych

w fazie projektowania i domysinej ochrony danych wynikajacg z RODO.

Obowigzkowe zaktadanie konta moze by¢ jednak uzasadnione w ograniczonej liczbie przypadkéw, np.

przy oferowaniu ustug subskrypcyjnych lub zapewnianiu dostepu do ofert ekskluzywnych.

Zalecenia podkreslajg wysitki EROD na rzecz promowania pragmatycznych, przyjaznych uzytkownikom

i chronigcych prywatnosé praktyk w sektorze e-commerce.

Zalecenia zostang poddane konsultacjom publicznym, co umozliwi zainteresowanym stronom

zgtaszanie uwag i opinii.
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Wstepna dyskusja na temat propozycji Digital Omnibus

EROD przeprowadzita wstepng dyskusje na temat propozycji Digital Omnibus, w sprawie ktérej EROD
i EIOD wydadzg wspdlng opinie.

W swoim Oswiadczeniu Helsinskim EROD przedstawita propozycje majace na celu zwiekszenie
przejrzystosci, wsparcia i zaangazowania. EROD i EIOD z zadowoleniem przyjmujg dyskusje na temat
skutecznych regulacji cyfrowych i pozostajg zaangazowane w poszukiwanie rozwigzan utatwiajgcych

zgodnos$¢ z RODO, zwtaszcza dla matych organizacji.

EROD i EIOD skoncentrujg sie na tym, jak propozycja Komisji Europejskiej wptynie na podstawowe

prawa jednostek oraz czy doprowadzi do uproszczen dla organizacji i wiekszej pewnosci prawne;j.

Cho¢ wiele kwestii wymaga analizy, na tym etapie EROD i EIOD podkreslajg, ze proponowana zmiana
definicji danych osobowych wydaje sie wykracza¢ poza najnowsze orzecznictwo TSUE i poza zakres
ukierunkowanej zmiany RODO, co moze negatywnie wptyng¢ na fundamentalne prawo do ochrony

danych.

EROD przypomina o nadchodzgcym wydarzeniu dla interesariuszy publicznych w tej sprawie, ktdre
odbedzie sie 12 grudnia 2025 r., i podkresla, ze wdrazanie orzecznictwa TSUE poprzez wytyczne

uwzgledniajgce opinie interesariuszy zapewnia wiekszg pewnosc.
Jelena Virant Burnik wybrana nowg Zastepczynia Przewodniczgcego EROD

Podczas tegorocznego posiedzenia plenarnego cztonkowie EROD powotali Jelene Virant Burnik,

Komisarz ds. Informacji Republiki Sfowenii, na nowg Zastepczynie Przewodniczgcego Rady.

»Jestem zaszczycona wyborem na stanowisko Zastepczyni Przewodniczgcego EROD. Ciesze sie, ze
moge sie przyczyni¢ sie do wzmocnienia roli EROD jako centralnego organu w zakresie ochrony
danych w UE. Jestem zaangazowana w rozwijanie wspotpracy miedzy krajowymi organami ochrony
danych oraz tworzenie przestrzeni do otwartych dyskusji, ktéore pomagajg ujednolica¢ rozumienie i
egzekwowanie przepisow RODO. W stale rozwijajacym sie krajobrazie regulacji cyfrowych EROD musi
pozostac regulatorem, ktéry rozumie ztozone powigzania miedzy przepisami i wnosi konstruktywny
wkfad w dyskusje na poziomie europejskim” — zwrdcita uwage Zastepczyni Przewodniczgcego EROD,

Jelena Virant Burnik.
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,W ostatnich latach krajobraz, w ktérym dziatamy, fundamentalnie sie zmienit, przeksztatcajac role
EROD w cyfrowej przysztosci Europy. W tym dynamicznym srodowisku nowa Zastepczyni
Przewodniczgcego EROD staje przed ekscytujgcymi wyzwaniami. Jestem przekonana, ze EROD
odniesie ogromne korzysci z jej wiedzy i zaangazowania. Z niecierpliwoscig oczekuje wspodtpracy z
Jeleng Virant Burnik, aby wspdlnie realizowaé misje EROD: wspieranie innowacji przy jednoczesnej

ochronie podstawowych praw jednostek” — powiedziata Przewodniczagca EROD, Anu Talus

W nadchodzgcych latach Jelena Virant Burnik bedzie scis$le wspdtpracowaé z Przewodniczagcg EROD
Anu Talus oraz Zastepcy Przewodniczacego Zdravko Vukiciem, aby zapewnié spdjne stosowanie
unijnych przepiséw o ochronie danych i promowac skuteczng wspoétprace miedzy organami ochrony

danych w catej Europie.

Zrédto:

Komunikat Europejskiej Rady Ochrony Danych

EDPB gives recommendations to make online shopping more respectful of users’ privacy,
discusses the Digital Omnibus proposal and appoints new Deputy Chair | European Data
Protection Board



https://www.edpb.europa.eu/news/news/2025/edpb-gives-recommendations-make-online-shopping-more-respectful-users-privacy_en
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SPOTKANIE INTERESARIUSZY DOTYCZACE
ANONIMIZACJI | PSEUDONIMIZACJI

12 grudnia 2025 r. odbyto sie zdalne spotkanie interesariuszy zorganizowane przez Europejskg Rade
Ochrony Danych, poswiecone zagadnieniom anonimizacji i pseudonimizacji oraz konsekwencjom
wyroku Trybunatu Sprawiedliwos$ci UE ws. EDPS przeciwko Single Resolution Board (SRB). Wydarzenie
stanowifo wazny element realizacji programu prac EROD na lata 2024-2025 oraz potwierdzito
zaangazowanie Rady w dialog z podmiotami z réznych sektoréow, zgodnie z zatozeniami tzw. deklaracji
helsinskiej.

W spotkaniu uczestniczyli przedstawiciele organizacji branzowych, firm, kancelarii prawnych,
Srodowiska akademickiego oraz organizacji pozarzgdowych. Kazda instytucja mogta delegowac
jednego reprezentanta, przy czym zadbano o zréznicowanie perspektyw oraz rownowage

geograficzng i tematyczng uczestnikow.

Podczas wydarzenia oméwiono praktyczne wyzwania zwigzane z anonimizacjg i pseudonimizacjg
danych, a takze wptyw wspomnianego orzeczenia TSUE na stosowanie tych technik w praktyce.

Zebrane opinie i dosSwiadczenia majg wesprzec¢ dalsze prace EROD nad wytycznymi w tym obszarze.

Spotkanie cieszyto sie duzym zainteresowaniem, a nabor zgtoszen zostat zamkniety po osiggnieciu
wysokiej liczby aplikacji. Kolejne dziatania konsultacyjne EROD zaplanowano na koncéwke pierwszego
kwartatu 2026 r., a UODO bedzie na biezgco informowaé¢ o mozliwosciach udziatu w tych

inicjatywach.
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NEXPUBLICA FRANCE UKARANA GRZYWNA W
WYSOKOSCI 1 700 000 EURO

22 grudnia 2025 r. CNIL natozyta na NEXPUBLICA FRANCE kare w wysokosci 1,7 min euro za
niewdrozenie wystarczajgcych srodkéw bezpieczeristwa w oprogramowaniu PCRM, narzedziu do

zarzadzania relacjami z uzytkownikami w sektorze ustug spotecznych.
Informacje ogdlne

NEXPUBLICA FRANCE (wczesniej INETUM SOFTWARE FRANCE), firma specjalizujgca sie w
projektowaniu systemoéw informatycznych i oprogramowania, opracowuje pakiet oprogramowania o
nazwie PCRM, bedacy narzedziem do zarzadzania relacjami z uzytkownikami w obszarze pomocy
spotecznej. Jest on wykorzystywany m.in. przez Departamentalne Domy Oséb Niepetnosprawnych

(,Maisons départementales des personnes handicapées”, MDPH) w niektdrych departamentach.

Pod koniec listopada 2022 r. klienci NEXPUBLICA zgtosili do CNIL naruszenia ochrony danych

osobowych, poniewaz uzytkownicy portalu informowali o mozliwosci dostepu do dokumentow
dotyczacych oséb trzecich. CNIL przeprowadzita nastepnie kontrole w firmie, ktéra wykazata, ze
wdrozone przez nig srodki techniczne i organizacyjne majgce zapewni¢ bezpieczenstwo danych

przetwarzanych za posrednictwem oprogramowania PCRM byty niewystarczajgce.

W konsekwencji komitet ograniczony — organ CNIL odpowiedzialny za naktadanie sankcji — natozyt na
NEXPUBLICA FRANCE kare w wysokosci 1,7 min euro, biorgc pod uwage mozliwosci finansowe firmy,
brak znajomosci podstawowych zasad bezpieczenstwa, liczbe oséb dotknietych naruszeniem oraz

wrazliwos¢ przetwarzanych danych (w szczegdlnosci ujawniajgcych niepetnosprawnosé).

Naruszenie obowigzku zapewnienia bezpieczenstwa danych osobowych (art. 32 RODO)

Artykut 32 RODO stanowi, ze administrator i podmiot przetwarzajgcy muszg wdrozy¢ odpowiednie
srodki techniczne i organizacyjne, aby zapewni¢ poziom bezpieczenstwa odpowiadajacy ryzyku,
uwzgledniajgc stan wiedzy technicznej, koszty wdrozenia, charakter, zakres, kontekst i cele

przetwarzania, a takze ryzyko naruszenia praw i wolnosci oséb fizycznych.
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Komitet ograniczony uznat, ze firma nie spetnita tych wymogoéw przy wdrazaniu PCRM, biorac pod
uwage 0golng stabos¢ systemu informatycznego oraz zaniedbania, ktére doprowadzity do

utrzymywania sie strukturalnych probleméw z bezpieczenstwem.
Stwierdzono, ze zidentyfikowane w PCRM podatnosci:

J wynikaty gtéwnie z braku znajomosci aktualnych standardéw i podstawowych zasad

bezpieczenstwa,
J byty znane i zidentyfikowane przez firme w kilku raportach audytowych.
Pomimo tych ustalen luki zostaty usuniete dopiero po wystgpieniu naruszen danych.

Okolicznosci te sg szczegdlnie obcigzajgce ze wzgledu na profil dziatalnosci firmy, ktéra specjalizuje sie

w systemach IT i doradztwie w zakresie oprogramowania.

Komitet ograniczony nie wydat nakazu doprowadzenia do zgodnosci, poniewaz firma podjeta

niezbedne dziatania naprawcze po naruszeniach danych.

Zrédto:
Komunikat francuskiego organu nadzorczego

Data security: NEXPUBLICA FRANCE fined €1,700,000 | CNIL



https://www.cnil.fr/en/data-security-nexpublica-france-fined-eur1700000
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OSWIADCZENIE IRLANDZKIEJ KOMISJI
OCHRONY DANYCH WS. SZKOLENIA MODELI Al
PRZEZ LINKEDIN

Irlandzka Komisja Ochrony Danych (DPC) prowadzi staty dialog z wieloma firmami znajdujgcymi sie w
czotdéwce rozwoju sztucznej inteligencji, koncentrujac sie na zapewnieniu odpowiedzialnego

tworzenia i wdrazania tej technologii dla uzytkownikéw w catej UE/EOG.

W marcu 2025 r. LinkedIn poinformowat DPC o zamiarze szkolenia wtasnych, zastrzezonych modeli
generatywnej Al z wykorzystaniem danych osobowych cztonkéw LinkedIn z UE/EOG, poczawszy od
poczatku listopada 2025 r. Po szczegdtowej analizie dokumentacji dotyczgcej ochrony danych
dostarczonej przez LinkedIn oraz szeroko zakrojonych konsultacjach bezposrednich DPC
zidentyfikowata szereg ryzyk i innych probleméw zwigzanych z proponowanym przetwarzaniem
danych osobowych przez firme. DPC przekazata te zastrzezenia oraz przedstawita LinkedIn wiele
zalecen majacych na celu ograniczenie potencjalnego negatywnego wptywu planowanych dziatan na

prawa oséb, ktérych dane dotycza.
W rezultacie LinkedIn wprowadzit liczne zmiany do swojego planu, w tym m.in.:

J ulepszone komunikaty dotyczgce przejrzystosci, pomagajace uzytkownikom zrozumieg, jakie
dane osobowe LinkedIn bedzie przetwarza¢ w celu szkolenia swoich modeli Al oraz jak mogg oni

zrezygnowac z takiego przetwarzania, jesli sobie tego zyczg;

. ograniczenie zakresu danych osobowych, ktdre LinkedIn zamierzat wykorzystywaé do szkolenia

modeli — zaréwno pod wzgledem rodzaju danych, jak i okresu, z ktérego miaty by¢ pozyskiwane;

. ulepszone srodki zapobiegajgce wykorzystaniu danych osobowych uzytkownikéw LinkedIn

ponizej 18. roku zycia do szkolenia modeli;

. ulepszone srodki ochrony uzytkownikdw, w tym wdrozenie filtrow zapobiegajgcych
gromadzeniu potencjalnie wrazliwych informacji udostepnianych na niektérych stronach i w Grupach

LinkedIn, w tym tresci zwigzanych ze zwigzkami zawodowymi;

J dostarczenie bardziej szczegdtowych ocen ryzyka oraz innej wymaganej dokumentacji zgodnej
z RODO, takich jak ocena prawnie uzasadnionego interesu, ocena skutkéw dla ochrony danych oraz

ocena zgodnosci.
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Podobnie jak w przypadku innych administratoréw DPC wymaga réwniez od LinkedIn przygotowania
raportu w ciggu pieciu miesiecy od rozpoczecia przetwarzania. Raport ten ma zawiera¢ m.in.
zaktualizowang ocene skutecznosci i adekwatnosci wdrozonych srodkdéw i zabezpieczen dotyczacych

prowadzonego przetwarzania.

DPC bedzie nadal aktywnie monitorowac wdrazanie tego procesu przez LinkedIn, aby zapewni¢
wszystkim mozliwos¢ sprawowania kontroli nad swoimi danymi osobowymi. Uzytkownicy powinni
otrzymac powiadomienia od LinkedIn, informujgce o sposobach skorzystania z prawa do sprzeciwu na
mocy RODO poprzez rezygnacje z wykorzystywania ich danych osobowych do szkolenia modeli Al
LinkedIn. Mozna to zrobi¢ za pomoca dedykowanego przetgcznika w ustawieniach konta lub poprzez

formularz sprzeciwu wobec przetwarzania danych dostepny w LinkedIn.

Przypominamy wszystkim osobom korzystajgcym z platform internetowych o koniecznosci
regularnego przegladania ustawien prywatnosci i kontroli, aby odzwierciedlaty one ich aktualne

preferencje.

Celem DPC w catym tym procesie byto zapewnienie, ze LinkedIn wdraza innowacje w sposéb
odpowiedzialny, ograniczajac zidentyfikowane szkody i ryzyka dla oséb oraz wtasciwie uwzgledniajac
prawa osob, ktérych dane dotyczg, poprzez rdwnowazenie i ochrone ich podstawowych praw w

zestawieniu z interesami firmy.

DPC nie zatwierdzita ani nie uznata za zgodne z przepisami wykorzystywania danych osobowych
uzytkownikéw przez LinkedIn do szkolenia generatywnych modeli Al. Jednak dodatkowe srodki
wdrozone przez LinkedIn wystarczajgco rozwigzaty zgtoszone przez DPC obawy, tak ze dalsza
interwencja regulacyjna nie jest obecnie uznawana za konieczng. DPC bedzie nadal monitorowac

zgodno$¢ LinkedIn z RODO i podejmie dalsze dziatania regulacyjne, jesli zajdzie taka potrzeba.

DPC, jako wiodgacy organ nadzorczy dla wielu duzych globalnych firm technologicznych majacych
gtéwna siedzibe w Irlandii, nadal prowadzi regulacje w sposéb sprawiedliwy, spdjny i przejrzysty,
dazac do zapewnienia, ze rozwdj i wdrazanie wszystkich modeli Al w UE/EOG sg traktowane w

jednakowy sposob.
Zrédto:
Komunikat irlandzkiego organu nadzorczego

DPC statement on LinkedIn Al Training | 07/11/2025 | Data Protection Commission



https://www.dataprotection.ie/en/news-media/latest-news/dpc-statement-linkedin-ai-training
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TABLICE REJESTRACYJNE - PRZYPADEK
UPUBLICZNIENIA PONAD 30 ZDJEC NA PROFILU
W SIECI X

Trzy skargi ztozone niezaleznie od siebie przez osoby fizyczne spowodowaty wszczecie postepowania

administracyjnego z urzedu przez czeski organ nadzorczy.

Do czeskiego Urzedu Ochrony Danych Osobowych w okresie od lipca do wrzesnia 2022 r. trafity
niezaleznie od siebie trzy skargi oséb fizycznych na przetwarzanie danych osobowych poprzez
publiczne udostepnienie zdje¢ ponad 30 tablic rejestracyjnych za pomocg sieci Twitter (obecnie X).
Organ nadzorczy postanowit wszczg¢ postepowanie z urzedu i nastepnie zebrat materiat dowodowy
potwierdzajacy tres¢ uprzednich skarg — zdjecia przedstawiaty samochody z widocznymi tablicami

rejestracyjnymi, ktére nie byty w zaden sposdb zamazane lub zastoniete.

W toku postepowania wykazano, ze fotografie zostaty upublicznione przez radnego jednej z dzielnic
Pragi, ktory w ztozonych wyjasnieniach wskazat, ze jedynie udostepnit w sieci X materiat otrzymany
od osoby trzeciej za pomocg komunikatora Whatsapp i oprécz publikacji zdje¢ na swoim profilu nie
miat zamiaru ich przetwarzania. Organ nadzorczy stwierdzit nadto, ze konto, ktédrym radny sie
postugiwat, zostato usuniete z koncem 2024 r., co uniemozliwito organowi skorzystanie z

przystugujacych mu uprawnien naprawczych.

Czeski Urzad Ochrony Danych Osobowych wydat nastepnie decyzje stwierdzajgcy naruszenie
przepisdw czeskiej ustawy z 12 marca 2019 r. o przetwarzaniu danych osobowych (110/2019 Sb.)
poprzez udostepnienie 32 zdje¢ samochoddw wraz z widocznymi na nich tablicami rejestracyjnymi, co
uczynit mimo braku wyrazonej zgody przez poszczegdlne osoby. Drugim naruszeniem wskazanym
przez organ nadzorczy byto niespetnienie obowigzku informacyjnego wobec oséb, ktérych dane
osobowe zostaty udostepnione poprzez publikacje zdje¢ w sieci X. Organ nadzorczy podjat decyzje o

natozeniu kary administracyjnej w wysokosci 40 tys. koron czeskich (ok. 7 tys. zf).

W skardze na decyzje podmiot wskazat, ze miat uzasadniony interes prawny w przetwarzaniu danych
osobowych, polegajacy na zamiarze rozpoczecia debaty publicznej o naruszeniach regut i zasad prawa
drogowego w Pradze. Skarzony opart swojg argumentacje na braku poréwnania wagi jego interesu

prawnego z interesem prawnym skarzgcych.
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Odnosnie do przedmiotu postepowania Skarzony wskazat, ze mimo uznania, na gruncie rozstrzygniec
czeskiego organu nadzorczego, tablic rejestracyjnych za zrédto danych osobowych jego zdaniem jest
to jedynie posrednia forma identyfikatora, ktéry samodzielnie nie jest wystarczajgcy do konkretyzacji
wiasciciela lub posiadacza pojazdu i w tym celu wymaga dodatkowych danych. Skarzony podtrzymat
swoje stanowisko, ze sama tablica rejestracyjna ma jedynie posrednie cechy danych osobowych,
wskazat réwniez, ze jego dziatanie nie miato znamion szkodliwosci spotecznej i nie byto zrédtem
zadnej konkretnej szkody po stronie podmiotéw danych osobowych upublicznionych na zdjeciach w

sieci X.

W skardze na decyzje Skarzony wskazat rowniez na wysokos¢, nieproporcjonalnosé i nieadekwatnosé

kary administracyjnej, zadajac jej obnizenia do 1 tys. koron czeskich (ok. 180 zt).

W odpowiedzi na skarge organ nadzorczy podtrzymat swoje stanowisko odnosnie do uznania tablic
rejestracyjnych za zrédto danych osobowych, argumentujac, ze ,numery rejestracyjne” stanowig
przedmiot Rejestru Pojazdow, ktory jest prowadzony przez wtasciwe w tym zakresie ministerstwo. W
wyroku z 12 lutego 2009 r. czeski Najwyzszy Sagd Administracyjny (odpowiednik polskiego Naczelnego
Sadu Administracyjnego) rozstrzygnat, ze mozliwos¢ identyfikacji wtasciciela pojazdu poprzez
odczytanie numeru rejestracyjnego w Rejestrze Pojazddw pozwala na bezposrednie wskazanie osoby
fizycznej — wtasciciela lub posiadacza pojazdu. Organ nadzorczy dodat réwniez, ze czeski Najwyzszy
Sad Administracyjny w wyroku z 13 sierpnia 2020 r. (AS 387/2019-56) potwierdzit, ze numery
rejestracyjne sg danymi osobowymi, poniewaz pojecie danych osobowych powinno by¢
interpretowane w sposéb obiektywny, tzn. znamiona tego pojecia nie mogg by¢ definiowane przez
administratora, ktéry w danej chwili nimi dysponuje, ale nalezy zbadac, czy oprdcz nich istniejg
dodatkowe informacje, ktdre razem z nig mogg doprowadzi¢ do identyfikacji podmiotu danych
osobowych. Organ nadzorczy idgc w $lad za orzecznictwem sgdu administracyjnego, potwierdzit
swoje stanowisko, ze jesli dana informacja pozwala jakiejkolwiek osobie lub organowi wtadzy

publicznej na identyfikacje osoby, to mamy do czynienia z danymi osobowymi.

W postanowieniu odwotawczym od decyzji organu nadzorczego uznano, ze zadna z przestanek tzw.
testu rownowagi nie pozwala na stwierdzenie, ze publikowanie zdje¢ samochoddw i umieszczonych
na nich tablic rejestracyjnych byto wtasciwe do osiggniecia okreslonego celu (w tym wypadku
publicznej dyskusji o niedogodnosciach komunikacyjnych oraz naruszenia prawa drogowego). Po
pierwsze, sfotografowane samochody byty zaparkowane legalnie, nie znajdowaty sie w strefach

ptatnego parkowania lub w strefach przeznaczonych dla wybranej grupy mieszkancow.
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Zdaniem organu nadzorczego dziatanie skarzonego stato w sprzecznosci z deklarowanym celem i
uznat, ze mogto doprowadzi¢ do wzrostu napiecia spotecznego lub stygmatyzacji tych konkretnych
0s6b — wtascicieli lub posiadaczy tych pojazdéw. Organ nadzorczy nie podjat réwniez polemiki z
argumentem niskiej szkodliwosci spotecznej podniesionym przez skarzgcego, poniewaz kwestia
pozostawata poza jego wtasciwoscig i w procesie rozstrzygania o naruszeniu praw i obowigzkéw w
zakresie przetwarzania danych osobowych tg kwestig w ogdle sie nie zajmowat. Decyzja organu
nadzorczego pozostata w mocy oprdcz kwestii wymiaru kary administracyjnej — w tym zakresie
zadecydowano o obnizeniu wysokosci kary administracyjnej do 10 000 koron (ok. 1800 zt), przy czym
na obnizenie jej wysokosci miaty wptyw sytuacja finansowa i warunki osobiste skarzonego. Organ
podnidst jednak argument, ze kara administracyjna ma mie¢ charakter nie tylko prewencyjny, ale

takze represyjny, co wykluczyto mozliwos¢ odstgpienia od jej natozenia.
Robert Karsznia

Zrédto:

Urad pro ochranu osobnich Gidajli (czeskiego organu nadzorczego)

Ostateczna decyzja organu: UOOU-02771/22-28 z dnia 14 pazdziernika 2024 r.

Decyzja organu wydana w postepowaniu odwotawczym: UOQOU-02771/22-34 z 4 lipca 2025 .
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AGENCJA PRAW PODSTAWOWYCH UNII
EUROPEJSKIEJ SYSTEM WJAZDU/WYJAZDU:
WYTYCZNE DLA STRAZY GRANICZNEJ DOT.
PRAW PODSTAWOWYCH

(TLUMACZENIE MASZYNOWE)

Tres¢

System Wjazdu/Wyjazdu a prawa podstawowe

Wytyczne Agencji Praw Podstawowych Unii Europejskiej

Metodologia badan

1. Informowanie obywateli painstw trzecich w sposéb godny i peten szacunku
a) Wytyczne

b) Odniesienia prawne

2. Przetwarzaj dane osobowe z poszanowaniem prywatnosci i godnosci
a) Wytyczne

b) Odniesienia prawne

3. Badz wrazliwy na osoby o szczegdélnych potrzebach

a) Wytyczne

b) Odniesienia prawne

4. Traktuj osoby przekraczajagce okres dozwolonego pobytu z szacunkiem i nie
wyciagaj pochopnych wnioskéw

a) Wytyczne
b) Odniesienia prawne

Informacje o tej publikacji
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System Wijazdu/Wyjazdu a prawa podstawowe

System Wjazdu/Wyjazdu (EES) jest wielkoskalowym systemem informacyjnym Unii Europejskiej
stuzgcym do rejestrowania wjazdu i wyjazdu obywateli panstw trzecich przebywajacych na krétkich
pobytach w strefie Schengen. Podstawe prawng tego systemu stanowi rozporzgdzenie w sprawie EES

(rozporzadzenie (UE) 2017/2226, z pdzniejszymi zmianami), ktore rejestruje i przechowuje dane

osobowe, w tym wizerunki twarzy i odciski palcow. System Wjazdu/Wyjazdu, zaprojektowany w celu
wzmochnienia zarzgdzania granicami i poprawy skutecznosci kontroli migracji, zastepuje reczne

stemplowanie paszportdw na granicach zautomatyzowanym gromadzeniem i weryfikacjg danych.

Komisja Europejska szacuje, ze dane dotyczgce ok. 300 mIn przypadkéw przekroczenia granicy przez

obywateli panistw trzecich bedg rejestrowane w EES rocznie — zauwazajac, ze liczba ta odnosi sie do
poszczegdlnych przypadkéw przekroczenia granicy, a nie do oséb. Zgodnie z decyzjg wykonawczg
Komisji (UE) 2025/1544 EES zacznie dziata¢ 12 pazdziernika 2025 r. Zgodnie z rozporzgdzeniem (UE)
2025/1534 nie wszystkie funkcje EES zostang wdrozone w pierwszym szeSciomiesiecznym

progresywnym okresie poczatkowym.

Chociaz EES obiecuje korzysci operacyjne, jego wdrozenie ma rowniez znaczgcy wptyw na prawa
podstawowe obywateli panstw trzecich. Wymaga to srodkdw tagodzacych, np. zmniejszenia trudnosci
dla pasazerow wymagajacych szczegdlnego traktowania. System ten obejmuje szeroki zakres praw

zapisanych w Karcie Praw Podstawowych Unii Europejskiej (,,Karta”), w tym: godnosci ludzkiej (art. 1),

poszanowania zycia prywatnego i rodzinnego (art. 7), ochrony danych osobowych (art. 8),
niedyskryminacji (art. 21) oraz szczegdlnej ochrony dzieci, oséb w podesztym wieku i oséb
niepetnosprawnych (art. 24-26). Moze rowniez wptywac na prawo do azylu (art. 18) i zasade non-

refoulement (art. 19).

Wykonywanie prawa do skutecznego srodka prawnego (art. 47) od nieprawidtowych decyzji opartych
na rejestrach EES jest réwniez kwestig kluczowg — biorgc pod uwage, ze pomimo zabezpieczen mogg
wystgpic btedy w dopasowywaniu danych biometrycznych. Wskaznik fatszywych wynikéw nigdy nie
bedzie zerowy. W przypadku systemu, ktéry przetwarza setki miliondw rekorddw, nawet bardzo maty

poziom btedu wptywa na znaczng liczbe oséb.



https://eur-lex.europa.eu/eli/reg/2017/2226/2021-08-03?eliuri=eli%3Areg%3A2017%3A2226%3A2021-08-03&locale=pl
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX%3A52016SC0115
https://eur-lex.europa.eu/eli/reg/2025/1534/oj
https://eur-lex.europa.eu/eli/treaty/char_2012/oj
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Prawa wynikajgce z karty, ktore sg zawarte w Europejskiej Konwencji Praw Cztowieka (EKPC) i jej

protokotach, nalezy interpretowac w taki sam sposob jak rownowazne prawa wynikajgce z EKPC,
zgodnie z art. 52 ust. 3 Karty. Oznacza to, ze przy okreslaniu znaczenia i tresci praw okre$lonych

zaréwno w Karcie, jak i w EKPC nalezy uwzglednié¢ orzecznictwo Europejskiego Trybunatu Praw

Cztowieka (ETPC). Dotyczy to wielu praw wynikajgcych z Karty.

Samo rozporzadzenie w sprawie EES zawiera liczne zabezpieczenia praw podstawowych, ktdre nalezy
wdrozy¢ podczas obstugi systemu. W przypadku obywateli paistw trzecich decyzje oparte na danych
EES muszg by¢ przejrzyste i sprawiedliwe. Obywatele panstw trzecich o szczegdlnych potrzebach, tacy
jak dzieci, nie powinni ponosi¢ dodatkowego obcigzenia (art. 10), a w celu zapewnienia dokfadnosci
danych (art. 35 i 39), dostepu do informacji (art. 50) oraz prawa do sprostowania lub dochodzenia
roszczen (art. 52) nalezy wprowadzic¢ skuteczne zabezpieczenia. Zabezpieczenia te nie tylko
wypetniajg zobowigzania prawne, ale takze zwiekszajg niezawodnos¢ i funkcjonalnos¢ samego

systemu.

System Wjazdu/Wyjazdu jest jednym z szesciu wielkoskalowych systeméw informacyjnych, ktére UE
tworzy w celu wspierania zarzadzania azylem, granicami i imigracjg, policji i bezpieczenstwa
wewnetrznego. Systemy te stang sie interoperacyjne, co oznacza, ze odpowiedzialne organy beda
miaty dostep do niektdorych danych lub bedg mogty je przeglada¢ we wszystkich systemach, np. w
celu ustalenia tozsamosci obywatela panstwa trzeciego. Luki w wiarygodnosci i doktadnosci danych w
EES moga zatem prowadzi¢ do niekorzystnych skutkéw dla oséb fizycznych w innych procedurach,
takich jak procedury azylowe lub imigracyjne, w ujeciu bardziej ogélnym. Przeglad zagrozen dla praw
podstawowych i mozliwosci zwigzanych z wielkoskalowymi systemami informatycznymi UE mozna

znalezé¢ na internetowej platformie informacyjnej poswieconej unijnym systemom informatycznym do

celéw migracji i policji oraz ich interoperacyjnosci, ktérg Agencja Praw Podstawowych Unii
Europejskiej (FRA) opublikowata w 2024 r. Platforma informuje obywateli paniistw trzecich, prawnikéw
i organizacje spoteczenstwa obywatelskiego o gtéwnych cechach unijnych systemoéw informatycznych
i zawiera wskazowki, jak pomdc osobom, ktérych dane dotyczg, w korzystaniu z przystugujgcych im

praw.



https://www.echr.coe.int/european-convention-on-human-rights
https://hudoc.echr.coe.int/#%20
https://e-learning.fra.europa.eu/
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Wytyczne Agencji Praw Podstawowych Unii Europejskiej

Na podstawie badan przeprowadzonych w okresie od maja do wrzesnia 2024 r. Agencja Praw
Podstawowych UE (FRA) opracowata zestaw zagadnien dotyczacych praw podstawowych zwigzanych
z funkcjonowaniem systemu EES, ktore byty przedmiotem konsultacji z praktykami i ekspertami
podczas warsztatow we wrzesniu 2024 r. oraz w trakcie szkolen organizowanych przez Europejska

Agencje Strazy Granicznej i Przybrzeznej.

Niniejsze wytyczne sg przeznaczone dla funkcjonariuszy strazy granicznej w panstwach cztonkowskich
UE, ktdrzy pracujg na poziomie operacyjnym. Dotyczy to przede wszystkim personelu pracujgcego
przy kontrolach pierwszej linii. Jego celem jest wspieranie funkcjonowania systemu wjazdu/wyjazdu

zgodnego z prawami podstawowymi.

Wytyczne dla strazy granicznej koncentrujg sie na czterech obszarach operacyjnych, ktére w

badaniach uznano za najistotniejsze dla ochrony praw podstawowych:

J informowanie obywateli panstw trzecich;

. przetwarzanie danych osobowych;

. wspieranie obywateli panstw trzecich o szczegélnych potrzebach;
. traktowanie oséb przekraczajgcych dozwolony okres pobytu.

Nadal majg zastosowanie zabezpieczenia przewidziane w innych instrumentach prawnych UE, takich

jak kodeks graniczny Schengen. Zadne z postanowien niniejszych wytycznych nie ogranicza

obowigzujacych standarddw i zabezpieczen w zakresie praw podstawowych ani nie wptywa na nie

niekorzystnie.

Wytyczne te uzupetniajg wytyczne FRA z 2020 r. ,Kontrole graniczne a prawa podstawowe na

ladowych granicach zewnetrznych”, ktére majg ogdlne zastosowanie do zadan zwigzanych z

zarzadzaniem granicami i nie odnoszg sie do zadan zwigzanych z EES.

Niniejsze wytyczne sg publikowane wraz z osobng publikacjg wytycznych dla kadry kierowniczej EES i

kadry kierowniczej wyzszego szczebla na przejsciach granicznych, System Wjazdu/Wyjazdu: Wytyczne

dla kadry kierowniczej dot. praw podstawowych, 2025 r. Zawiera on wybrane kluczowe wyniki badan.



https://eur-lex.europa.eu/eli/reg/2016/399/oj
https://fra.europa.eu/sites/default/files/fra_uploads/fra-2020-guidance-border-controls-and-fundamental-rights-pocket-edition_pl.pdf
https://fra.europa.eu/pl/publication/2025/entryexit-system-guidance-managers
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Metodologia badan

FRA przeprowadzita badania i wniosta wiedze specjalistyczng w zakresie praw podstawowych do
dziatan szkoleniowych dotyczacych EES, poniewaz system ten bedzie przetwarzat dane osobowe, w
tym wrazliwe dane biometryczne, setek milionéw obywateli paistw spoza UE kazdego roku.

Badania FRA miaty na celu zebranie doswiadczen i oczekiwan praktykéw i ekspertdw w kwestiach
istotnych dla wdrozenia EES. Badania objety gromadzenie i przetwarzanie danych biometrycznych na
granicach, np. za posrednictwem zautomatyzowanych bramek kontroli granicznej, dostarczanie
informacji obywatelom panstw trzecich lub zarzgdzanie kolejkami w miejscach o ograniczonej
przestrzeni.

Od maja do wrzes$nia 2024 r. FRA gromadzita doswiadczenia funkcjonariuszy strazy granicznej,
organow krajowych, organdw ochrony danych i ekspertéw ds. praw podstawowych. Badania
terenowe przeprowadzono w szesciu panstwach cztonkowskich UE; obejmowaty one dziewiec
punktoéw kontroli granicznej na granicach powietrznych, morskich i lgdowych z odpowiednim
doswiadczeniem w przetwarzaniu danych biometrycznych na granicach. Doktadniej rzecz ujmujac,
zrealizowano nastepujace zadania badawcze.

. Przeprowadzono wywiady z 30 organami i ekspertami na szczeblu krajowym, po pieciu
w kazdym z nastepujacych panstw cztonkowskich: Butgaria, Estonia, Francja, Niemcy, Wtochy i Polska.

o W dziewieciu punktach kontroli granicznej przeprowadzono wywiady z 61 kierownikami
zmian i 25 innymi zainteresowanymi stronami, takimi jak operatorzy portéw lotniczych,
przedsiebiorstwa transportowe i organizacje pozarzadowe. W tych punktach kontroli granicznej straz
graniczna zaoferowata dla badaczy ogledziny z przewodnikiem, co umozliwito przeprowadzenie
obserwacji uczestniczacej.

. Na dziewieciu przejsciach granicznych, obejmujacych tacznie 177 funkcjonariuszy strazy
granicznej, przeprowadzono ankiete.

. Pracownicy FRA odwiedzili pie¢ punktéw kontroli granicznej (lotniska we Frankfurcie i
Wiedniu, terminal Eurostar we Francji oraz porty w Marsylii i Bari), obserwujgc i omawiajac
przygotowania do EES z odpowiednimi organami panistw cztonkowskich.
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Badania przeprowadzono w nastepujacych punktach kontroli graniczne;j:

J Butgaria — Kapitan Andreewo (przejscie graniczne) i port lotniczy w Sofii;
. Estonia — Narwa (lgdowy punkt graniczny);

o Francja — port w Marsylii i przejscie graniczne Eurostar;

J Wtochy — port lotniczy Rzym-Fiumicino i port w Bari; oraz

. Polska — Medyka (przejscie graniczne) i port lotniczy w Warszawie.

Wyniki badan stanowity punkt wyjscia do opracowania niniejszych wytycznych FRA.




E SPRAWY MIEDZYNARODOWE/ SCHENGEN

1. Informowanie obywateli panstw trzecich w sposob
godny i peten szacunku

a) Wytyczne

. Wytyczne 1.1: Badz Swiadomy informacji dotyczacych EES, ktére obywatele panistw trzecich
muszg otrzymac przy wjezdzie do strefy Schengen.

. Wytyczne 1.2: Uczestnicz regularnie w szkoleniach dotyczgcych EES, jego wptywu na prawa
podstawowe oraz umiejetnosci komunikacyjnych.

. Wytyczne 1.3: Sprawdzaj, czy standardowy wzér informacji o EES oraz dane kontaktowe
administratora, inspektora ochrony danych i organdéw nadzorczych sg widocznie wywieszone i
zawsze dostepne w wystarczajgcej liczbie egzemplarzy.

. Wytyczne 1.4: Systematycznie sprawdzaj, czy obywatele panstw trzecich rozumieja, jakie dane
osobowe s3 przetwarzane i w jakim celu, kto bedzie miat do nich dostep i z nich korzystat oraz
jak dtugo dane bedg przechowywane. Sprawdz réwniez, czy rozumiejg, ze majg prawo dostepu
do swoich danych oraz prawo zgdania ich sprostowania.

. Wytyczne 1.5: Zachowuj zyczliwo$é i oferuj wsparcie, gdy obywatele panstw trzecich majg
trudnosci ze zrozumieniem, jakie informacje muszg przekazaé i dlaczego.

. Wytyczne 1.6: Odpowiadaj na pytania jasno i uprzejmie, uzywajac jezyka zrozumiatego dla
obywateli panstw trzecich.

. Wytyczne 1.7: W razie potrzeby korzystaj ze wsparcia mediatoréw kulturowych lub innego
personelu pomocniczego w celu utatwienia komunikacji albo identyfikacji i skierowania oséb
wymagajgcych szczegdlnej ochrony.

. Wytyczne 1.8: Udzielaj jasnych i wyczerpujgcych odpowiedzi na pytania dotyczgce sposobu
sprostowania, poprawienia lub usuniecia danych oraz tego, z kim nalezy sie kontaktowadé w

sprawie skarg. W razie potrzeby wezwij przetozonego.
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b. Odniesienia prawne

Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2017/2226 z dnia 30 listopada 2017 r.

ustanawiajace system wjazdu/wyjazdu (EES) w celu rejestrowania danych dotyczacych wjazdu i

wyjazdu obywateli panstw trzecich przekraczajacych granice zewnetrzne panstw cztonkowskich i

danych dotyczacych odmowy wjazdu w odniesieniu do takich obywateli oraz okres$lajace warunki

dostepu do EES na potrzeby ochrony porzadku publicznego i zmieniajace konwencje wykonawcza do
uktadu z Schengen i rozporzadzenia (WE) nr 767/2008 i (UE) nr 1077/2011, Dz.U. UE L 327 z
9.12.2017, s. 20, art. 38 ust. 5i art. 50.



https://eur-lex.europa.eu/legal-content/PL/TXT/?uri=CELEX%3A32017R2226
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2. Przetwarzaj dane osobowe z poszanowaniem
prywatnosci i godnosci

a) Wytyczne

Wytyczne 2.1: Ogranicz ingerencje w prywatnos¢ podczas pobierania danych
biometrycznych, np. poprzez stosowanie oston ochronnych lub zapewnienie ostonietej
przestrzeni obywatelom panstw trzecich wymagajgcym szczegolnej pomocy, jezeli jest to
zasadne.

- Wytyczne 2.2: Zachowuj wrazliwos¢ na wiek, pte¢ oraz tto kulturowe danej osoby.
Wytyczne 2.3: Zachowuj szczegolng czujnos¢ przy pobieraniu danych biometrycznych
od niektérych grup, ktére mogg napotykac trudnosci zwigzane z wiarygodnoscig danych,
np. dzieci, 0séb o ciemniejszym odcieniu skory lub osob z urazami twarzy, traktujgc je z
poszanowaniem godnosci przy jednoczesnym zapewnieniu standardow jakosci danych
biometrycznych.

- Wytyczne 2.4: Rozwaz wykorzystanie sprzetu mobilnego do wykonywania zdjec twarzy
lub pobierania odciskow palcow, w szczegdlnosci w przypadku obywateli panstw trzecich
0 ograniczonej mobilnosci, podrézujgcych samochodem.

Wytyczne 2.5: Niezwtocznie koryguj btedy (np. nieprawidiowe daty lub btedy w pisowni)
po ich wykryciu lub zgtoszeniu, zgodnie z ustalong procedura.

Wytyczne 2.6: Bezzwlocznie przekazuj do dalszej weryfikacji wnioski o sprostowanie
wymagajgce dodatkowego sprawdzenia, zgodnie z ustalong procedurg, oraz informuj o
tym obywatela panstwa trzeciego.

b) Odniesienia prawne

Karta praw podstawowych Unii Europejskiej, art. 1, art. 8, art. 21 ust. 1, art. 22 i art. 24.

Rozporzadzenie (UE) 2017/2226 ws. EES, art.10, art. 38 i art. 57.

. Decyzja wykonawcza Komisji (UE) 2019/329 z dnia 25 lutego 2019 r. okreslajaca specyfikacje

dotyczace jakosci, rozdzielczosci oraz wykorzystania odciskow palcow i wizerunku twarzy na

potrzeby weryfikacji i identyfikacji biometrycznej w nowym systemie wjazdu/wyjazdu (EES),
Dz.U.UEL571z26.2.2019, s. 18-28.



https://eur-lex.europa.eu/eli/treaty/char_2012/oj
https://eur-lex.europa.eu/eli/reg/2017/2226/oj
https://eur-lex.europa.eu/eli/dec_impl/2019/329/oj
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Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie

ochrony o0so6b fizycznych w zwiazku z przetwarzaniem danych osobowych i w sprawie swobodnego

przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie
danych), Dz.U. UE L 119 z 4.5.2016, s. 1-88, rozdziat 3.

Dyrektywa Parlamentu Europejskiego i Rady (UE) 2016/680 z dnia 27 kwietnia 2016 r. w sprawie

ochrony o0so6b fizycznych w zwigzku z przetwarzaniem danych osobowych przez wtasciwe organy do

celdow zapobiegania przestepczosci, prowadzenia postepowan przygotowawczych, wykrywania i

scigania czynow zabronionych i wykonywania kar, w sprawie swobodnego przeptywu takich danych
oraz uchylajgca decyzje ramowa Rady 2008/977/WSiSW, Dz.U. UE L 119 z 4.5.2016, s. 89-131,

rozdziat 3.

Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2019/817 z dnia 20 maja 2019 r. w sprawie

ustanowienia ram interoperacyjnosci systemow informacyjnych UE w obszarze granic i polityki

wizowej oraz zmieniajace rozporzadzenia Parlamentu Europejskiego i Rady (WE) nr 767/2008, (UE)
2016/399, (UE) 2017/2226, (UE) 2018/1240, (UE) 2018/1726, (UE) 2018/1861 oraz decyzje Rady
2004/512/WE i 2008/633/WSiSW, Dz.U. UE L 135 z 22.5.2019, s. 27-84.

Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2019/818 z dnia 20 maja 2019 r. w sprawie

ustanowienia ram interoperacyjnosci systemow informacyjnych UE w obszarze wspodtpracy policyjnej i
sadowej, azylu i migracji oraz zmieniajgce rozporzadzenia (UE) 2018/1726, (UE) 2018/1862 i (UE)
2019/816, Dz.U. UE L 1352 22.5.2019, s. 85, art. 47-48.



https://eur-lex.europa.eu/eli/reg/2016/679/oj
https://eur-lex.europa.eu/legal-content/PL/TXT/?uri=CELEX:32016L0680
https://eur-lex.europa.eu/eli/reg/2019/817/oj/pol
https://eur-lex.europa.eu/legal-content/PL/ALL/?uri=CELEX%3A32019R0818

E SPRAWY MIEDZYNARODOWE/ SCHENGEN

3. Badz wrazliwy na osoby o szczegolnych potrzebach

a) Wytyczne

. Wytyczne 3.1: Zachowuj czujno$¢ wobec oznak stresu lub dyskomfortu oraz udzielaj wsparcia
obywatelom panstw trzecich o szczegdlnych potrzebach, takim jak dzieci, osoby starsze oraz osoby z
niepetnosprawnosciami.

. Wytyczne 3.2: Zapewnij, aby osoby z niepetnosprawnosciami oraz osoby o ograniczonych
umiejetnosciach cyfrowych miaty dostep do informac;ji i mogty je zrozumiec.

. Wytyczne 3.3: Zapewnij dodatkowy czas i/lub pomoc oraz stosuj dostepne procedury alternatywne (np.
odroczenie pobrania danych biometrycznych do momentu wyjazdu danej osoby z UE w przypadku
tymczasowych urazéw lub pozyskanie wizerunku twarzy z chipa paszportu), gdy pobranie danych
biometrycznych jest niemozliwe lub utrudnione z powodu urazéw, niepetnosprawnosci, wieku lub innych
cech fizycznych.

. Wytyczne 3.4: Zaproponuj bardziej dyskretne pobranie danych od podréznych, ktérzy odczuwajg
dyskomfort zwigzany z procesem gromadzenia danych z powodu niepetnosprawnosci, stroju religijnego
lub innych przyczyn.

. Wytyczne 3.5: Uzywaj jezyka przyjaznego dzieciom w kontaktach z dzie¢mi.

. Wytyczne 3.6: Stosuj ustalone procedury kierowania do odpowiednich form wsparcia w przypadku
obywateli panstw trzecich wymagajgcych pomocy, np. gdy potrzebujg oni wiekszej prywatnosci,
dodatkowego czasu lub wsparcia ttumacza.

b) Odniesienia prawne

. Karta praw podstawowych Unii Europejskiej, art.1, art. 21 ust. 1, art. 22, art. 24, art. 25, art. 26.

. Rozporzadzenie (UE) 2017/2226 ws. EES, art. 10 ust. 2, art. 17 ust. 3.



https://eur-lex.europa.eu/eli/treaty/char_2012/oj
https://eur-lex.europa.eu/eli/reg/2017/2226/oj
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4) Traktuj osoby przekraczajgce okres dozwolonego
pobytu z szacunkiem i nie wyciggaj pochopnych
whnioskow

a) Wytyczne

. Wytyczne 4.1: W zyczliwy sposdéb poinformuj obywateli panstw trzecich o fakcie, ze dana osoba

przekroczyta okres dozwolonego pobytu, oraz o mozliwych konsekwencjach tego faktu.

. Wytyczne 4.2: Umozliwiaj obywatelom panstw trzecich przedstawienie dowodéw w celu
obalenia domniemania wczesniejszego nielegalnego wjazdu lub przekroczenia okresu
dozwolonego pobytu oraz poinformuj ich o takiej mozliwosci.

. Wytyczne 4.3: Nie przyjmuj doktadnosci danych EES jako pewnika. Pamietaj, ze ryzyko btedéw
moze wystepowac pomimo zastosowania zabezpieczen technologicznych, a odsetek wynikow
fatszywych nigdy nie bedzie zerowy.

. Wytyczne 4.4: Przekaz informacje o prawie do odwotania oraz o sposobach kontaktu z
wtasciwymi stuzbami w celu uzyskania wsparcia w przypadku odmowy wjazdu, zgodnie z art. 14
ust. 3 Kodeksu granicznego Schengen.

. Wytyczne 4.5: Kieruj osoby wyrazajgce wole ubiegania sie o azyl, w tym osoby przekraczajgce
okres dozwolonego pobytu lub osoby, ktdre nie wydajg sie spetnia¢ warunkéw wjazdu, do

krajowej procedury azylowej oraz respektuj zasade non-refoulement.
b) Odniesienia prawne

. Karta praw podstawowych Unii Europejskiej, art. 1, art. 18, art. 19 ust. 2, art. 21 ust. 1.

. Rozporzadzenie (UE) 2017/2226 ws. EES, art.2 ust. 3, art. 9 ust. 2, art. 10 art. 12 ust. 3, art. 41.

. Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/399 z dnia 9 marca 2016 r. w

sprawie unijnego kodeksu zasad regulujacych przeptyw osdb przez granice (kodeks graniczny
Schengen), Dz.U. UE L 77 z 23.3.2016, s. 1, art. 2 pkt 16 i art. 14 ust. 3.

. Dyrektywa Parlamentu Europejskiego i Rady 2013/32/UE z dnia 26 czerwca 2013 r. w sprawie
wspblnych procedur udzielania i cofania ochrony miedzynarodowe;j (przeksztatcenie) Dz.U. UE L
180 z 29.6.2013, s. 60-95, motyw 18, art. 31 ust. 2 i art. 43, od lipca 2026 r.: Rozporzgdzenie

Parlamentu Europejskiego i Rady (UE) 2024/1348 z dnia 14 maja 2024 r. w sprawie ustanowienia

wspolnej procedury ubiegania sie o ochrone miedzynarodowa w Unii i uchylenia dyrektywy
2013/32/UE, Dz. U. UE Lz 22.05.2024 r., art. 34 ust. 2 i art. 43.



https://eur-lex.europa.eu/eli/treaty/char_2012/oj
https://eur-lex.europa.eu/eli/reg/2017/2226/oj
https://eur-lex.europa.eu/eli/reg/2016/399/oj
https://eur-lex.europa.eu/eli/reg/2024/1348/oj
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. Dyrektywa Parlamentu Europejskiego i Rady 2011/95/UE z dnia 13 grudnia 2011 r. w sprawie

norm dotyczacych kwalifikowania obywateli panstw trzecich lub bezpanstwowcow jako

beneficjentdéw ochrony miedzynarodowej, jednolitego statusu uchodzcow lub oséb

kwalifikujgcych sie do otrzymania ochrony uzupetniajgcej oraz zakresu udzielanej ochrony
(wersja przeksztatcona), Dz.U. L 337 2 20.12.2011, s. 9-26, art. 25, od lipca 2026 r.:
Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2024/1347 z dnia 14 maja 2024 r. w

sprawie norm dotyczacych kwalifikowania obywateli panstw trzecich lub bezpanstwowcow jako

0s0b korzystajacych z ochrony miedzynarodowej, jednolitego statusu uchodzcow lub osob

kwalifikujacych sie do otrzymania ochrony uzupetniajgcej oraz zakresu udzielanej ochrony,

zmieniajace dyrektywe Rady 2003/109/WE oraz uchylajace dyrektywe Parlamentu Europejskiego
i Rady 2011/95/UE, Dz.U. UE L, poz. 1347z 22.5.2024 r., art. 25.

. Rozporzadzenie Rady (WE) nr 1030/2002 z dnia 13 czerwca 2002 r. ustanawiajace jednolity wzor

dokumentéw pobytowych dla obywateli panstw trzecich, Dz.U. L 157 z 15.6.2002, s. 1-7, art. 1
ust. 2 lit. a pkt ii.



https://eur-lex.europa.eu/eli/dir/2011/95/oj
https://eur-lex.europa.eu/eli/reg/2024/1347/oj
https://eur-lex.europa.eu/eli/reg/2002/1030/oj
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Agencja Praw Podstawowych Unii Europejskiej
System Wjazdu/Wyjazdu: Wytyczne dla kadry
kierowniczej dot. praw podstawowych
(tlumaczenie maszynowe)

Tresc

System Wjazdu/Wyjazdu a prawa podstawowe
Wytyczne Agencji Praw Podstawowych Unii Europejskiej
Metodologia badan

1. Skuteczne informowanie obywateli panstw spoza UE
a) Wybrane kluczowe wnioski
by  Odniesienia prawne
c) Wytyczne

d) Wiecej informaciji

2. Traktowanie obywateli panstw trzecich oczekujacych z godnoscia
a) Wybrane kluczowe wnioski
by Odniesienia prawne
c) Wytyczne

d)  Wiecej informaciji

3. Przestrzeganie przepiséw dotyczacych prywatnosci i ochrony danych
a) Wybrane kluczowe wnioski
by  Odniesienia prawne
c) Wytyczne

d)  Wiecej informaciji




E SPRAWY MIEDZYNARODOWE/ SCHENGEN

4. Przetwarzanie danych biometrycznych w sposéb zgodny z prawem
a) Wybrane kluczowe wnioski
by  Odniesienia prawne
c) Wytyczne

d)  Wiecej informacji

5. Wspieranie obywateli panstw spoza UE o szczegdélnych potrzebach
a)  Wybrane kluczowe ustalenia
by  Odniesienia prawne
c) Wytyczne
d)  Wiecej informaciji
6. Wykorzystanie danych z Systemu Wjazdu/Wyjazdu zgodnie z prawami
podstawowymi
a) Wybrane kluczowe wnioski
by  Odniesienia prawne
c) Wytyczne
d) Wiecej informaciji
7.  Wilaczenie praw podstawowych do szkolen
a) Wybrane kluczowe wnioski
by  Odniesienia prawne
c) Wytyczne

d) Wiecej informaciji

8. Przypisy koncowe

9. Informacje o tej publikaciji
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System Wjazdu/Wyjazdu a prawa podstawowe

System Wjazdu/Wyjazdu (EES) jest wielkoskalowym systemem informacyjnym Unii Europejskiej
stuzgcym do rejestrowania wjazdu i wyjazdu obywateli panstw trzecich przebywajgcych na krétkich
pobytach w strefie Schengen. Podstawe prawng tego systemu stanowi rozporzadzenie w sprawie EES

(rozporzadzenie (UE) 2017/2226, z pdzniejszymi zmianami), ktore rejestruje i przechowuje dane

osobowe, w tym wizerunki twarzy i odciski palcow. System Wjazdu/Wyjazdu, zaprojektowany w celu
wzmocnienia zarzadzania granicami i poprawy skutecznosci kontroli migracji, zastepuje reczne

stemplowanie paszportéw na granicach zautomatyzowanym gromadzeniem i weryfikacjg danych.

Komisja Europejska szacuje, ze dane dotyczgce ok. 300 mIn przypadkéw przekroczenia granicy przez
obywateli panstw trzecich bedg rejestrowane w EES rocznie — zauwazajgc, ze liczba ta odnosi sie do
poszczegdblnych przypadkdéw przekroczenia granicy, a nie do 0osdb. Zgodnie z decyzjg wykonawczg

Komisji (UE) 2025/1544 EES zacznie dziata¢ 12 pazdziernika 2025 r. Zgodnie z rozporzgdzeniem (UE)

2025/1534 nie wszystkie funkcje EES zostang wdrozone w pierwszym szesciomiesiecznym

progresywnym okresie poczagtkowym.

Chociaz EES obiecuje korzysci operacyjne, jego wdrozenie ma réwniez znaczacy wptyw na prawa
podstawowe obywateli panstw trzecich. Wymaga to srodkow tagodzacych, np. zmniejszenia trudnosci
dla pasazeréw wymagajacych szczegdlnego traktowania. System ten obejmuje szeroki zakres praw

zapisanych w Karcie Praw Podstawowych Unii Europejskiej (,,Karta”), w tym: godnosci ludzkiej (art. 1),

poszanowania zycia prywatnego i rodzinnego (art. 7), ochrony danych osobowych (art. 8),
niedyskryminacji (art. 21) oraz szczegdlnej ochrony dzieci, oséb w podesztym wieku i oséb
niepetnosprawnych (art. 24-26). Moze rowniez wptywaé na prawo do azylu (art. 18) i zasade non-

refoulement (art. 19).

Wykonywanie prawa do skutecznego srodka prawnego (art. 47) od nieprawidtowych decyzji opartych
na rejestrach EES jest réowniez kwestig kluczowa — biorgc pod uwage, ze pomimo zabezpieczert mogg
wystgpi¢ btedy w dopasowywaniu danych biometrycznych. Wskaznik fatszywych wynikéw nigdy nie
bedzie zerowy. W przypadku systemu, ktéry przetwarza setki miliondw rekordéw, nawet bardzo maty

poziom btedu wptywa na znaczng liczbe oséb.



https://eur-lex.europa.eu/eli/reg/2017/2226/2021-08-03?eliuri=eli%3Areg%3A2017%3A2226%3A2021-08-03&locale=pl
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX%3A52016SC0115
https://eur-lex.europa.eu/eli/dec_impl/2025/1544/oj
https://eur-lex.europa.eu/eli/reg/2025/1534/oj
https://eur-lex.europa.eu/eli/treaty/char_2012/oj

E SPRAWY MIEDZYNARODOWE/ SCHENGEN

Prawa wynikajgce z karty, ktore sg zawarte w Europejskiej Konwencji Praw Cztowieka (EKPC) i jej

protokotach, nalezy interpretowac w taki sam sposdb jak rownowazne prawa wynikajgce z EKPC,
zgodnie z art. 52 ust. 3 Karty. Oznacza to, ze przy okreslaniu znaczenia i tresci praw okreslonych

zarowno w Karcie, jak i w EKPC nalezy uwzgledni¢ orzecznictwo Europejskiego Trybunatu Praw

Cztowieka (ETPC). Dotyczy to wielu praw wynikajgcych z Karty.

Samo rozporzgdzenie w sprawie EES zawiera liczne zabezpieczenia praw podstawowych, ktére nalezy
wdrozy¢ podczas obstugi systemu. W przypadku obywateli panstw trzecich decyzje oparte na danych
EES muszg by¢ przejrzyste i sprawiedliwe. Obywatele panstw trzecich o szczegélnych potrzebach, tacy
jak dzieci, nie powinni ponosi¢ dodatkowego obcigzenia (art. 10), a w celu zapewnienia doktadnosci
danych (art. 35 i 39), dostepu do informacji (art. 50) oraz prawa do sprostowania lub dochodzenia
roszczen (art. 52) nalezy wprowadzi¢ skuteczne zabezpieczenia. Zabezpieczenia te nie tylko
wypetniajg zobowigzania prawne, ale takze zwiekszajg niezawodnos$¢ i funkcjonalnos¢ samego

systemu.

System Wjazdu/Wyjazdu jest jednym z szesciu wielkoskalowych systeméw informacyjnych, ktére UE
tworzy w celu wspierania zarzadzania azylem, granicami i imigracjg, policji i bezpieczenstwa
wewnetrznego. Systemy te stang sie interoperacyjne, co oznacza, ze odpowiedzialne organy bedg
miaty dostep do niektérych danych lub bedg mogty je przegladac we wszystkich systemach, np. w
celu ustalenia tozsamosci obywatela panstwa trzeciego. Luki w wiarygodnosci i doktadnosci danych w
EES mogg zatem prowadzi¢ do niekorzystnych skutkdw dla oséb fizycznych w innych procedurach,
takich jak procedury azylowe lub imigracyjne, w ujeciu bardziej ogdlnym. Przeglad zagrozen dla praw
podstawowych i mozliwosci zwigzanych z wielkoskalowymi systemami informatycznymi UE mozna

znalez¢ na internetowej platformie informacyjnej poswieconej unijnym systemom informatycznym do

celdw migracji i policji oraz ich interoperacyjnosci, ktérg Agencja Praw Podstawowych Unii
Europejskiej (FRA) opublikowata w 2024 r. Platforma informuje obywateli panstw trzecich, prawnikéw
i organizacje spoteczenstwa obywatelskiego o gtdwnych cechach unijnych systeméw informatycznych
i zawiera wskazowki, jak poméc osobom, ktérych dane dotyczg, w korzystaniu z przystugujgcych im

praw.



https://www.echr.coe.int/european-convention-on-human-rights
https://hudoc.echr.coe.int/#%20
https://e-learning.fra.europa.eu/
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Wytyczne Agencji Praw Podstawowych Unii Europejskiej

Na podstawie badan przeprowadzonych od maja do wrzesnia 2024 r. Agencja Praw Podstawowych
UE (FRA) opracowata zestaw zagadnien dotyczacych praw podstawowych zwigzanych z
funkcjonowaniem systemu EES, ktére byty przedmiotem konsultacji z praktykami i ekspertami
podczas warsztatow we wrzesniu 2024 r. oraz w trakcie szkolen organizowanych przez Europejska

Agencje Strazy Granicznej i Przybrzezne;.

Niniejsze wytyczne sg przeznaczone dla oséb odpowiedzialnych za wdrazanie i funkcjonowanie
systemu EES. Sg one skierowane do personelu ministerstw i/lub organdw zarzadzania granicami
odpowiedzialnego za EES oraz do kadry kierowniczej stuzb granicznych na przejsciach granicznych
(BCP).

Chociaz rozporzadzenie w sprawie EES (Rozporzadzenie (UE) 2017/2226, ze zmianami) oraz

praktyczny podrecznik Komisji Europejskiej dla organdéw krajowych korzystajgcych z EES na podstawie
art. 71 rozporzadzenia dostarczajg niezbednych informacji do obstugi systemu, niniejsze wytyczne
wprowadzajg perspektywe praw podstawowych. Przeksztatcajg wymogi prawne w praktyczne

wskazowki, opierajgc sie na rzeczywistych wyzwaniach obserwowanych na granicy.

Nie majac charakteru wyczerpujgcego, wytyczne te dla oséb odpowiedzialnych za EES koncentrujg sie
na siedmiu aspektach operacyjnych, ktére badania wskazaty jako najistotniejsze dla ochrony praw

podstawowych:

e  skuteczne informowanie obywateli panstw trzecich;

e traktowanie 0séb oczekujgcych na kontrole graniczng z poszanowaniem godnosci;
° przestrzeganie przepisdw o ochronie danych;

e  pobieranie danych biometrycznych w sposéb godny;

e wspieranie obywateli panstw trzecich o szczegdlnych potrzebach;

° korzystanie z danych EES zgodnie z prawami podstawowymi;

° uwzglednianie praw podstawowych w szkoleniach.



https://eur-lex.europa.eu/legal-content/PL/TXT/?uri=CELEX%3A02017R2226-20210803
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Dla kazdego z tych obszarow wytyczne FRA rozpoczynajg sie od przedstawienia kontekstu, prezentujg
wybrane wyniki badan i opisujg kluczowe aspekty ram prawnych UE. Same wytyczne, przedstawione
w formie punktdw, koncentrujg sie na zagadnieniach, ktére badania terenowe FRA i zwigzane z nimi
dyskusje wskazaty jako najistotniejsze. W zaleznosci od krajowej struktury odpowiedzialnosci
administracyjnej duza cze$é¢ wytycznych moze réwniez nalezeé¢ do kompetenc;ji kadry kierowniczej na
poziomie BCP. Takie wytyczne sg odpowiednio oznaczone i mogg dotyczy¢ np. kwestii logistycznych,
takich jak organizacja systeméw samoobstugowej rejestracji i stref oczekiwania, przygotowanie
protokotéw obowigzujgcych na catym BCP oraz umow o wspodtpracy, koordynacja zapotrzebowania
kadrowego, okreslanie potrzeb sprzetowych czy organizacja szkolen. Cze$é wytycznych moze réwniez
odnosic sie do zadan lideréw zmian, ktérzy bezposrednio nadzorujg, kierujg i koordynujg prace
funkcjonariuszy pierwszej linii oraz nadzorujg kontrole drugiego poziomu, przy ktérych pasazerowie
podlegajg bardziej szczegdtowej weryfikacji. Na koricu kazdego rozdziatu czytelnik znajdzie odnosniki

do literatury i materiatéw do dalszego zgtebiania tematu.

Niniejsze wytyczne dla oséb odpowiedzialnych za EES s3 publikowane rownoczesnie z odrebnym
opracowaniem wytycznych dla funkcjonariuszy strazy granicznej korzystajacych z EES podczas kontroli

pierwszej linii, System Wjazdu/Wyjazdu: Wytyczne dla strazy granicznej dotyczgce praw

podstawowych, 2025 r. Niniejsze wytyczne FRA obowigzujg od momentu wdrozenia systemu EES.

Niektdre wskazdéwki zawarte w danej sekcji stajg sie istotne dopiero po wdrozeniu wszystkich funkcji
EES.

Wytyczne te koncentrujg sie wytgcznie na zagadnieniach zwigzanych z prawami podstawowymi w
kontekscie funkcjonowania EES w ramach zarzgdzania granicami i migracjami. Nie obejmujg dostepu
organdw Scigania do EES w celu zwalczania terroryzmu i powaznej przestepczosci, gdyz stanowi to
odrebny cel, w ktéry zaangazowane sg inne organy niz te, do ktérych adresowane s3 niniejsze

wytyczne.



https://fra.europa.eu/pl/publication/2025/entryexit-system-guidance-border-guards
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W kwestiach zwigzanych z zarzgdzaniem granicami, ktére nie zostaty objete tymi wytycznymi,

czytelnik moze odwotac sie do nastepujgcych publikacji FRA.

. Agencja Praw Podstawowych Unii Europejskiej, Kontrole graniczne a prawa podstawowe na

ladowych granicach zewnetrznych — praktyczne wskazéwki, Urzad Publikacji Unii Europejskiej,

Luksemburg, 2020 r. Sg to praktyczne wskazowki dla funkcjonariuszy strazy graniczne;.

. Rada Europy, Europejski Trybunat Praw Cztowieka i Agencja Praw Podstawowych Unii

Europejskiej, Podrecznik europejskiego prawa dotyczacego azylu, granic i imigracji — Wydanie

2020, Urzad Publikacji Unii Europejskiej, Luksemburg, 2020, w szczegdlnosci rozdziat 2.
Aktualizacja zaplanowana na 2026 r.
. Rada Europy, Europejski Trybunat Praw Cztowieka, Europejski Inspektor Ochrony Danych i

Agencja Praw Podstawowych Unii Europejskiej, Podrecznik europejskiego prawa o ochronie

danych —wydanie z 2018 r., Urzad Publikacji Unii Europejskiej, Luksemburg, 2018 r. Wytyczne

wyjasniajg odpowiednie standardy ochrony danych.

. Agencja Praw Podstawowych Unii Europejskiej, Skutki zobowigzania do dostarczenia odciskow

palcéw dla systemu Eurodac w kontekscie praw podstawowych, Urzad Publikacji Unii

Europejskiej, Luksemburg, 2015 r.

. Agencja Praw Podstawowych Unii Europejskiej, Prawo do informacji — Poradnik dla organéw

pobierajgcych odciski palcow do systemu EURODAC, Urzad Publikacji Unii Europejskiej,

Luksemburg, 2019 r. Zostato to opublikowane wraz z Grupg ds. Koordynacji Nadzoru nad

Eurodac.

. Platforma informacyjna FRA poswiecona unijnym systemom informatycznym w zakresie migracji

i policji, zawierajgca opis wielkoskalowych systemoéw informatycznych UE dotyczgcych granic,

wiz, azylu i migracji oraz ich interoperacyjnosci (grudzien 2024 r.).



https://fra.europa.eu/sites/default/files/fra_uploads/fra-2020-guidance-border-controls-and-fundamental-rights-pocket-edition_pl.pdf
https://fra.europa.eu/sites/default/files/fra_uploads/20203300_pdf_tk0220493pln_002.pdf
https://fra.europa.eu/sites/default/files/fra_uploads/fra-coe-edps-2018-handbook-data-protection_pl.pdf
https://fra.europa.eu/en/publication/2015/fundamental-rights-implications-obligation-provide-fingerprints-eurodac
https://fra.europa.eu/sites/default/files/2021-12/Fra-2020-guide-eurodac_pl.pdf
https://e-learning.fra.europa.eu/?lang=pl
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Metodologia badan

FRA przeprowadzita badania i wniosta wiedze specjalistyczng w zakresie praw podstawowych do
dziatan szkoleniowych dotyczacych EES, poniewaz system ten bedzie przetwarzat dane osobowe, w

tym wrazliwe dane biometryczne, setek milionéw obywateli panstw spoza UE kazdego roku.

Badania FRA miaty na celu zebranie doswiadczen i oczekiwan praktykéw i ekspertéw w kwestiach
istotnych dla wdrozenia EES. Badania objety gromadzenie i przetwarzanie danych biometrycznych na
granicach, np. za posrednictwem zautomatyzowanych bramek kontroli granicznej, dostarczanie
informacji obywatelom panstw trzecich lub zarzadzanie kolejkami w miejscach o ograniczonej

przestrzeni.

Od maja do wrzesnia 2024 r. FRA gromadzita doswiadczenia funkcjonariuszy strazy granicznej,
organow krajowych, organdw ochrony danych i ekspertéw ds. praw podstawowych. Badania
terenowe przeprowadzono w szesciu panstwach cztonkowskich UE; obejmowaty one dziewiec
punktéw kontroli granicznej na granicach powietrznych, morskich i lgdowych z odpowiednim
doswiadczeniem w przetwarzaniu danych biometrycznych na granicach. Doktadniej rzecz ujmujac,

zrealizowano nastepujgce zadania badawcze.

. Przeprowadzono wywiady z 30 organami i ekspertami na szczeblu krajowym, po pieciu w
kazdym z nastepujgcych panistw cztonkowskich: Butgaria, Estonia, Francja, Niemcy, Wtochy i

Polska.

. W dziewieciu punktach kontroli granicznej przeprowadzono wywiady z 61 kierownikami zmian i
25 innymi zainteresowanymi stronami, takimi jak operatorzy portéw lotniczych,
przedsiebiorstwa transportowe i organizacje pozarzagdowe. W tych punktach kontroli graniczne;j
straz graniczna zaoferowata dla badaczy ogledziny z przewodnikiem, co umozliwito
przeprowadzenie obserwacji uczestniczacej.

. Na dziewieciu przejsciach granicznych, obejmujacych tagcznie 177 funkcjonariuszy strazy
granicznej, przeprowadzono ankiete.

. Pracownicy FRA odwiedzili pie¢ punktéow kontroli granicznej (lotniska we Frankfurcie i w
Wiedniu, terminal Eurostar we Francji oraz porty w Marsylii i Bari), obserwujgc i omawiajac

przygotowania do EES z odpowiednimi organami panstw cztonkowskich.




E SPRAWY MIEDZYNARODOWE/ SCHENGEN

Badania przeprowadzono w nastepujacych punktach kontroli graniczne;j:

. Butgaria — Kapitan Andreewo (przejscie graniczne) i port lotniczy w Sofii;
. Estonia — Narwa (lgdowy punkt graniczny);

. Francja — port w Marsylii i przejscie graniczne Eurostar;

. Witochy — port lotniczy Rzym-Fiumicino i port w Bari;

. Polska — Medyka (przejscie graniczne) i port lotniczy w Warszawie.

Wyniki badan stanowity punkt wyjscia do opracowania niniejszych wytycznych FRA.
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1. Skuteczne informowanie obywateli panstw spoza UE

Prawo do informacji ma kluczowe znaczenie dla funkcjonowania EES, poniewaz zapewnia
przejrzystosc i umozliwia ochrone praw podstawowych. Informacje propagujg rozliczalnos¢, jasnosé

prawa i zaufanie do unijnego systemu zarzadzania granicami.
a) Wybrane kluczowe wnioski
Ponizsze wnioski zostaty uzyskane w wyniku badan jako$ciowych.

. Zadne z przej$¢ granicznych (BCP), w ktérych prowadzono badania terenowe, z wyjatkiem
Medyki (Polska) i Narwy (Estonia), nie dysponowato tablicami informacyjnymi ani ulotkami przy

kontroli pierwszej linii.

. Powszechna opinia we wszystkich BCP objetych badaniami wskazuje na potrzebe przewidywania

momentu przekazywania informacji obywatelom panstw trzecich.

. Lider zmiany w Estonii zauwazyt, ze ,w przysztosci koniecznos¢ fotografowania niemowlagt w
wozkach... sprawi trudnosci... osobie, ktéra to wykonuje, poniewaz bedzie musiata wyjasnié

rodzicowi, dlaczego robi zdjecie jego dziecku”.

. Naukowcy w Niemczech i we Wtoszech zwrdcili uwage, ze obywatele panstw trzecich moga nie

w petni rozumieé przekazywane informacje.

. Jeden z naukowcédw w Butgarii podkreslit potencjalne ryzyka zwigzane z barierami jezykowymi i

niespojnym przekazywaniem informacji w réznych panstwach cztonkowskich.

Ankieta przeprowadzona wsrod funkcjonariuszy strazy granicznej ujawnita nastepujgce ustalenia:

. 84% funkcjonariuszy strazy granicznej stwierdzito, ze na podstawie wtasnego doswiadczenia
wczesniejsze udostepnienie pasazerom informacji na temat celu, procedur i praw zwigzanych z
gromadzeniem danych w EES jest niezbedne do zapewnienia jakosci danych biometrycznych (n =

175) [1].
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. 91% funkcjonariuszy uwaza, ze wczesniejsze udostepnienie obywatelom panstw trzecich
informacji dotyczacych wymogow wjazdowych utatwitoby komunikacje z nimi podczas kontroli
pierwszej linii, wraz z wykorzystaniem wideo informacyjnych podczas oczekiwania (81%),
dostepu do narzedzi ttumaczeniowych (77%), pisemnych materiatéw informacyjnych
udostepnianych podczas oczekiwania (70%) oraz personelu wspierajgcego w jezykach obcych
(68%) (n =176).

. 37% funkcjonariuszy wskazato, ze wielu lub niektorzy obywatele panstw trzecich nie sg dobrze

poinformowani o procedurach kontroli, co negatywnie wptywa na ich prace (n = 161).

. Funkcjonariusze wymienili nastepujgce wyzwania zwigzane z przekazywaniem informacji
obywatelom panstw trzecich: presje czasowg (73%), niewystarczajgcy ilos¢ materiatéw
informacyjnych (61%), trudnosci komunikacyjne i jezykowe (59%) oraz brak wystarczajacej

wiedzy merytorycznej (43%) (n = 172).

b. Odniesienia prawne

Zgodnie z rozporzgdzeniem w sprawie EES obywatele panstw trzecich muszg by¢ wyraznie
informowani o wykorzystywaniu ich danych osobowych, ich obowigzkach i prawach. W art. 50 ust. 1
rozporzgdzenia wymieniono, o czym nalezy informowac obywateli panstw trzecich i w jaki sposéb
nalezy ich informowac. Zobowigzuje on panstwa cztonkowskie do informowania ich o potrzebie
dostarczenia odciskdw palcéw i wizerunkdéw twarzy, konsekwencjach odmowy oraz mozliwosci
udostepnienia danych organom Scigania lub do celéw powrotu. Osoby fizyczne muszg by¢ réwniez
informowane o przystugujacych im prawach do dostepu do swoich danych, ich poprawiania lub
usuwania, o wykorzystywaniu danych do monitorowania przekroczenia dozwolonego okresu pobytu,
o okresach zatrzymywania danych oraz o prawie do wnoszenia skarg. W rozporzadzeniu wyjasniono,
ze informacje muszg mieé forme pisemng, by¢ zwiezte, przejrzyste, zrozumiate, tatwo dostepne,
muszg by¢ sporzgdzone prostym jezykiem oraz muszg by¢ sporzadzone w jezyku zrozumiatym dla
obywateli panstw trzecich lub co do ktérego mozna zasadnie oczekiwaé, ze zostanie przez nich

zrozumiany. W decyzji wykonawczej Komisji (UE) 2022/1337 z dnia 28 lipca 2022 r. okreslono wzér na

potrzeby przekazywania informacji.



https://eur-lex.europa.eu/legal-content/PL/TXT/?uri=celex%3A32022D1337
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Prawo do informacji okreslone w rozporzadzeniu w sprawie EES uzupetnia unijne przepisy o ochronie

danych (zob. sekcja 3), w szczegdlnosci rozporzadzenie (UE) 2016/679 (ogdlne rozporzadzenie o

ochronie danych (RODO)). Rozporzadzenie w sprawie EES nalezy interpretowac zgodnie z prawem do
poszanowania zycia prywatnego i rodzinnego oraz do ochrony danych osobowych okres$lonym w art.
7 i 8 Karty, a takze z prawem do skutecznego Srodka prawnego okreslonym w art. 47 Karty. Musi ono
rowniez by¢ zgodne z prawem do dobrej administracji, ktore jest ogdlng zasadg prawa Unii. Aby
promowac sprawiedliwosc i ochrone prawng przy informowaniu obywateli panstw trzecich, organy
krajowe muszg unika¢ dyskryminacji zakazanej na mocy art. 21 Karty i podejmowac¢ niezbedne srodki
w celu poszanowania praw dziecka (art. 24), oséb starszych (art. 25) i oséb niepetnosprawnych (art.
26).

C) Wytyczne

Ponizsze wytyczne mogg pomdc organom krajowym w dostarczaniu informacji na temat EES
obywatelom panstw trzecich w skuteczny i niedyskryminacyjny sposdb, z poszanowaniem praw

podstawowych.

. Wytyczne 1.1: Udostepnienie europejskiej kampanii informacyjnej na temat EES na oficjalnej

krajowe] stronie internetowej i uzupetnienie jej, w stosownych przypadkach, o informacje na

szczeblu krajowym udostepniane online.

Ponizsze wytyczne moga rowniez wchodzi¢ w zakres kompetencji urzednikdw wyzszego szczebla na

przejsciach granicznych.

. Wytyczne 1.2: Opracowywanie materiatow informacyjnych tak konkretnych i szczegétowych, jak
to mozliwe, wskazujgcych osoby odpowiedzialne za kwestie ochrony danych oraz za
przyjmowanie skarg, wraz z ich danymi kontaktowymi.

. Wytyczne 1.3: Wsparcie BCP w zakresie zaktadania punktéw informacyjnych na miejscu,

zapewnienia informacji w wielu jezykach i w formatach dostepnych, takich jak kody QR, plakaty,



https://eur-lex.europa.eu/eli/reg/2016/679/oj
https://travel-europe.europa.eu/pl/ees
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. ulotki, ekrany z filmami informacyjnymi, stanowiska w alfabecie Braille’a, informacje audio,
piktogramy lub symbole dla dzieci.

. Wytyczne 1.4: Zachecanie BCP do dystrybucji kodéw QR prowadzacych do ustugi internetowej
umozliwiajacej sprawdzenie liczby pozostatych dni dozwolonego pobytu.

. Wytyczne 1.5: Regularne monitorowanie, czy materiaty informacyjne wywieszone na BCP s3
tatwo dostepne dla wszystkich obywateli panstw trzecich, bez koniecznosci opuszczania kolejki.

. Wytyczne 1.6: Dysponowanie odpowiednig liczbg personelu na BCP, ktéry odpowiada na pytania
obywateli panstw trzecich w réznych istotnych jezykach.

. Wytyczne 1.7: W razie potrzeby i mozliwosci udostepnienie mediatoréw kulturowych lub
podobnego personelu wspierajgcego na BCP w celu pomocy obywatelom panstw trzecich
podczas samoobstugowej rejestracji, w szczegdlnosci osobom o szczegdlnych potrzebach iz
ograniczonymi umiejetnosciami cyfrowymi, oraz w celu utatwienia identyfikacji i skierowania
0sob wrazliwych.

. Wytyczne 1.8: Udostepnianie odpowiednich materiatéw informacyjnych oraz, w razie potrzeby,
koordynacja z przewoznikami, biurami podrdzy, organami wizowymi oraz sgsiednimi BCP w
krajach spoza UE w celu wczesniejszego poinformowania obywateli panstw trzecich o systemie

EES przed podroza.
d) Wiecej informaciji

. »Praktyczny podrecznik EES” Komisji Europejskiej dla organdw krajowych (niedostepny
publicznie).

. Agencja Praw Podstawowych Unii Europejskiej, Kontrole graniczne a prawa podstawowe na

ladowych granicach zewnetrznych — praktyczne wskazéwki, Urzad Publikacji Unii Europejskiej,
Luksemburg, 2020 r., pkt 7.



https://fra.europa.eu/sites/default/files/fra_uploads/fra-2020-guidance-border-controls-and-fundamental-rights-pocket-edition_pl.pdf
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2) Traktowanie obywateli panstw trzecich oczekujgcych na kontrole graniczng z godnoscig

Obiekty na przejsciach granicznych (BCP) czesto dysponujg ograniczong przestrzenia. Czas
oczekiwania moze powodowac trudnosci dla obywateli paniistw trzecich, co jest problemem
wykraczajgcym poza kontekst EES, ale ktérego skala moze by¢ istotnie zwiekszona przez
funkcjonowanie systemu. Problem ten wymaga odpowiedniego zaprojektowania przestrzeni i

zarzadzania kolejka.

a) Wybrane kluczowe wnioski

Ponizsze wnioski zostaty uzyskane w wyniku badan jako$ciowych.

. Infrastruktura do kontroli w pierwszej i drugiej linii na badanych BCP rdzni sie znacznie, przy
czym lotniska sg zazwyczaj lepiej wyposazone w zarzgdzanie przeptywem pasazeréw. Na
granicach morskich i lgdowych duze natezenie ruchu pojazdéw i pieszych moze wydtuzaé czas
oczekiwania i stawia¢ obywateli panstw trzecich w niewygodnej sytuacji, szczegdlnie gdy nie
zapewniono odpowiedniego schronienia.

. Kierownik zmiany w porcie w Bari (Wtochy) zauwaziyt, ze: ,Liczba pasazeréw wzrosta szalenie, nie
ma miejsca... A gdy jest tylu ludzi, trudno jest takze zidentyfikowaé sytuacje krytyczne”.
Funkcjonariusz z Kapitan Andreewo (Butgaria) opisat: , Ludzie wysiadajg z autobusu, przechodza
przez kontrole i stojg na boku, podczas gdy autobus odjezdza... Jesli kontrola trwa, powiedzmy,
dwie godziny, pasazerowie stojg przez ten czas tam, gdzie znajdg miejsce”.

. Kierownik zmiany na lotnisku w Warszawie (Polska) zauwazyt, ze EES moze pozytywnie wptywa¢é
na kolejki: ,,Czesto pasazerowie majg w paszporcie wiele takich stempli i zeby to wszystko
policzyé, potrzeba czasu. A jesli system sam obliczy te dni pobytu, mysle, ze na pewno bedzie to
miafo pozytywny wptyw”.

. Wtadze we Francji wskazaty warunki oczekiwania i sposob pobierania danych biometrycznych
jako kwestie, ktdre mogg wptywac na poszanowanie godnosci ludzkiej. Wtadze butgarskie
zauwazyly, ze wprowadzenie EES moze prowadzi¢ do wydtuzenia czasu obstugi na BCP, co

potencjalnie moze oddziatywac na traktowanie obywateli panstw trzecich.
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Badanie przeprowadzone przez straz graniczng ujawnito nastepujgce ustalenia.

. Funkcjonariusze strazy granicznej majacy doswiadczenie w obstudze e-bramek wskazali
nastepujace srodki jako skuteczne w celu utatwienia przeptywu pasazeréw: obecnosé
instruktoréw kolejek na miejscu (79%), czytelne oznaczenia wskazujace, kto moze korzystac z
bramek (76%), oraz dostepnos¢ i mozliwos$¢ kontaktu z firmg odpowiedzialng za konserwacje
techniczna (74%) (n = 140) [2].

. Wiekszo$¢ ankietowanych funkcjonariuszy (87%) uwaza, ze dostepnosc personelu
wspierajgcego, takiego jak asystenci kolejek czy mediatorzy kulturowi, jest pomocna w
przeprowadzaniu kontroli w sposéb ograniczajgcy trudnosci dla 0séb o szczegdlnych potrzebach

w przypadku dtugich kolejek (n = 177).

b) Odniesienia prawne

Zgodnie z art. 7 kodeksu granicznego Schengen (rozporzadzenie (UE) 2016/399) straz graniczna musi
w petni szanowac ludzka godnos¢ podczas kontroli 0sob, w szczegdlnosci w przypadkach oséb

wymagajacymi szczegdlnego traktowania. Zgodnie z art. 10 rozporzgdzenia w sprawie EES korzystanie

z EES musi by¢ zgodne z Kartg, EKPC oraz, w przypadku dzieci, z Konwencjg ONZ o prawach dziecka.

Konwencja ONZ o prawach oséb niepetnosprawnych, ktéra jest wigzgca dla UE i wszystkich jej panstw

cztonkowskich, chroni prawa oséb niepetnosprawnych, np. poprzez zapewnienie dostepnosci

transportu (art. 9).
C) Wytyczne

Ponizsze wytyczne mogg pomdc witadzom krajowym w promowaniu godnego traktowania obywateli
panstw trzecich podczas przetwarzania ich danych osobowych w systemie EES. Mogg one réwniez

naleze¢ do kompetencji kadry kierowniczej na przejsciach granicznych (BCP).

. Wytyczne 2.1: Wspieranie, tam gdzie jest to zasadne, negocjacji dotyczacych przydziatu
przestrzeni z podmiotem odpowiedzialnym za infrastrukture BCP, w celu zapewnienia
odpowiedniej przestrzeni dla stref oczekiwania, systeméw samoobstugowych oraz kontroli
pierwszej i drugiej linii.

. Wytyczne 2.2: Udzielanie wytycznych i wsparcia BCP w zakresie zapewnienia witasciwych stref
oczekiwania z miejscami do siedzenia, wystarczajgcy liczbg toalet, dostepem do wody pitnej
oraz, na lgdowych BCP i w portach morskich, zadaszonych miejsc dla pieszych i pasazerdw

pojazddéw, chronigcych przed storicem, deszczem i $niegiem.



https://eur-lex.europa.eu/eli/reg/2016/399/oj
https://treaties.un.org/pages/ViewDetails.aspx?src=TREATY&mtdsg_no=IV-11&chapter=4&clang=_en
https://treaties.un.org/pages/viewdetails.aspx?src=treaty&mtdsg_no=iv-15&chapter=4&clang=_en#EndDec
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. Wytyczne 2.3: Dokfadanie wszelkich rozsgdnych staran, aby wspiera¢ BCP w utrzymywaniu
krétkich czaséw oczekiwania, np. poprzez skuteczne udostepnianie informacji, zarzadzanie
kolejka oraz zapewnienie odpowiedniego personelu i wyposazenia.

. Wytyczne 2.4: Zachecanie punktdw kontroli granicznej do opracowania procedur awaryjnych,
szczegblnie na portach morskich i Ilgdowych BCP, w celu zapewnienia przestrzegania praw
podstawowych obywateli panistw trzecich w przypadku przedtuzajgcych sie opdznien.

. Wytyczne 2.5: Regularne monitorowanie, czy na przejsciach granicznych jest wystarczajgco duzo
miejsca na kontrole drugiej linii zwigzane z Systemem Wjazdu/Wyjazdu, bez ingerowania w
przestrzen potrzebng do przeprowadzania rozméw z osobami ubiegajacymi sie o azyl lub do

identyfikowania potencjalnych ofiar handlu ludZmi.
d) Wiecej informacii

. ,Praktyczny podrecznik EES” Komisji Europejskiej dla organdw krajowych (niedostepny

publicznie).

. Agencja Praw Podstawowych Unii Europejskiej, Kontrole graniczne a prawa podstawowe na

ladowych granicach zewnetrznych — praktyczne wskazéwki, Urzad Publikacji Unii Europejskiej,
Luksemburg, 2020 ., pkt 1



https://fra.europa.eu/sites/default/files/fra_uploads/fra-2020-guidance-border-controls-and-fundamental-rights-pocket-edition_pl.pdf
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3) Przestrzeganie przepiséw dotyczacych prywatnosci i ochrony danych

EES przetwarza dane osobowe, w tym dane biometryczne, a mianowicie odciski palcow i wizerunki
twarzy. Dane biometryczne sg wrazliwymi danymi osobowymi, poniewaz umozliwiajg jednoznaczng
identyfikacje lub uwierzytelnienie osoby fizycznej. Centralne przechowywanie danych setek milionéw
0sOb wigze sie z ryzykiem zwigzanym z prawami podstawowymi, ktére nalezy ograniczy¢ za pomocg

skutecznych zabezpieczen w zakresie ochrony danych.
a) Wybrane kluczowe wnioski

Ponizsze wnioski zostaty uzyskane w wyniku badan jako$ciowych.

. Badania terenowe na przej$ciach granicznych sugeruja, ze ogdlnie prywatnos¢ jest lepiej
chroniona na granicach powietrznych, z pewnymi wyjgtkami w okresach intensywnej podrézy.
. Zdaniem ekspertéw z Niemiec, Francji i Wtoch interoperacyjnosé systemoéw informatycznych UE

zwieksza ryzyko zwigzane z ochrong danych.

. W Butgarii i Polsce specjalisci ds. ochrony danych i pracownicy naukowi zauwazyli, ze luki w
zakresie zdolnosSci administracyjnych i procedur operacyjnych, w potgczeniu z ograniczonym
nadzorem, mogg prowadzi¢ do nieuprawnionego dostepu do danych EES, stwarzajac ryzyko
naruszen ochrony danych.

. Pewien pracownik naukowy w Butgarii zidentyfikowat zagrozenia dla prawa do dobrej
administracji i prawa do skutecznego Srodka odwotawczego, poniewaz obywatele panstw
trzecich mogg napotkaé trudnosci w dostepie do wtasnych danych przechowywanych w EES lub

poprawieniu lub usunieciu nieprawidtowych danych.
Ankieta przeprowadzona wsrdd funkcjonariuszy strazy granicznej ujawnita nastepujgce ustalenia.

. 87% funkcjonariuszy strazy granicznej uwaza, ze dostepnos$é komfortowych warunkéw

zapewniajgcych prywatnosc jest waznym zabezpieczeniem jakosci danych (n = 176) [3].
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b) Odniesienia prawne

W art. 16 rozporzadzenia w sprawie EES wymieniono dane osobowe przetwarzane przez EES. W art.

39 przedstawiono wytyczne dotyczgce zgodnego z prawem przetwarzania danych osobowych w EES.

Ogodlniej rzecz ujmujac, w art. 49 rozporzadzenia w sprawie EES okre$lono, ze unijne przepisy o

ochronie danych, w szczegdlnosci RODO i dyrektywa (UE) 2016/680, majg zastosowanie do

przetwarzania danych osobowych w EES przez panistwa cztonkowskie. Zgodnie z art. 5 RODO dane
osobowe muszg by¢ przetwarzane zgodnie z prawem, rzetelnie i w sposéb przejrzysty. Przetwarzanie

danych biometrycznych podlega ograniczeniom i zabezpieczeniom okreslonym w art. 9 RODO.

W art. 52 rozporzadzenia w sprawie EES opisano prawa do ochrony danych, takie jak prawo dostepu
do przechowywanych danych osobowych lub prawo do zgdania sprostowania lub usuniecia danych.
Zgodnie z art. 50 ust. 1 lit. I) wszystkie osoby fizyczne muszg zosta¢ poinformowane o przystugujgcym
im prawie do wniesienia skargi do odpowiedniego organu nadzorczego, jezeli uwazajg, ze ich prawa

do ochrony danych zostaty naruszone (w celu uzyskania informacji zob. sekcja 1).
C) Wytyczne

Ponizsze wytyczne mogg pomdc witadzom krajowym w przetwarzaniu danych osobowych w systemie

EES zgodnie z przepisami UE dotyczacymi ochrony danych.

. Wytyczne 3.1: Przeprowadzanie oceny skutkow dla ochrony danych przed uruchomieniem
nowych komponentéw EES, z udziatem krajowych organéw ochrony danych, w zaleznosci od
potrzeby.

. Wytyczne 3.2: Zapewnienie bezpieczenstwa oraz regularnej konserwacji sprzetu i
oprogramowania opracowanego i wdrozonego na poziomie krajowym poprzez ciggta
optymalizacje techniczng, proaktywne zabezpieczenia i kontrole systemu.

. Wytyczne 3.3: Stosowanie wielowarstwowych srodkow cyberbezpieczenstwa w celu ochrony

danych osobowych przed nieautoryzowanym dostepem, wtamaniami lub niewtasciwym uzyciem



https://eur-lex.europa.eu/eli/dir/2016/680/oj
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Niniejsze wytyczne moga réwniez naleze¢ do kompetencji kadry kierowniczej na przejsciach

granicznych (BCP).

. Wytyczne 3.4: Udzielanie wsparcia i wytycznych BCP w zakresie zapewnienia srodowiska, ktore
gwarantuje poufnos¢ i prywatnos¢ podczas zbierania danych osobowych od obywateli panstw

trzecich.

. Wytyczne 3.5: Wsparcie BCP w instalacji oston prywatnosci na systemach samoobstugowych
oraz ochronnych folii na ekranach lub oknach kabin kontroli granicznej, jesli jest to zasadne.

. Wytyczne 3.6: Podnoszenie Swiadomosci w zakresie konsekwencji btedéw wprowadzania
danych i szczegdlnie powaznego wptywu, jaki mogg mie¢ na dang osobe.

. Wytyczne 3.7: Organizowanie szkolen i udzielanie wytycznych funkcjonariuszom pierwszej linii
dotyczacych korekt danych dokonywanych na pierwszej linii (np. btedy w samoobstugowej
rejestracji) oraz przypadkéw do przekazania na druga linie (np. btedne obliczenie dni pobytu),
zgodnie z ustalonymi politykami korekty danych.

. Wytyczne 3.8: Organizowanie szkolen i udzielanie wytycznych funkcjonariuszom, jak skutecznie
informowac obywateli panstw trzecich, ktérzy zgtaszajg zagdanie sprostowania, uzupetnienia lub
usuniecia danych, o wfasciwym organie do kontaktu i sposobie postepowania w zwigzku z ich

whnioskiem.
d) Wiecej informacii

. ,Praktyczny podrecznik EES” Komisji Europejskiej dla organdw krajowych (niedostepny
publicznie).
. Rada Europy, Europejski Trybunat Praw Cztowieka i Agencja Praw Podstawowych Unii

Europejskiej, Podrecznik europejskiego prawa dotyczgcego azylu, granic i imigracji — Wydanie

2020, Urzad Publikacji Unii Europejskiej, Luksemburg, 2020, w szczegdlnosci rozdziat 2.
Aktualizacja zaplanowana na 2026 r.
. Rada Europy, Europejski Trybunat Praw Cztowieka, Europejski Inspektor Ochrony Danych i

Agencja Praw Podstawowych Unii Europejskiej, Podrecznik europejskiego prawa o ochronie

danych —wydanie z 2018 r., Urzad Publikacji Unii Europejskiej, Luksemburg, 2018 r.



https://fra.europa.eu/sites/default/files/fra_uploads/20203300_pdf_tk0220493pln_002.pdf
https://fra.europa.eu/sites/default/files/fra_uploads/fra-coe-edps-2018-handbook-data-protection_pl.pdf
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4) Przetwarzanie danych biometrycznych w sposéb godny i zgodny z prawem

Obywatele panstw trzecich muszg dostarczy¢ swoje odciski palcow i wizerunki twarzy przy pierwszym
wijezdzie do strefy Schengen. Podczas kolejnych wjazddow i wyjazdédw gromadzone informacje
biometryczne beda weryfikowane i — o ile dane biometryczne nie wymagajg aktualizacji — nie beda
pobierane zadne nowe informacje biometryczne. Straz graniczna moze stangé¢ przed wyzwaniami, np.
pobierajgc wizerunki twarzy dzieci. Chociaz standardy doktadnosci sg wysokie, btednego dopasowania
biometrycznego nigdy nie mozna catkowicie wykluczy¢. Odpowiednie zabezpieczenia pomagaja

zapewni¢, ze kazda osoba jest traktowana z godnoscig w takich sytuacjach.

a) Wybrane kluczowe wnioski

Ponizsze wnioski zostaty uzyskane w wyniku badan jako$ciowych.

Powszechna opinia wsrdd funkcjonariuszy strazy granicznej na badanych BCP wskazuje, ze
pobieranie odciskdw palcow jest tatwiejsze niz wykonywanie zdjec twarzy, zwtaszcza gdy osoby
nie stojg nieruchomo.

Postawa funkcjonariusza odgrywa kluczowg role w procesie pobierania danych biometrycznych,
poniewaz wptywa na wspotprace osoby kontrolowanej. Jak zauwazyt kierownik zmiany w Polsce:
,Jezeli podejdziesz do kogos z usmiechem, oni réwniez w pewien sposéb odpowiedzg
usmiechem. Ludzie nie sprawiajg problemow”.

Przynajmniej na jednym BCP (lotnisko w Marsylii) funkcjonariusze byli wyposazeni w tablety
umozliwiajgce mobilne kontrole EES, co moze utatwia¢ kontrole osdb o ograniczonej mobilnosci.
Funkcjonariusze strazy granicznej opierajg sie na wtasnym osadzie i doswiadczeniu, aby
skutecznie radzi¢ sobie w ztozonych sytuacjach. Kierownik zmiany w Bufgarii zauwazyt: , Nie
otrzymalismy specjalnego szkolenia ani instrukcji, jak ocenia¢ uszkodzenia dtoni. Po prostu

dziatamy zgodnie z wtasnym doswiadczeniem”.

Elastycznosc jest kluczowa przy obstudze wyjgtkowych okolicznosci zwigzanych z czynnikami
kulturowymi. Kierownik zmiany na lotnisku w Rzymie-Fiumicino, odnoszac sie do kobiety
noszacej burke lub szczegdlny welon uniemozliwiajacy weryfikacje biometryczng twarzy,
stwierdzit: ,,Nie zmusimy jej do jego zdjecia ani nie skierujemy na drugg linie... jesli jej odciski

palcow pozwolg na dopasowanie, to bedzie wystarczajgce”.
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Obawy ekspertow w Niemczech dotyczgce poszanowania godnosci ludzkiej koncentrujg sie na
trzech gtéwnych kwestiach: wykorzystaniu danych biometrycznych, postawie i sposobie
komunikacji funkcjonariuszy strazy granicznej oraz mechanizmach wsparcia dla podrdznych o

szczegblnych potrzebach.

Badanie przeprowadzone przez straz graniczng ujawnito nastepujgce ustalenia.

87% funkcjonariuszy strazy granicznej uwaza, ze dostepnosé¢ komfortowego otoczenia
zapewniajgcego prywatnosé jest waznym zabezpieczeniem jakosci danych (oprdcz
odpowiedniego wyposazenia, potwierdzonego przez 91% funkcjonariuszy strazy granicznej) (n =
176) [4].

36% funkcjonariuszy strazy granicznej stwierdzito, ze potrzebuje szkolenia w zakresie

uzyskiwania danych biometrycznych od o0séb o specjalnych potrzebach (n = 173).

Straz graniczna z doswiadczeniem w przetwarzaniu danych biometrycznych na granicach
twierdzi, ze wyjasnienie konsekwencji odmowy dostarczenia danych biometrycznych i
dostarczenie wiekszej ilosci informacji na temat wykorzystania danych (56%), zapewnienie
pasazerowi wiecej czasu na rozwazenie mozliwosci (31%), wezwanie kolegi do wsparcia (21%),
skierowanie do kierownika zmiany (16%) i wezwanie ttumacza ustnego (14%) pomogto im w

sytuacjach, w ktorych pasazerowie odmowili przekazania danych biometrycznych (n = 48).
b) Odniesienia prawne

W art. 39 ust. 1 lit. a) rozporzadzenia w sprawie EES zobowigzano panstwa cztonkowskie do
zapewnienia, aby dane byty gromadzone zgodnie z prawem i przy petnym poszanowaniu godnosci

ludzkiej.

Zgodnie z art. 10 rozporzadzenia w sprawie EES pobieranie danych biometrycznych musi by¢ zgodne z
Kartg, EKPC oraz, w przypadku dzieci, z Konwencjg o prawach dziecka. Przy pozyskiwaniu danych
dziecka nalezy przede wszystkim uwzglednic jego najlepszy interes. W art. 17 ust. 3 zwalnia sie dzieci
w wieku ponizej 12 lat z obowigzku pobierania odciskéw palcow, ale od wszystkich dzieci, w tym od
niemowlat, nalezy pobiera¢ wizerunki twarzy. W art. 17 ust. 4 i 5 ustanowiono wytyczne dla organéw
w sytuacjach, w ktorych odciski palcéw nie mogg zostaé pobrane fizycznie ani tymczasowo, np. z

powodu zranienia reki, lub na state.
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Te zabezpieczenia przewidziane w rozporzadzeniu w sprawie EES wynikajg z art. 1 Karty, zgodnie z
ktdrym godnosc ludzka jest nienaruszalna, oraz z art. 24—-26 Karty, dotyczacych ochrony dzieci, oséb

starszych i oséb niepetnosprawnych.

Odciski palcow i wizerunki twarzy muszg byé odpowiedniej jakosci, aby uzyska¢ prawidtowe
dopasowanie. W art. 15 rozporzadzenia w sprawie EES wymaga sie, aby wizerunek twarzy miat
wystarczajgcq rozdzielczos¢ i jakosé, aby mozna go byto wykorzystywaé w zautomatyzowanym
dopasowywaniu danych biometrycznych. Zgodnie z art. 39 — ktéry odzwierciedla bardziej ogdlny
obowigzek okreslony w art. 5 ust. 1 lit. d) RODO — panstwa cztonkowskie muszg zapewnic¢ doktadnos$é

gromadzonych danych. W decyzji wykonawczej Komisiji (UE) 2019/329 z 25 lutego 2019 r. okreslono

specyfikacje dotyczace jakosci, rozdzielczosci oraz wykorzystywania odciskdw palcow i wizerunku

twarzy na potrzeby weryfikacji i identyfikacji biometrycznej w EES.
C) Wytyczne

Ponizsze wytyczne mogg pomac organom krajowym w pobieraniu odciskow palcow i wizerunkéw

twarzy od obywateli panstw trzecich w sposéb zapewniajacy poszanowanie godnosci ludzkiej.

. Wytyczne 4.1: Zapewnienie, aby wszelkie wytyczne dotyczgce jakosci danych w celu pobierania

danych biometrycznych byty scisle zgodne z unijnymi normami jakosci.

Ponizsze wytyczne mogg rowniez wchodzi¢ w zakres kompetencji urzednikdw wyzszego szczebla na

przejsciach granicznych.

. Wytyczne 4.2: Zapewnienie funkcjonariuszom pierwsze;j linii wytycznych dotyczacych sposobu
pobierania danych biometrycznych w godny i niedyskryminujgcy sposéb, ze zwréceniem
szczegoblnej uwagi na wzgledy kulturowe lub religijne oraz na kategorie osdb, dla ktdrych
pobieranie danych biometrycznych moze by¢ trudniejsze, takie jak mate dzieci, osoby o
ciemniejszych odcieniach skory lub osoby z urazami twarzy lub dtoni.

. Wytyczne 4.3: Zapewnienie funkcjonariuszom pierwszej linii wytycznych dotyczacych sposobu
zapewnienia obywatelom panstw trzecich o szczegdlnych potrzebach prywatnosci, czasu lub
pomocy, ktdrych potrzebujg do przekazania swoich danych biometrycznych.

. Wytyczne 4.4: Zapewnienie funkcjonariuszom pierwszej linii wytycznych dotyczgcych sposobu
reagowania na obywateli paniistw trzecich odmawiajgcych dostarczenia danych biometrycznych.

. Wytyczne 4.5: Wspieranie punktéw kontroli granicznej w zapewnieniu wystarczajgcej liczby

pracownikdéw do monitorowania samoobstugowych systemoéw rejestracji i udzielania pomocy w

razie potrzeby.



https://eur-lex.europa.eu/eli/dec_impl/2019/329/oj
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. Wytyczne 4.6: Zapewnienie funkcjonariuszom pierwszej linii wytycznych dotyczacych sposobéw
radzenia sobie z wyzwaniami zwigzanymi z wiarygodnoscig biometryczng dotykajgcymi osoby o
réznych cechach fizycznych (np. dzieci, osoby starsze, osoby o ciemniejszym odcieniu skoéry lub
inne osoby o mniej wyraznych rysach twarzy).

. Wytyczne 4.7: Zastosowanie wysokiej jakosci infrastruktury informatycznej i oprogramowania
zdolnego do szybkiego przechwytywania doktadnych i wysokiej rozdzielczo$ci obrazow i

odciskéw palcow.

d) Wiecej informacii

. »Praktyczny podrecznik EES” Komisji Europejskiej dla organdw krajowych (niedostepny
publicznie).

. Zatacznik do zalecenia Komisji ustanawiajacego wspolny , Praktyczny podrecznik dla strazy

granicznej” przeznaczony dla wtasciwych organéw panstw cztonkowskich prowadzacych kontrole

0s6b na granicach i zastepujace zalecenie C(2019) 7131 final z dnia 28 pazdziernika 2022 r., s.
14, 16.

. Rada Europy, Europejski Trybunat Praw Cztowieka i Agencja Praw Podstawowych Unii

Europejskiej, Podrecznik europejskiego prawa dotyczgcego azylu, granic i imigracji — Wydanie

2020, Urzad Publikacji Unii Europejskiej, Luksemburg, 2020, w szczegdlnosci rozdziat 2.
Aktualizacja zaplanowana na 2026 r.
. Rada Europy, Europejski Trybunat Praw Cztowieka, Europejski Inspektor Ochrony Danych i

Agencja Praw Podstawowych Unii Europejskiej, Podrecznik europejskiego prawa o ochronie

danych —wydanie z 2018 r., Urzad Publikacji Unii Europejskiej, Luksemburg, 2018 r.

. Agencja Praw Podstawowych Unii Europejskiej, Skutki zobowigzania do dostarczenia odciskow

palcow dla systemu Eurodac w konteksScie praw podstawowych, Urzad Publikacji Unii

Europejskiej, Luksemburg, 2015 r.



https://ec.europa.eu/transparency/documents-register/api/files/C(2022)7591_1/de00000001040583?rendition=false
https://fra.europa.eu/sites/default/files/fra_uploads/20203300_pdf_tk0220493pln_002.pdf
https://fra.europa.eu/sites/default/files/fra_uploads/fra-coe-edps-2018-handbook-data-protection_pl.pdf
https://fra.europa.eu/en/publication/2015/fundamental-rights-implications-obligation-provide-fingerprints-eurodac
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5. Wspieranie obywateli spoza UE o szczegolnych potrzebach

Wiasciwa identyfikacja i udzielanie wsparcia osobom o szczegdlnych potrzebach przybywajgcym na
przejscie graniczne ma zasadnicze znaczenie dla funkcjonowania EES zorientowanego na prawa
podstawowe. Zapewnia uczciwosé, promuje doktadnosé danych gromadzonych za posrednictwem

systemu, a jednoczesnie minimalizuje ryzyko dyskryminacji i szkod.
a) Wybrane kluczowe wnioski

Ponizsze wnioski zostaty uzyskane w wyniku badan jakosciowych.

. Badania FRA pokazuja, ze zasoby umozliwiajgce identyfikacje i wspieranie obywateli panstw
trzecich o szczegdlnych potrzebach sg ograniczone, zwtaszcza na lagdowych i morskich przejsciach

granicznych.

. W odniesieniu do 0sdb z niepetnosprawnosciami przedstawiciel wtadz na lotnisku w Sofii
wskazat na praktyczne trudnosci. Zauwazyt, ze osoby te ,przechodzg na przdd kolejki wraz z
funkcjonariuszem, ktéry im pomaga... ale pod wzgledem infrastrukturalnym nie ma... w catym
terminalu zadnych obszaréw dostosowanych i odpowiednio oznaczonych dla oséb z

niepetnosprawnos$ciami”.
. Na lotniskach rodziny z dzie¢mi ponizej 12. roku zycia nie moga korzysta¢ z bramek ABC,
poniewaz wymagatoby to rozdzielenia cztonkéw rodziny.

. Korzystanie z bramek ABC jest w duzej mierze niepraktyczne dla oséb o ograniczonej sprawnosci

ruchowej, zwtaszcza oséb na wadzkach inwalidzkich.
Badanie przeprowadzone przez straz graniczng ujawnito nastepujgce ustalenia.

. Straz graniczna uczestniczgca w ankiecie FRA przewidziata, ze informacje i pomoc zwigzane z EES
beda najbardziej potrzebne osobom z niepetnosprawnosciami (65%), dzieciom podrézujgcym
samotnie (61%) i osobom starszym (52%), na podstawie ich doswiadczenia w sprawdzaniu

obywateli panstw trzecich o szczegdlnych potrzebach (n =176).
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b) Odniesienia prawne

Wdrazajgc EES, organy krajowe muszg przestrzegac¢ zabezpieczen zawartych w Karcie i EKPC, zgodnie
z art. 10 rozporzadzenia w sprawie EES. Oznacza to, ze muszg one zwracac szczegdlng uwage na
obywateli panistw trzecich o szczegdlnych potrzebach, takich jak osoby starsze, osoby z
niepetnosprawnosciami i dzieci — wszystkie kategorie oséb chronionych na mocy art. 24-26 Karty.

Aby zapewni¢ zgodnos$¢ z art. 21 Karty, EES musi dziata¢ w sposdb niedyskryminacyjny.

Zgodnie z art. 10 rozporzadzenia w sprawie EES w przypadku pobierania od dzieci wizerunkéw twarzy
lub odciskdéw palcéw organy muszg przede wszystkim brac¢ pod uwage najlepszy interes dziecka.

Zasada ta ma zastosowanie niezaleznie od tego, czy dziecko jest samo, czy z kims.

Rozporzadzenie w sprawie EES zapewnia szczegdlng ochrone mtodszym dzieciom. Zgodnie z art. 17
ust. 3 dzieci w wieku ponizej 12 lat s3 zwolnione z obowigzku sktadania odciskow palcow. Wytgczenie

to uwzglednia fakt, ze odciski palcéw dzieci zmieniajg sie z czasem.
C) Wytyczne

Ponizsze wytyczne mogg pomdc organom krajowym we wtasciwym identyfikowaniu i wspieraniu
obywateli panstw trzecich o szczegdlnych potrzebach w sposéb zapewniajgcy poszanowanie godnosci

ludzkie;j.

. Wytyczne 5.1: Ustanowienie systemu umozliwiajgcego obywatelom panstw trzecich na
wczesniejsze zgtaszanie ich szczegdlnych potrzeb i zachecajgcego ich do tego, aby umozliwié
punktom kontroli granicznej oferowanie niezbednego wsparcia.

. Wytyczne 5.2: Wspotpraca ze spoteczenstwem obywatelskim, organizacjami ochrony dzieci i
organami zajmujgcymi sie prawami cztowieka w celu uzyskania informacji zwrotnych na temat

funkcjonowania EES.

Ponizsze wytyczne moga rowniez wchodzi¢ w zakres kompetencji urzednikdow wyzszego szczebla na

przejsciach granicznych.
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. Wytyczne 5.3: Zapewnienie wskazowek i szkolen dla punktdow kontroli granicznej na temat
sposobu organizowania poczekalni i kolejek w sposdb umozliwiajgcy rodzinom pozostanie razem
i umozliwiajgcy osobom starszym siedzenie bez utraty miejsca w kolejce.

. Wytyczne 5.4: Zapewnienie wytycznych i szkolen dla punktow kontroli granicznej w zakresie
zarzadzania kolejkami, tak aby osoby o szczegdlnych potrzebach, ktdre nie sg w stanie korzystac
z bramek ABC lub systemdw samoobstugowych, nie byty nieproporcjonalnie dotkniete dtugim
czasem oczekiwania.

. Wytyczne 5.5: Zapewnienie wytycznych i szkolen dla punktéw kontroli granicznej w zakresie
szybkiego identyfikowania obywateli panistw trzecich wymagajgcych pomocy, np. poprzez
zapewnienie wystarczajgcego nadzoru nad systemami samoobstugi i kolejkami pierwszej linii.

. Wytyczne 5.6: Oferowanie wytycznych i szkolen dla punktow kontroli granicznej na temat
sposobow zapewnienia dostepnosci dla 0sdb z niepetnosprawnosciami, w tym poprzez
zapewnienie wystarczajgcej ilosci miejsca dla uzytkownikéw wozkdéw inwalidzkich.

. Wytyczne 5.7: Zamawianie i wdrazanie systeméw samoobstugowych ze skanerami o
regulowanej wysokosci, pomoca gtosowg i dotykowg informacjg zwrotng, aby pomiescic¢ osoby z
niepetnosprawnosciami.

. Wytyczne 5.8: Wspodtpraca z organizacjami osdb niepetnosprawnych przy przygotowywaniu
przetargdw publicznych na wyposazenie techniczne oraz regularna ocena dostepnosci
pomieszczen na przejsciu granicznym.

. Wytyczne 5.9: Zapewnienie wytycznych dla punktéw kontroli granicznej dotyczgcych sposobu
zagwarantowania, aby osoby towarzyszgce mogty pomagac niepetnosprawnym obywatelom

panstw trzecich w procesie pobierania danych biometrycznych.
d) Wiecej informaciji

. ,Praktyczny podrecznik EES” Komisji Europejskiej dla organdw krajowych (niedostepny
publicznie).

. Agencja Praw Podstawowych Unii Europejskiej, Kontrole graniczne a prawa podstawowe na

lagdowych granicach zewnetrznych — praktyczne wskazowki, Urzagd Publikacji Unii Europejskiej,
Luksemburg, 2020 r., pkt 1.

. Zatacznik do zalecenia Komisji ustanawiajacego wspadlny , Praktyczny podrecznik dla strazy

granicznej” przeznaczony dla wtasciwych organdw panstw cztonkowskich prowadzacych kontrole

0s0b na granicach i zastepujgce zalecenie C(2019) 7131 final z dnia 28 pazdziernika 2022 r., s.
15.

103


https://fra.europa.eu/sites/default/files/fra_uploads/fra-2020-guidance-border-controls-and-fundamental-rights-pocket-edition_pl.pdf
https://ec.europa.eu/transparency/documents-register/api/files/C(2022)7591_1/de00000001040583?rendition=false

E SPRAWY MIEDZYNARODOWE/ SCHENGEN

6. Wykorzystanie danych z Systemu Wjazdu/Wyjazdu zgodnie z prawami podstawowymi

Informacje i dane z EES wspierajg rozne procedury imigracyjne. Zachowanie czujnosci co do mozliwej
niedoktadnosci wynikéw poréwnywania danych biometrycznych i swiadomos$é potencjalnych
uzasadnien przekroczenia dozwolonego okresu pobytu zmniejsza ryzyko btednych decyzji lub dziatan

wywotanych niekompletnymi lub niedoktadnymi danymi EES.
a) Wybrane kluczowe wnioski

Ponizsze wnioski zostaty uzyskane w wyniku badan jakosciowych.

. Badania terenowe na przej$ciach granicznych wskazaty na ograniczenia w zakresie zdolnosci i
elastycznosci przeprowadzania kontroli drugiej linii na granicach Igdowych i morskich, poniewaz
czesto dziatajg one z ograniczonym personelem i muszg zarzadzaé zaréwno ruchem pieszych, jak
i pojazddw.

. Ekspert ds. praw cztowieka we Francji zauwazyt, ze przyspieszone procedury moga naruszac
prawo do skutecznego $rodka odwotawczego, zwtaszcza gdy osoby nie postugujg sie jezykiem

kraju przyjmujacego.
Badanie przeprowadzone wsrdd strazy granicznej ujawnito nastepujgce ustalenia.

. Okoto 1 na 4 funkcjonariuszy (27%) napotkato btedy w Systemie Informacyjnym Schengen lub
innych bazach danych ponad 6 razy w ciggu ostatniego roku, 1 na 5 funkcjonariuszy napotkat
takie btedy co najmniej 2-5 razy (n = 177).

. 45% funkcjonariuszy strazy granicznej wskazato na potrzebe szkolen lub wytycznych w zakresie

procedur dotyczgcych oséb ubiegajgcych sie o azyl i rejestracji w EES (n = 173).
b) Odniesienia prawne

EES oblicza czas dozwolonego pobytu obywateli panistw trzecich w strefie Schengen i generuje wpisy
po wygasnieciu dozwolonego pobytu (rozporzadzenie w sprawie EES, art. 1). Istnieje automatyczny
kalkulator (art. 11), ktéry wskazuje maksymalny czas dozwolonego pobytu danej osoby. Po
osiggnieciu maksymalnego okresu pobytu krétkoterminowego obywatele panstw trzecich nie beda
mogli wjecha¢ do strefy Schengen, chyba ze posiadajg zezwolenie na pobyt dtugoterminowy. Artykut

22 RODO zakazuje podejmowania decyzji opartych wytacznie na zautomatyzowanym przetwarzaniu.
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Zgodnie z art. 12 ust. 3 w zwigzku z art. 9 ust. 2 rozporzadzenia w sprawie EES, EES generuje liste
0s0b, ktére przekroczyty dozwolony okres pobytu w strefie Schengen, zwanych osobami
przekraczajgcymi dozwolony okres pobytu. Lista ta jest udostepniana organom granicznym, wizowym
i imigracyjnym, umozliwiajac im podjecie odpowiednich dziatan nastepczych. W przypadku obywateli
panstw spoza UE zatrzymanych w strefie Schengen oznacza to zazwyczaj wszczecie procedury

powrotowej.

Aby zapobiec rozpoczeciu procedur egzekwowania prawa imigracyjnego wobec osdb przebywajacych
legalnie w strefie Schengen, np. w przypadku przedtuzenia pobytu ze wzgledéw medycznych lub
whniosku o udzielenie azylu, w art. 39 rozporzadzenia w sprawie EES przewidziano obowigzek
zapewnienia doktadnosci i aktualnosci danych EES. Oznacza to rowniez, ze nalezy usungé wpisy w EES
dotyczace obywateli panstw trzecich, ktérzy nie sg juz osobami odbywajgcymi krétkoterminowe
wizyty — np. jezeli nabyli obywatelstwo UE, uzyskali dokument pobytowy lub karte pobytowga dla
cztonkéw rodziny obywateli UE na dyrektywy 2004/38/WE. Te kategorie oséb nie wchodza w zakres

EES, jak okreslono w art. 2 rozporzadzenia w sprawie EES.

Rozporzadzenie w sprawie EES nie wyfgcza z zakresu jego stosowania oséb ubiegajgcych sie o azyl.

Zgodnie z art. 10 rozporzadzenia (UE) 2024/1348 (rozporzgdzenie w sprawie procedury azylowej)

osoby ubiegajace sie o0 azyl mogg pozostac¢ w trakcie procedury azylowej. Umieszczenie ich na liscie
0sOb nadmiernie przedtuzajacych pobyt narazitoby ich na ryzyko odestania, co bytoby sprzeczne z

Karta.

W art. 35 ust. 5 rozporzadzenia w sprawie EES przewidziano zabezpieczenie w odniesieniu do
obywateli panstw trzecich, ktérzy przekraczajg okres dozwolonego pobytu z przyczyn od nich
niezaleznych, np. z powodu hospitalizacji lub odwotanego lotu powrotnego. Jezeli obywatele panstw
trzecich mogg wykaza¢, ze ich pobyt po uptywie dozwolonego okresu byt spowodowany
nieprzewidywalnymi i powaznymi okolicznosciami, muszg zosta¢ usunieci z wykazu oséb nadmiernie

przedtuzajgcych pobyt, a ich dane w EES muszg zosta¢ skorygowane.

Zgodnie z art. 41 rozporzadzenia w sprawie EES dane EES mogg by¢ przekazywane do panstw
niebedacych cztonkami UE, jezeli jest to konieczne do udowodnienia tozsamosci danej osoby w celu
przeprowadzenia jej powrotu. Zgodnie z art. 41 ust. 4 takie przekazanie nie moze naruszaé praw osob
ubiegajacych sie o ochrone miedzynarodowg i 0sdb korzystajgcych z ochrony miedzynarodowej, w

szczegdlnosci w odniesieniu do zakazu wydalania.
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C) Wytyczne

Ponizsze wytyczne mogg pomaoc organom krajowym zmniejszy¢ ryzyko, ze niedoktadne dane EES

spowodujg niewtfasciwe lub niezgodne z prawem dziatania nastepcze.

. Wytyczne 6.1: Ustanowienie skutecznych systemow szybkiego korygowania lub usuwania
danych z EES w przypadku, gdy obywatele panstw trzecich nie sg objeci zakresem EES, np. w

sytuacji uzyskania dokumentu pobytowego lub uzyskania ochrony miedzynarodowe;j.

. Wytyczne 6.2: Ustanowienie systemu monitorowania, czy dane EES obywateli paristw trzecich,

ktdrzy nie sg objeci zakresem EES, sg szybko prostowane, uzupetniane lub usuwane.

. Wytyczne 6.3: Zapewnianie wfasciwym organom regularnych wytycznych i szkolen na temat
krokow, ktére nalezy podjgé, gdy osoba, ktérej dane znajdujg sie w EES, ubiega sie o azyl, aby
unikng¢ umieszczenia jej w wykazie oséb nadmiernie przedfuzajgcych pobyt, poniewaz moze to
narazic jg na ryzyko odestania.

. Wytyczne 6.4: Zapewnianie regularnych wytycznych i szkolen dla funkcjonariuszy organdéw
Scigania ds. imigracji w celu zapewnienia, aby wszelkie przekazywanie danych EES do panstw
trzecich w celu powrotu miato miejsce dopiero po wydaniu ostatecznej decyzji nakazujgce;j

powrot.

Ponizsze wytyczne moga rowniez wchodzi¢ w zakres kompetencji urzednikdw wyzszego szczebla na

przejsciach granicznych.

. Wytyczne 6.5: Oferowanie szkolen i wskazdwek personelowi pierwsze;j linii w celu
profesjonalnego i godnego traktowania kazdej osoby, ktorej dozwolony pobyt wygast.

. Wytyczne 6.6: Oferowanie szkolen i wytycznych pracownikom pierwszej linii na temat sposobu
wdrazania procedur dla obywateli panstw trzecich w celu obalenia domniemania przekroczenia
dozwolonego okresu pobytu, w tym sposobu zapewnienia obywatelom panstw trzecich
mozliwosci przedstawienia wiarygodnych dowodow.

. Wytyczne 6.7: Zapewnienie wytycznych dla punktéw kontroli granicznej przyjmujacych
zaproszonych funkcjonariuszy spoza UE w celu utworzenia stanowisk pracy w sposdb
zapewniajacy poufnosé EES i uniemozliwiajgcy im dostep do danych EES, w szczegdlnosci

dotyczacych oséb ubiegajgcych sie o azyl.
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d) Wiecej informaciji

. »Praktyczny podrecznik EES” Komisji Europejskiej dla organdw krajowych (niedostepny
publicznie).
. Rada Europy, Europejski Trybunat Praw Cztowieka i Agencja Praw Podstawowych Unii

Europejskiej, Podrecznik europejskiego prawa dotyczgcego azylu, granic i imigracji — Wydanie

2020, Urzad Publikacji Unii Europejskiej, Luksemburg, 2020, w szczegdlnosci rozdziat 2.
Aktualizacja zaplanowana na 2026 r.

* Agencja Praw Podstawowych Unii Europejskiej, Zatrzymanie migrantdw o nieuregulowanym
statusie — kwestie zwigzane z prawami podstawowymi, 2012.
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. Wiaczenie praw podstawowych do szkolen

Szkolenie ma kluczowe znaczenie dla EES zgodnego z prawami podstawowymi. Gwarantuje to, ze caty
personel uczy sie, jak radzi¢ sobie z réznymi sytuacjami, ktére mogg napotkaé w praktyce, w sposéb w

petni szanujgcy prawa jednostek.
a) Wybrane kluczowe wnioski

Ponizsze wnioski zostaty uzyskane w wyniku badan jakosciowych.

. Na badanych BCP stosunkowo niewielu funkcjonariuszy strazy granicznej miato mozliwos¢
udziatu w specjalistycznych szkoleniach stacjonarnych dotyczgacych EES. Wiekszos¢ z nich
uczestniczyta w szkoleniach on-line, co byto postrzegane jako ograniczenie pod wzgledem
dostepu do praktycznych ¢wiczen, bezposredniej informacji zwrotnej oraz mozliwosci
omodwienia rzeczywistych scenariuszy z trenerami i wspotpracownikami.

. W momencie prowadzenia badan na BCP wielu funkcjonariuszy nie wiedziato, jakie kroki nalezy
podja¢ w przypadku btednego wprowadzenia danych do EES.

. W tym samym czasie wielu funkcjonariuszy nie byto jeszcze Swiadomych mechanizmoéw korekty
danych w systemie EES.

Badanie przeprowadzone wsrdd strazy granicznej ujawnito nastepujace ustalenia.

. Funkcjonariusze strazy granicznej wymienili nastepujgce potrzeby szkoleniowe: kategorie
pasazerow zwolnionych z systemu wjazdu/wyjazdu (60%), procedury dotyczace osdb
ubiegajacych sie o azyl i ich rejestracji w systemie wjazdu/wyjazdu (45%), mozliwosci korekty
danych w pierwszej linii i procedury ukierunkowanej pomocy (45%), procedury dotyczace dzieci
(42%), przeprowadzanie doktadnych kontroli w przypadku rozbieznosci w systemie
wjazdu/wyjazdu (41%), pobieranie i weryfikowanie danych biometrycznych od oséb o
specjalnych potrzebach (36%), skuteczna komunikacja z obywatelami panistw trzecich (28%) oraz
wykorzystanie przysztej interoperacyjnosci wielkoskalowych systeméw informacyjnych UE

podczas odpraw granicznych (21%) (n = 173).
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b) Odniesienia prawne

Art. 38 ust. 5 rozporzadzenia w sprawie EES stanowi, ze pracownicy, ktdrym zezwolono na dostep do
danych w EES i korzystanie z nich, muszg najpierw przejs¢ odpowiednie szkolenie. Szkolenie to
powinno dotyczyc tego, jak zapewnic bezpieczenstwo danych, jak chroni¢ dane osobowe 0sdb i jak

przestrzegac ich praw podstawowych.
C) Wytyczne

Ponizsze wytyczne mogg pomadc organom krajowym w zwiekszeniu wiedzy i umiejetnosci w zakresie

praw podstawowych wszystkich pracownikdéw pracujacych z EES.

e  Wytyczne 7.1: Regularne przegladanie i aktualizowanie komponentéw dotyczacych praw
podstawowych w szkoleniach EES dla dostosowania ich tresci do zmieniajgcych sie praktyk i

wyciggnietych wnioskow.

Ponizsze wytyczne moga rowniez wchodzi¢ w zakres kompetencji urzednikdw wyzszego szczebla na

przejsciach granicznych.

e  Wytyczne 7.2: Wi3gczenie praw podstawowych do uczenia sie w miejscu pracy w ramach EES w
celu pogtebienia wiedzy i dostosowania sie do zmieniajgcych sie praktyk i obowigzkow.

e  Wytyczne 7.3: Dalsze oferowanie ukierunkowanych szkolen dla funkcjonariuszy pierwszej linii w
zakresie nastepujacych aspektéw praw podstawowych dotyczacych EES:

. Jak pobierac odciski palcéw i wykonywaé zdjecia twarzy w sposob wrazliwy na potrzeby dzieci i
uwzgledniajacy pte¢;

. Jak udzielac¢ jasnych i niedyskryminujgcych wyjasnien dotyczacych celu i przebiegu zbierania
danych biometrycznych;

. Jak stosowaé komunikacje przyjazng dzieciom, w tym prosty i niebudzacy leku jezyk, oraz jak
udostepniaé¢ materiaty informacyjne odpowiednie dla dzieci (np. przewodniki ilustrowane,

filmy);
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. Jak respektowac zasady ochrony danych, przepisy dotyczace cyberbezpieczenstwa, zasady
bezpieczenstwa danych oraz przepisy dotyczace sieci i systeméw informacyjnych, na podstawie
przyktaddw i symulacji przypadkdow uzycia;

. Jak traktowaé osoby z poszanowaniem godnosci i profesjonalizmem podczas pobierania danych
biometrycznych, z uwzglednieniem wrazliwosci kulturowej i Swiadomosci uprzedzen niejawnych;

. Jak stosowac¢ podejscie ,,cztowiek w petli” (,,human-in-the-loop”) przy ocenie jakosci danych oraz
ryzyka mozliwych btedéw wprowadzania lub dopasowywania danych;

. Jak skutecznie informowac obywateli panstw trzecich, ktérzy zgtosili zagdanie sprostowania,

uzupetnienia lub usuniecia swoich danych;

. Jak rozpoznawac oznaki stresu lub dyskomfortu oraz udzielaé wsparcia, szczegdlnie osobom o
szczegoblnych potrzebach, takim jak dzieci, osoby starsze i osoby z niepetnosprawnosciami;

. Jak wspieraé osoby z niepetnosprawnosciami i inne osoby o szczegdlnych potrzebach w sposdb
szanujacy ich prywatnos$¢ i bezpieczenstwo oraz profesjonalny;

. Jak ocenia¢ uzasadnione przyczyny przekroczenia okresu pobytu i jak traktowac osoby
przekraczajgce dozwolony okres pobytu z godnoscig i bezstronnie, zgodnie z zasadg
niedyskryminacji, niezaleznie od ich statusu prawnego;

. Jak traktowa¢ wnioskodawcdw ubiegajgcych sie o ochrone miedzynarodows, ktérych dane
zostaty juz zarejestrowane w EES, zapewniajgc poszanowanie ich godnosci, prawa do azylu oraz

zasady non-refoulement.

d) Wiecej informaciji

. »Praktyczny podrecznik EES” Komisji Europejskiej dla organdéw krajowych (niedostepny
publicznie).

. Agencja Praw Podstawowych Unii Europejskiej, Kontrole graniczne a prawa podstawowe na

lagdowych granicach zewnetrznych — praktyczne wskazéwki, Urzagd Publikacji Unii Europejskiej,
Luksemburg, 2020 r., pkt 10.
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Przypisy koncowe

1. ,n” oznacza liczbe funkcjonariuszy strazy granicznej, ktérzy odpowiedzieli na konkretne pytanie
na wszystkich dziewieciu przejsciach granicznych, na ktérych przeprowadzono badania
terenowe, sposréd 177 uczestnikdw badania. taczna liczba respondentéw w odniesieniu do
kazdego pytania uwzglednia zaréwno respondentdw, ktérzy udzielili istotnych odpowiedzi na
pytania, jak i tych, ktorzy wybrali warianty odpowiedzi ,,nie wiem” lub ,,wole nie mowic¢”. Nie
uwzgledniono w nim odpowiedzi na pytania zawarte w kwestionariuszu, w ktérych nie wybrano

zadnej opcji odpowiedzi.

2. ,n” oznacza liczbe funkcjonariuszy strazy granicznej, ktérzy odpowiedzieli na konkretne pytanie
na wszystkich dziewieciu przejsciach granicznych, na ktérych przeprowadzono badania
terenowe, sposréd 177 uczestnikdw badania. taczna liczba respondentéw w odniesieniu do
kazdego pytania uwzglednia zaréwno respondentéw, ktérzy udzielili istotnych odpowiedzi na
pytania, jak i tych, ktorzy wybrali warianty odpowiedzi ,,nie wiem” lub ,,wole nie méwic¢”. Nie
uwzgledniono w nim odpowiedzi na pytania zawarte w kwestionariuszu, w ktérych nie wybrano

zadnej opcji odpowiedzi.

3. ,n” oznacza liczbe funkcjonariuszy strazy granicznej, ktérzy odpowiedzieli na konkretne pytanie
na wszystkich dziewieciu przejsciach granicznych, na ktérych przeprowadzono badania
terenowe, sposréd 177 uczestnikdw badania. tgczna liczba respondentéw w odniesieniu do
kazdego pytania uwzglednia zaréwno respondentow, ktérzy udzielili istotnych odpowiedzi na
pytania, jak i tych, ktorzy wybrali warianty odpowiedzi ,,nie wiem” lub ,,wole nie mowi¢”. Nie
uwzgledniono w nim odpowiedzi na pytania zawarte w kwestionariuszu, w ktérych nie wybrano

zadnej opcji odpowiedzi.

4. ,n” oznacza liczbe funkcjonariuszy strazy granicznej, ktérzy odpowiedzieli na konkretne pytanie
na wszystkich dziewieciu przejsciach granicznych, na ktérych przeprowadzono badania
terenowe, sposrod 177 uczestnikdw badania. taczna liczba respondentéw w odniesieniu do
kazdego pytania uwzglednia zaréwno respondentow, ktérzy udzielili istotnych odpowiedzi na
pytania, jak i tych, ktorzy wybrali warianty odpowiedzi ,,nie wiem” lub ,,wole nie méwic¢”. Nie
uwzgledniono w nim odpowiedzi na pytania zawarte w kwestionariuszu, w ktérych nie wybrano

zadnej opcji odpowiedzi.
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Nowe spojrzenie na zarzadzanie danymi

Rozpoczynamy cykl publikacji na temat Europejskiej strategii w zakresie danych oraz nowe;j
Europejskiej strategii w zakresie unii danych. Na poczatku przyblizymy Painstwu rozporzadzenie
Parlamentu Europejskiego i Rady (UE) 2022/868 z 30 maja 2022 r. w sprawie europejskiego
zarzadzania danym (Akt ws. zarzgdzania danymi Dz. Urz. UE L 152 z 3.6.2022, s. 1-44), okreslane jako
DGA, oraz oméwimy nowe zadania Prezesa UODO wynikajgce z projektowanych przepisow ustawy o
zarzadzaniu danymi.

Akt ws. zarzagdzania danymi w petni obowigzuje od 23 wrzes$nia 2023 r. Jednakze jego petne
stosowanie jest uzaleznione od przyjecia przepisow krajowych, nad ktérymi obecnie trwajg prace
legislacyjne. Rzagdowy projekt ustawy o zarzadzaniu danymi (Druk 2060) wptynat do Sejmu RP 2
grudnia 2025 r.

Kolejnym aktem prawnym, ktéry zostat przyjety w ramach Europejskiej strategii w zakresie danych,
jest rozporzadzenie Parlamentu i Rady (UE) 2023/2854 z 13 grudnia 2023 r. w sprawie
zharmonizowanych przepiséw dotyczacych sprawiedliwego dostepu do danych i ich wykorzystywania
oraz w sprawie zmiany rozporzadzenia (UE) 2017/2394 i dyrektywy (UE) 2020/1828 (Akt ws. Danych
Dz. Urz. UE L 2023/2854, 22.12.2023.). To rozporzadzenie jest bezposrednio stosowane od 12
wrzesnia 2025 r., a w ramach rzgdowego procesu legislacyjnego rozpoczety sie prace nad projektem
ustawy o sprawiedliwym dostepie do danych i ich wykorzystywaniu (UC114).

Komisja Europejska opublikowata 19 listopada 2025 r. pakiet zmian unijnych regulacji, zwany
Cyfrowym Omnibusem, ktory zaktada istotne zmiany ww. rozporzadzen.

Sukcesywnie bedziemy omawiali obecnie obowigzujgce przepisy prawa oraz przebieg procesu
legislacyjnego na poziomie unijnym i krajowym.
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DGA w pigutce

1. 0Ogdlne informacje o DGA

Akt w sprawie zarzgdzania danymi ma na celu zwiekszenie zaufania do dzielenia sie danymi poprzez
ustanowienie odpowiednich mechanizméw kontroli sprawowanej przez osoby, ktorych dane dotyczg,
i posiadaczy danych nad danymi, ktére ich dotyczg, oraz w celu usuniecia innych barier dla dobrze
funkcjonujacej i konkurencyjnej gospodarki opartej na danych (Motyw 5 DGA). Jest to akt o
charakterze miedzysektorowym, ktérego celem jest ustanowienie ram prawnych wzmacniajgcych
zaufanie do dobrowolnego udostepniania danych.

DGA wprowadza szereg mechanizmdw majacych zapewnic bezpieczny i przejrzysty przeptyw danych,
w szczegolnosci poprzez:

° uregulowanie zasad ponownego wykorzystywania okreslonych kategorii danych pozostajgcych w
posiadaniu podmiotéw sektora publicznego, ktére podlegajg ochronie praw oséb trzecich (tzw.
dane chronione);

° ustanowienie ram prawnych dla dziatalnosci dostawcow ustug posrednictwa w zakresie danych
w celu zwiekszenia zaufania miedzy podmiotami udostepniajgcymi i korzystajgcymi z danych;

e  zachecanie do udostepniania danych w interesie publicznym (altruizm danych);

e ustanowienie Europejskiej Rady ds. Innowacji w zakresie Danych, ktérej zadaniem jest
wspieranie spdjnego stosowania przepiséw i wymiany dobrych praktyk miedzy panstwami
cztonkowskimi.

1. Nowe zadania Prezesa UODO

Zgodnie z brzmieniem projektu ustawy o zarzadzaniu danymi Prezesowi UODO powierzono role
organu witasciwego zaréwno do spraw ustug posrednictwa danych, jak i rejestracji organizacji
altruizmu danych. Projekt ustawy przyznaje takze Prezesowi UODO kompetencje w zakresie
prowadzenia postepowan dotyczgcych naruszen zasad przekazywania danych nieosobowych do
panstw trzecich.
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1. DGA aRODO

Akt w sprawie zarzgdzania danymi i rozporzadzenie (UE) 2016/679 (RODO) sg wobec siebie
komplementarne w ten sposéb, ze RODO reguluje zasady ochrony danych osobowych, natomiast
DGA ustanawia ramy prawne dla ich ponownego wykorzystywania i udostepniania.

Zgodnie z art. 1 ust. 3 DGA to rozporzadzenie pozostaje bez uszczerbku dla RODO, w tym

z uwzglednieniem uprawnien i kompetencji organdw nadzorczych. W przypadku kolizji pomiedzy
niniejszym rozporzadzenia a prawem Unii w dziedzinie ochrony danych osobowych lub prawem
krajowym przyjetym zgodnie z takim prawem Unii pierwszenstwo ma odpowiednie prawo Unii lub
prawo krajowe w dziedzinie ochrony danych osobowych. Jednoczesnie DGA nie tworzy podstawy
prawnej do przetwarzania danych osobowych ani nie ma wptywu na obowigzki i prawa okreslone
w RODO.

1. Wybrane definicje

Artykut 2 DGA okresla katalog definicji, odwotujgc sie do pojec zdefiniowanych w RODO, jak i
wprowadzajgc nowe kategorie pojeciowe.

Dzielenie sie danymi to dostarczanie danych przez osobe, ktdrej dane dotyczg, lub przez posiadacza
danych uzytkownikowi danych do celéw wspdlnego lub indywidualnego wykorzystywania takich
danych na bazie dobrowolnych uméw lub na podstawie prawa Unii lub prawa krajowego,
bezposrednio lub z udziatem posrednika, np. w ramach licencji otwartych lub handlowych, bezptatnie
lub za optatg (pkt 10).

Ustuga posrednictwa danych oznacza ustuge, ktéra ma na celu ustanowienie — za pomocg srodkéw
technicznych, prawnych lub innych — stosunkdw handlowych miedzy — z jednej strony — nieokreslong
liczbg osdb, ktérych dane dotyczg, i posiadaczy danych, oraz — z drugiej strony — uzytkownikami
danych do celéw dzielenia sie danymi, w tym do celéw wykonywania praw oséb, ktérych dane
dotyczg, w odniesieniu do danych osobowych (pkt 11).

Pojecie to nie obejmuje: a) ustug, w ramach ktérych dane sg pozyskiwane od posiadaczy danych i
agregowane, wzbogacane lub przeksztatcane w celu dodania im znaczacej wartosci, a nastepnie
uzytkownikom danych udzielana jest licencja na wykorzystanie uzyskanych w ten sposdb danych bez
ustanawiania stosunku handlowego miedzy nimi a posiadaczami danych; b) ustug skoncentrowanych
na posrednictwie tresci chronionych prawem autorskim; c) ustug, z ktérych korzysta wytgcznie jeden
posiadacz danych w celu umozliwienia wykorzystywania danych bedgcych w jego posiadaniu, lub
ustugi, z ktérych korzysta wiele oséb prawnych w zamknietej grupie, w tym w ramach stosunkow z
dostawcami lub klientami lub wspdtpracy nawigzanej na podstawie umowy, w szczegdlnosci ustug,
ktorych gtdownym celem jest zapewnienie funkcjonalnosci przedmiotow i urzadzen podtaczonych do
internetu rzeczy; d) ustug dzielenia sie danymi oferowanych przez podmioty sektora publicznego,
ktore to ustugi nie majg na celu ustanowienia stosunkéw handlowych.

116



ﬁ INNOWACJE | ZARZADZENIE DANYMI

Zgodnie z art. 10 DGA, ustugi posrednictwa danych obejmuija:

a) ustugi posrednictwa miedzy posiadaczami danych a potencjalnymi uzytkownikami danych, w
tym udostepnianie srodkéw technicznych lub innych umozliwiajgcych swiadczenie takich ustug;
ustugi te mogg obejmowac dwustronng lub wielostronng wymiane danych lub tworzenie
platform lub baz danych umozliwiajgcych wymiane lub wspdlne wykorzystywanie danych, jak
rowniez tworzenie innej specjalnej infrastruktury do stworzenia powigzan miedzy posiadaczami
danych a uzytkownikami danych;

a) ustugi posrednictwa miedzy osobami, ktérych dane dotycza, zamierzajgcymi udostepnic swoje
dane osobowe, lub osobami fizycznymi zamierzajgcymi udostepni¢ dane nieosobowe a
potencjalnymi uzytkownikami danych, w tym udostepnianie srodkéw technicznych lub innych
umozliwiajgcych swiadczenie takich ustug, w szczegdlnosci umozliwiajgcych wykonywanie
ustanowionych w RODO praw o0sdb, ktérych dane dotyczg;

b)  ustugi Swiadczone przez spétdzielnie danych.

Altruizm danych oznacza dobrowolne dzielenie sie danymi na podstawie wyrazonej przez osoby,
ktorych dane dotyczg, zgody na przetwarzanie dotyczgcych ich danych osobowych lub na podstawie
udzielonego przez posiadaczy danych pozwolenia na wykorzystywanie ich danych nieosobowych, bez
zadania ani otrzymania za to wynagrodzenia wykraczajgcego poza zwrot kosztodw poniesionych przez
te osoby lub posiadaczy w zwigzku z udostepnieniem ich danych do celéw lezgcych w interesie
ogolnym okreslonych — w stosownych przypadkach — w prawie krajowym, takich jak opieka
zdrowotna, zwalczanie zmiany klimatu, poprawa mobilnosci, utatwianie opracowywania, tworzenia i
rozpowszechniania statystyk urzedowych, poprawa $wiadczenia ustug publicznych, ksztattowanie
polityki publicznej lub do celéw badan naukowych lezgcych w interesie ogélnym (pkt 16).

1. Wiecej informacji

Zachecamy Panstwa do zapoznania sie z dodatkowymi materiatami poswieconymi Aktowi w sprawie
zarzadzania danymi:

° Wytyczne KE w sprawie DGA
° Webinarium UODO pt. ,Nowe zadania Prezesa UODO w zakresie zarzagdzania danymi.”
° Konferencja naukowa DGA — Innowacyjne zarzadzanie danymi

przepisy prawa oraz przebieg procesu legislacyjnego na poziomie unijnym i krajowym.
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iEDUKACJA

Uczestnicy programu ,, Twoje dane — Twoja sprawa” swietujg XX Dzier Ochrony Danych Osobowych

— edukacja, sSwiadomo$¢ i odpowiedzialnos¢ za dane osobowe w cyfrowym swiecie

Na przetomie stycznia i lutego 2026 r. juz po raz dwudziesty obchodzilismy Dzierh Ochrony Danych
Osobowych. To Swieto, ustanowione przez Komitet Ministrow Rady Europy w rocznice przyjecia
Konwencji nr 108, ktdre przypomina o fundamentalnym znaczeniu prawa do prywatnosci i ochrony
danych osobowych w zyciu kazdego cztowieka. Obchody z tej okazji, organizowane przez szkoty oraz
placowki doskonalenia nauczycieli, stuzg wzmacnianiu swiadomosci mtodych ludzi w zakresie ochrony
danych osobowych oraz ksztattowaniu odpowiedzialnych postaw w swiecie nowych technologii.
Uczestnicy programu podejmujg liczne dziatania informacyjne i spoteczne, ktére nie tylko zwiekszajg
wiedze ucznidw o przystugujgcych im prawach, w szczegdlnosci do ochrony danych osobowych, lecz
takze promujg dobre praktyki w zakresie ochrony prywatnosci. Program edukacyjny , Twoje dane —
Twoja sprawa” od lat wspiera szkoty i placowki doskonalenia nauczycieli w budowaniu kultury
poszanowania danych osobowych, a jednoczesnie rozwija kompetencje cyfrowe uczniéw i nauczycieli,
odpowiadajac na wyzwania wspodfczesnej rzeczywistosci.

W ramach tegorocznych obchodéw przygotowano i udostepniono szkotom materiaty edukacyjne, w
tym kroétka porade z cyklu ,,Warto wiedzie¢” oraz webinarium poswiecone technologii deepfake i
konsekwencjom, do jakich moze doprowadzié jej niewtasciwe uzytkowanie. Przygotowane dla
uczestnikdw programu materiaty sg wykorzystywane podczas lekcji, zaje¢ wychowawczych, wydarzen
tematycznych oraz w szkolnych gazetkach, stajgc sie impulsem do rozmoéw o bezpieczenstwie w sieci,
odpowiedzialnym korzystaniu z technologii i Swiadomym podejmowaniu decyzji w srodowisku
cyfrowym. W niniejszym biuletynie publikujemy réwniez tres¢ porady przekazanej uczestnikom
programu, aby mogta stuzy¢ jako wsparcie do kolejnych dziatan edukacyjnych dla wszystkich oséb
zainteresowanych ochrong danych osobowych dzieci i mtodziezy.

Deepfake — nowe wyzwania dla ochrony danych osobowych i bezpieczenstwa dzieci

Szczegdlne miejsce w tegorocznych obchodach zajeto webinarium skierowane do przedstawicieli
szkot, placdwek doskonalenia nauczycieli oraz rodzicéw i opiekunéw, zatytutowane: ,,Deepfake —
nowe wyzwania w cyfrowym swiecie. Jak zapobiegac i reagowac w trosce o bezpieczenstwo dzieci”.
Podczas spotkania omdéwiono wyzwania, jakie dla ochrony danych osobowych stwarza technologia

deepfake, tj. tresci audio i wideo generowanych z wykorzystaniem sztucznej inteligencji, ktdre moga
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wprowadzac¢ odbiorcéw w btad, narusza¢ prywatnos¢ oraz prowadzi¢ do powaznych konsekwencji dla
0s0b, ktérych dane osobowe, w szczegdlnosci wizerunek, zostaty wykorzystane.
Uczestnicy poznali metody rozpoznawania fatszywych materiatéow, zagrozenia zwigzane z

dezinformacjg oraz sposoby reagowania w sytuacjach kryzysowych w srodowisku szkolnym.

W pierwszej cze$ci webinarium Michat Sajdak (Sekurak.pl) przedstawit techniczne aspekty
funkcjonowania deepfake’éw, ich wykrywania oraz przyktady wykorzystania tej technologii w
cyberatakach. Materiat ukierunkowany byt na zwiekszenie sSwiadomosci uczestnikéw programu
odnosnie do mozliwosci skuteczniejszego rozpoznawania i ostabiania wptywu tego rodzaju atakow.
Druga czesé, prowadzona przez Natalie Misiuk — zastepce Dyrektora Departamentu Inicjatyw
Edukacyjnych UODO - dotyczyta relacji pomiedzy deepfake’ami a ochrong danych osobowych, roli
Prezesa UODO, znaczenia rozmoéw z dzieé¢mi i mtodziezg oraz praktycznych wskazéwek dotyczacych

reagowania na niebezpieczne tresci.

»Warto wiedzie¢” — praktyczne wskazowki dla uczniéw

Integralng czescig dziatan edukacyjnych byta porada z cyklu ,,Warto wiedzie¢”, ktéra w przystepny
sposOb wyjasnia, czym jest deepfake, jakie zagrozenia moze powodowacé oraz jak bezpiecznie
korzystaé z narzedzi opartych na sztucznej inteligencji. Podejmowane dziatania podkreslajg znaczenie
krytycznego podejscia do tresci publikowanych w internecie, koniecznos¢ weryfikowania zrodet
informacji oraz potrzebe reagowania na sytuacje budzace niepokd;j.

Wspalna odpowiedzialnos¢ za przysztosc

Z okazji jubileuszowych obchoddéw XX Dnia Ochrony Danych Osobowych do uczestnikdw programu
»,Twoje dane — Twoja sprawa”, skierowany zostat list od Mirostawa Wréblewskiego, prezesa UODO,
ktory wyrazit w nim uznanie dla dyrektoréw, nauczycieli i ucznidw za ich konsekwentne
zaangazowanie w budowanie kultury ochrony danych osobowych. Podkreslit, ze edukacja — rzetelna,
atrakcyjna i oparta na wartosciach — stanowi jedno z najskuteczniejszych narzedzi przygotowujgcych
mtode pokolenie do swiadomego i bezpiecznego funkcjonowania w cyfrowym sSwiecie.

Tegoroczne obchody po raz kolejny dowiodty, ze ochrona danych osobowych to nie tylko przepisy
prawa, lecz przede wszystkim codzienne wybory, postawy i odpowiedzialno$¢ kazdego z nas. Dzieki
wspoélnym inicjatywom edukacyjnym oraz zaangazowaniu Srodowiska o$wiatowego mozliwe jest
skuteczne budowanie Swiadomosci, ktdra przynosi realne korzysci juz dzis i przektada sie na

dtugofalowe pozytywne zmiany spoteczne.
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i bezpieczenstwa

Deepfake to technologia wykorzystujgca sztuczng inteligencje, ktdra pozwala na tworzenie
fatszywych, ale bardzo realistycznych obrazdw, filméw lub dZzwiekdéw. Moze sprawiac wrazenie,
ze kto$ powiedziat lub zrobit cos, co w rzeczywistosci nigdy sie nie wydarzyto. Technologia ta jest
niestety réwniez wykorzystywana w dziatalnosci przestepczej, kradziezy tozsamosci, wytudzeniach
pieniedzy lub danych osobowych.

Przyktady zagrozen:

emoze kogos osmieszy¢ lub skrzywdzié np. przez przerabianie zdje¢ konkretnej osoby,

emoze by¢ uzywana do oszukiwania ludzi np. do tworzenia fatszywych wiadomosci

lub podszywania sie pod kogos w celu wytudzenia danych osobowych lub pieniedzy,

emoze stac sie narzedziem hejtu, szantazu lub zastraszania,

emoze sprawic, ze trudno odréznic to, co prawdziwe, od tego, co zostato zmanipulowane.

Jak rozpoznaé deepfake? Zwrd¢ uwage na szczegéty m.in:

etwarz, ktdra wyglada nienaturalnie, jest znieksztatcona lub ,nie pasuje” do reszty ciata,

eruchy ust, ktére nie pokrywaja sie z tym, co styszysz,

eruchy ciata, ktére mogg by¢ bardzo nienaturalne lub nierealistyczne,

e7rddto pochodzenia nagrania — sprawdz, czy materiat pochodzi z wiarygodnego i zaufanego Zrddta,
etresé, ktora brzmi nierealnie, absurdalnie albo sprzecznie z tym, co wiesz o swiecie.

Jak bezpiecznie korzystac z takich narzedzi?

enie uzywaj zdje¢ prawdziwych osdb,

enie tworz materiatow, ktére kogos osmieszajg lub mogg przestraszyc,

ejesli tworzysz deepfake na potrzeby zabawy — wyraznie zaznacz, ze materiat jest fatszywy.

Technologia jest narzedziem — decyduj sSwiadomie, w jakim celu jej uzywasz.

PAMIETAIJ!

Technologia deepfake moze by¢ wykorzystana w zaréwno dobrych, jak i ztych
celach. Z jednej strony moze pomédc np. w poprawie jakosci produkcji filmowych
i dzwiekowych. Z drugiej jednak — moze stuzyé do tworzenia fatszywych tresci,
ktore szerzg dezinformacje. Nalezy pamietaé, ze nie wszystko, co znajduje

sie w internecie, jest prawdziwe, a wiele deepfake’éw do ztudzenia przypomina
prawdziwe materiaty. Jesli co$ wzbudza Twoje watpliwosci lub niepokdj

— porozmawiaj o tym z osobg dorosta.
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eDeepfake — to technologia wykorzystujgca sztuczng inteligencje do tworzenia

fatszywych, ale bardzo realistycznych obrazow, filméw lub dzwiekéw w celu pokazania czegos,
co nigdy sie nie wydarzyto. Wykorzystuje do tego techniki uczenia (deep learning) i fatszowania
(fake).

eDeepfake audio — koncentruje sie na manipulacji dzwiekiem i ludzkim gtosem.

Za pomocg tej technologii mozna tworzy¢ fatszywe nagrania gtosowe, w ktérych osoba wydaje
sie mowic lub Spiewac cos, czego w rzeczywistosci nie powiedziata

lub nie zaspiewata. Deepfake audio jest czesto wykorzystywany w tworzeniu fatszywych nagran
rozmow telefonicznych lub przeméwien.

eDeepfake video — polega na manipulacji materiatami filmowymi, w szczegdlnosci twarzami i
ciatami. Dzieki tej technologii mozna stworzy¢ nieprawdziwe materiaty video. Deepfake video
jest uzywane do réznych celéw np. do manipulacji informacjami i tworzenia fatszywych tresci.
eDezinformacja — to celowe rozpowszechnianie fatszywych lub wprowadzajgcych w btad tresci,
informacji, tzw. fake newséw. Technologia deepfake bardzo czesto

jest wykorzystywana do tworzenia takich tresci.

eSztuczna inteligencja — zwana réwniez Al (ang. Artificial Intelligence), to dziedzina informatyki
zajmujaca sie tworzeniem maszyn i systemow, ktore potrafig wykonywaé zadania wymagajace
ludzkiej inteligencji. Obejmuje to takie umiejetnosci

jak rozumowanie, uczenie sie, rozwigzywanie problemdw, postrzeganie i podejmowanie decyzji.
eDane osobowe — to informacje, ktére moga pomadc kogos zidentyfikowad, np. imie

i nazwisko, adres, numer telefonu, e-mail, gtos czy wizerunek. Takich danych

nie powinno sie udostepnia¢ nieznanym osobom i aplikacjom bez potrzeby.
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URZAD OCHRONY DANYCH 0SOBOWYCH

W lutym 2026 Prezes UODO zaprasza na wydarzenie
towarzyszgce obchodom 20. Dnia Ochrony Danych

Osobowych.

28 stycznia 1981 r.

W Strasburgu otwarto do podpisu Konwencje nr 108
Rady Europy - pierwszy prawnie wigzacy
miedzynarodowy akt dotyczacy ochrony danych
osobowych. Dokument wyznaczyt podstawowe
standardy ochrony prywatnosci w Europie i na
Swiecie. Na jego czes¢ 28 stycznia ustanowiono
Dzienrn Ochrony Danych Osobowych.

XIl Dzien Otwarty Urzedu Ochrony Danych Osobowych w Akademii WSB
w Dabrowie Gérniczej

f",@fﬂ,ul Termin: 6 lutego 2026 r.
—1)

Q Miejsce: Akademia WSB w Dgbrowie Gorniczej, ul. Cieplaka 1c.

Wystgpienie Prezesa UODO Mirostawa Wrdblewskiego, pt. ,,Deepfake — ochrona
danych w kontekscie nowych technologii”.
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URZAD OCHRONY DANYCH 0SOBOWYCH

W lutym 2026 Prezes UODO zaprasza na wydarzenie
towarzyszgce obchodom 20. Dnia Ochrony Danych
Osobowych.

28 stycznia 1981 r.

W Strasburgu otwarto do podpisu Konwencje nr 108 Rady
Europy - pierwszy prawnie wigzgcy miedzynarodowy akt
dotyczacy ochrony danych osobowych. Dokument wyznaczyt
podstawowe standardy ochrony prywatnosci w Europie i na
Swiecie. Na jego cze$s¢ 28 stycznia ustanowiono Dzien
Ochrony Danych Osobowych.

XIl Dzien Otwarty Urzedu Ochrony Danych Osobowych w Akademii WSB
w Dagbrowie Gorniczej

&ﬂﬁ Termin: 6 lutego 2026 r.

Q Miejsce: Akademia WSB w Dabrowie Gérniczej, ul. Cieplaka 1c.

Wystgpienie Prezesa UODO Mirostawa Wroblewskiego, pt. ,,Deepfake — ochrona
danych w kontekscie nowych technologii”.

X Konferencja ,,Dzien Ochrony Danych Osobowych w sektorze
medycznym”.

#“ Termin: 9 marca 2026 r.
r
&88 Organizator: Abi Expert i wydawnictwo Presscom

Q Miejsce: Arche Hotel Putawska Residence, Warszawa, ul. Putawska 361.

pt. ,Projektowanie ochrony danych medycznych w swietle deficytow legislacyjnych
w prawie krajowym”. 123

@ Wystgpienie eksperta Departamentu Prawa i Nowych Technologii UODO,
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URZAD OCHRONY DANYCH OSDBOWYCH

Pozostate wydarzenia UODO

Konferencja ,,EHDS 2026. Wiérne przetwarzanie danych osobowych oraz
prawa osob fizycznych”

Termin: 24 marca 2026 r.

Formuta: online

Organizatorzy: Wydziat Prawa i Administracji Uniwersytetu Warszawskiego,

r
8‘82 Instytut Nauk Prawnych Polskiej Akademii Nauk, Prezes Urzedu Ochrony

. |

Danych Osobowych, Wydziat Medyczny Uniwersytetu Warszawskiego

@ Europejska przestrzen danych dotyczacych zdrowia (EHDS) ma na celu uwolnienie
wartosci danych medycznych poprzez umozliwienie zgodnego z prawem, bezpiecznego
i efektywnego wtornego wykorzystania danych do celéw badan i innowacji. Jej
wdrozenie fundamentalnie zmienia podziat obowigzkéw miedzy wtasciwymi organami,
swiadczeniodawcami opieki zdrowotnej, naukowcami i podmiotami prywatnymi oraz na
nowo definiuje ochrone praw podstawowych w obszarze zdrowia cyfrowego. W trakcie
konferencji planowane sg wystgpienia, kiore krytycznie przeanalizujg prawne,
instytucjonalne i praktyczne implikacje wtérnego wykorzystania danych medycznych
w ramach EHDS.
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http://www.uodo.gov.pl/

