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EXECUTIVE SUMMARY

Badanie potrzeb organizacji w zakresie sztucznej inteligencji i ochrony danych
osobowych — podsumowanie kluczowych ustalen

Badanie, przeprowadzone przez Prezesa UODO w dwdch etapach:
- w okresie 21 pazdziernika — 24 listopada 2025 r. metodg iloSciowg (ankieta
online), na prébie 492 organizaciji,
- w styczniu 2026 r. metodg jakosciowg, (zogniskowane wywiady grupowe) dla
7 organizacji parasolowych sektora prywatnego.

Badanie dostarcza pierwszego w Polsce przekrojowego obrazu gotowosci instytucji
publicznych i prywatnych do odpowiedzialnego wdrazania sztucznej inteligenciji (1)
zgodnie z RODO i Al Act. Badanie zrealizowano w ramach dziatan Spotecznego
Zespotu Ekspertéw oraz programu AIDA — Al i Dane Osobowe — Aktywne
Wsparcie. Wyniki stuzg wyznaczeniu priorytetdw wsparcia i interwenciji regulatora.

Profil uczestnikow

Prébe badania ilosciowego zdominowat sektor publiczny (439 organizaciji), w tym
jednostki organizacyjne samorzgdu, administracja lokalna, szkoty, uczelnie,
instytucje kultury i podmioty lecznicze. Podmioty prywatne oraz organizacje
spoteczne stanowity tacznie 11% préby. Strukture te nalezy traktowac jako
eksploracyjng — jej celem jest identyfikacja potrzeb, a nie odwzorowanie rynku.
Komponent jakosciowy badania jest odpowiedzig na potrzebe zgromadzenia
wiekszej wiedzy o potrzebach i wyzwaniach sektora prywatnego.

Wykorzystanie Al

Wyniki pokazujg silng polaryzacje:
e 17% organizacji korzysta z Al w codziennej dziatalnosci (najliczniejsza
odpowiedz pozytywna).
e 43% nie korzysta z Al w ogole.
e Okoto 40% jest w fazie wstepnych testéw, planowania lub zainteresowania.

Najczestsze zastosowania Al to:
e automatyzacja proceséw administracyjnych (41,2%),
e analityka danych (31%),
e obstuga klienta/obywatela — chatboty i voiceboty (28%),
e wsparcie w badaniach i rozwoju (28,2%).



Zdecydowanie dominujg zastosowania operacyjne, usprawniajgce codzienne
zadania — pisanie tekstow, obstuga interesantow, wsparcie komunikaciji,
przygotowanie materiatow dydaktycznych czy podstawowa diagnostyka.
Zastosowania wysokiego ryzyka lub personalizacyjne sg znacznie mniej
rozpowszechnione.

W sektorze prywatnym badanie jakosciowe wykazato istnienie réznice w podejsciu i
Swiadomosci pomiedzy duzymi a matymi przedsiebiorcami oraz branzami.

Al a przetwarzanie danych osobowych

Najbardziej niepokojgce wnioski dotyczg swiadomosci w zakresie danych
osobowych wynikajgce z badania ilosciowego:

e 41% organizacji uwaza, ze opracowywanie Al nie wigze sie z danymi lub nie
wie lub potrafi ocenic¢ tej kwestii. Dodatkowo ponad 30% badanych nie ma
doswiadczenia z opracowaniem systemoéw Al,

e 58,5% deklaruje to samo w przypadku wykorzystania Al.

Odpowiedzi te najczesciej udzielone zostaty przez:
e jednostki organizacyjne samorzadu,
e administracja lokalna,
e szkoty i uczelni,
e instytucje kultury.

Dodatkowo 95,9% organizacji ocenia sie jako nieprzygotowane lub niepewne w
zakresie stosowania RODO w kontekscie Al.

Z badan jakosciowych z kolei w sektorze prywatnym mozna wyciggng¢ wniosek, ze
poziom swiadomosci dotyczgcej przetwarzania danych osobowych w kontekscie Al
jest silnie zréznicowany w zaleznosci od wielkos$ci i typu organizacji.

Zagadnienia potencjalnej bardzo ograniczonej Swiadomosci przetwarzania danych
osobowych to jedna z najwazniejszych barier systemowych ujawnionych w badaniu.

Wyzwania i bariery

Wsrod najwiekszych wyzwan w badaniu ilosciowym dominujg
problemy organizacyjne i regulacyjne:
1. Brak odpowiednich danych do trenowania Al — 435 wskazan
Brak wsparcia jednostki nadrzednej — 432
Brak wsparcia regulatorow — 417
Obawy etyczne i reputacyjne — 367
Skomplikowane regulacje — 359
Brak finansowania — 302
Brak zasobow organizacyjnych — 296

No oA~ LDN
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8. Obawy przed sankcjami — 291
Problemy stricte techniczne (wyjasnialno$¢, bezpieczenstwo) rowniez sg istotne,
lecz nie dominuja.

Tendencje te potwierdza badanie jakosciowe sektora prywatnego, przy czym
dotyczy to przede wszystkim MSP.

Potrzeby kompetencyjne

Organizacje wskazujg przede wszystkim na potrzebe operacyjnej wiedzy
techniczno-prawnej:

e zgodnos¢ Al z RODO (283),

e jakosc¢ danych i dziatanie modeli (275),

e ramy regulacyjne Al (261),

e bezpieczenstwo systemow (257),

e relacje RODO-AI Act (243),

e wyjasnialnosc (219).

Potrzeby te wykraczajg poza standardowe szkolenia z ochrony danych; dotyczg
praktycznych, ztozonych aspektow oceny ryzyka i projektowania systemow Al.

Sektory publiczny i prywatny réznig sie w kontekscie tego, kto przede wszystkim
powinien by¢ adresatem dziatan edukacyjnych. W sektorze publicznym to kadra
zarzgdzajgca wskazywana jest jako kluczowa dla wdrozenia Al, w sektorze
prywatnym z kolei, wiedza niezbedna jest przede wszystkim na poziomie
operacyjnym i eksperckim.

Preferowane formy wsparcia ze strony Prezesa UODO

Najwyzej ocenione narzedzia (skala 1-5):
e praktyczne wytyczne — 4,57,
e szkolenia dla kadry zarzgdzajacej — 4,42,
e checklisty i narzedzia oceny — 4,32,
e repozytoria zagrozen i dobrych praktyk — 4,32,
e wzorcowe DPIA —4,27.

Oczekiwane jest przede wszystkim wsparcie praktyczne, mozliwe do wdrozenia
bezposrednio w organizacjach.

Gotowos¢ do wspoétpracy

Deklaracje respondentéw wskazujg na bardzo wysokg gotowos¢ uczestnictwa:
e warsztaty i szkolenia — 439 organizaciji,
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dzielenie sie dobrymi praktykami — 199,
konsultacje publiczne — 144,
prace zespotow eksperckich — 108.

Réwnoczesnie 75,2% organizacji nie posiada ekspertow, ktdrzy mogliby
wspotpracowaé z UODO — co oznacza rosngcg zaleznos$¢ od zewnetrznych zrodet
kompetenciji.

Badanie jakosciowe wykazato z kolei gotowos¢ aktywnej partycypacji w programach
edukacyjnych i kampaniach informacyjnych przez instytucje parasolowe.

Najwazniejsze trendy

1.
2.

B w

Al jest wdrazana operacyijnie.

Wystepuje systemowa luka sSwiadomosci dotyczgca roli danych osobowych
w Al

Wyzwania organizacyjne i regulacyjne przewazajg nad technologicznymi.
Rosng potrzeby kompetencyjne w obszarach techniczno-prawnych.
Organizacje oczekujg praktycznych narzedzi, nie deklaratywnych
wskazowek.

Istnieje wysoka gotowos¢ do wspotpracy przy réwnoczesnym braku zasobow
eksperckich.

. Wozrasta oczekiwanie by Prezes UODO byt dostawcg wiedzy i standardéw.

Rekomendacje strategiczne

Podjecie nastepujgcych dziatah podnoszgcych swiadomosgé:

1.

Pakiet ,,Al Compliance Starter” — polityki, procedury, rejestry, checklisty,
wzorcowe DPIA.

Interpretacja ,,RODO + Al Act” — praktyczne wyjasnienie rol i obowigzkow.
Sektorowe sciezki wsparcia — dla samorzgaddéw, edukacji, zdrowia, uczelni,
kultury, MSP.

Repozytorium zagrozen i dobrych praktyk — zgodnie z najwyzszymi
oczekiwaniami respondentéw.

Program edukacji techniczno-prawnej — dwupoziomowy (zarzgadzajgcy
(szczegodlnie sektor publiczny) + operacyjni (sektor publiczny i prywatny)).
Warsztaty i sesje Q&A,

Narzedzia decyzyjne utatwiajgce ocene, czy Al przetwarza dane osobowe .
Sieé praktykow Al przy UODO - platforma wspotpracy i aktualizaciji
standardow.

Szeroka kampania spoteczna umozliwiajgca dotarcie z informacjami i
materiatami do jak najszerszego kregu odbiorcéw w catym kraju
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|. PODSUMOWANIE BADANIA

1.1 Wprowadzenie

Dynamiczny rozwaj technologii sztucznej inteligencji (Al) w administracji publicznej,
edukacji, ochronie zdrowia, kulturze i przedsiebiorstwach powoduje koniecznosc¢
ustanowienia jasnych, praktycznych ram zgodnosci z RODO i Aktem o Sztucznej
Inteligenciji (Al Act).

W tym kontekscie Prezes UODO, realizujgc cele Planu dziatan w zakresie
zgodnego z prawem projektowania i wdrazania systemoéw Al , przeprowadzit
ogolnopolskie badanie potrzeb organizacji z roznych sektorow.

Badanie jest czescig programu AIDA — Al i Dane Osobowe — Aktywne Wsparcie ,
ktérego zadaniem jest rozpoznanie luk kompetencyjnych i organizacyjnych oraz
okreslenie zakresu wsparcia, jakie powinien zapewni¢ organ nadzorczy.

1.2. Cel badania

Badanie zostato przeprowadzone w celu identyfikaciji:

e rzeczywistych potrzeb organizacji w zakresie odpowiedzialnego i zgodnego
z RODO wykorzystywania sztucznej inteligencij,

e obszarow, w ktérych niezbedne jest wsparcie edukacyjne, techniczne i
prawne ze strony Prezesa UODO,

e stopnia przygotowania organizacji do opracowywania i wykorzystywania
systemoéw Al,

e poziomu Swiadomosci dotyczgcej przetwarzania danych osobowych w
kontekscie Al,
najwiekszych barier, wyzwan oraz obszarow ryzyka,
preferowanych form wsparcia i deklarowanej gotowosci do wspétpracy z
Prezesem UODO.

Badanie jest elementem realizacji Planu dziatan Prezesa UODO w zakresie
wspierania zgodnego z prawem projektowania i wdrazania systemoéw Al i
stanowi komponent projektu AIDA (Al i Dane Osobowe — Aktywne Wsparcie) .

1.3 Metodologia

Badanie miato charakter mieszany - ilosciowo-jakosciowy.
Badanie ilosciowe zostato przeprowadzone za pomocg internetowej ankiety
(formularz AIDA).

Parametry badania:
e Okres zbierania danych: 21 pazdziernika — 24 listopada 2025



Liczba odpowiedzi: N = 492 organizacje
Sredni czas wypetnienia: ok. 10 minut
Jednostka analizy: pojedyncza organizacja

Zakres tematyczny ankiety obejmowat:

aktualne wykorzystanie Al (pytanie 8),

zwigzki Al z przetwarzaniem danych osobowych (pytania 10-11),
gotowos¢ organizacji do zapewnienia zgodnosci Al z RODO,
najwieksze wyzwania organizacyjne, prawne i techniczne (pytanie 13),
potrzeby kompetencyjne zespotdéw (pytanie 14),

preferowane formy wsparcia Prezesa UODO (pytanie 15),

dziatania, w ktérych organizacje chcg uczestniczy¢ (pytanie 16).

Uwagal

Grupa respondentow nie byta reprezentatywna, czyli proporcje odpowiedzi z réznych
sektorow nie odpowiadajg rzeczywistemu udziatowi tych typéw podmiotéw w catym
sektorze w Polsce. Stgd badanie ma charakter eksploracyjno-poréwnawczy,
ktérego zatozeniem jest sprawdzenie ogolnych postaw i zaleznosci, a nie badanie
réznic pomiedzy réoznymi typami podmiotow.

Badanie jakosciowe, uzupetniajgce, objeto dwie sesje zogniskowanych wywiadow
grupowych (jedng online, jedng stacjonarnie). Wywiady odbyty sie w styczniu 2026 z
przedstawicielami siedmiu organizacji parasolowych sektora prywatnego.

Celem czesci jakosciowej badania byto uzupetnienie wiedzy z sektora prywatnego,
nisko reprezentowanego w badaniu ilosciowym.

1.4 Profil badanych podmiotéw

Struktura proby badania ilo$ciowego:

Sektor publiczny — 439 podmiotéw
Sektor prywatny — 39
Organizacje spoteczne i branzowe — 19



Typy podmotow wedtug sektorow (N=492)

organizacje spoteczne i

sektor prywatny

sektor publiczny

W podziale szczegoétowym w sektorze publicznym wyrézniamy (pytanie 2):

e Jednostki organizacyjne samorzgdu — 108
e Administracja samorzgdowa — 88
e Uczelnie / instytuty badawcze — 69
e Podmioty lecznicze publiczne — 65
e Szkoty (podstawowe i Srednie) — 48
e Instytucje kultury — 32
e Administracja centralna — 10
e Inne-19
Whnioski:

e Badanie jest silnie zdominowane przez sektor publiczny — zaréwno
administracje samorzgdowa, jak i jednostki organizacyjne, edukacje, zdrowie i
kulture.

e Podmioty prywatne oraz przedstawiciele organizacji spotecznych i
branzowych réwniez wziety udziat w badaniu, jednak stanowity istotna
mniejszos¢ (tgcznie 11% proby badania ilosciowego).



1.5 Wykorzystywanie Al (pyt. 81 9)
Czy organizacje korzystaja z Al?

Czy obecnie wykorzystujg Panstwo technologie sztucznej inteligencji?
(N=492)

Planujemy wdrozenie w
najblizszym czasie

Tak, w codziennej
dziatalnosci

Nie

Jestesmy
zainteresowani, ale nie
wiemy jak zaczgé

W fazie pilotazu/testow

0 50 100 150 200 250

Count of 8. Czy obecnie wykorzystujg Panstwo technologie sztucznej inteligenc;ji (Al)?

Wyniki (N=492):
e Nie—210 (42,7%)

e Tak, w codziennej dziatalnosci — 82 (16,7%)
o Jestesmy zainteresowani, ale nie wiemy jak zacza¢ — 80 (16,3%)
e Planujemy wdrozenie w najblizszym czasie — 61 (12,4%)
e W fazie pilotazu/testow — 59 (12,0%)
Analiza:

e \Wsrdd odpowiedzi pozytywnych, najczesciej wystepuje: ,,Tak, w codziennej
dzialalnosci” — 82 organizacje

e Al jest realnie obecna w operacjach codziennych znacznej liczby
podmiotow.
Jednoczesnie ok. 43% nie stosuje Al w ogole.
Okoto 40% znajduje sie w fazie pilotazu, zainteresowania lub planowania.

Badanie jakosciowe odnoszgce sie do sektora prywatnego: Badanie wskazato
na réznice w podejsciu i Swiadomosci pomiedzy duzymi a matymi przedsiebiorcami
oraz branzami, a takze na ewolucje trendéw od poczatkowego entuzjazmu do
bardziej dojrzatego wdrozenia rozwigzan. Czesc¢ przedsiebiorcéw (szczegdlnie tych
wiekszych, posiadajgcych zasoby, lub tych merytorycznie zwigzanych z Al),
podchodzi do Al z wiekszg dojrzatoscig, m.in. opracowujgc polityki wewnetrzne i
skupiajgc sie na konkretnych zastosowaniach, a nie na ogolnych modelach.
Réwnoczesnie w opinii czesci respondentow, poczatkowy entuzjazm opadt, a
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przedsiebiorcy zaczeli dostrzegac¢ koszty i ztozonos¢ wdrozen. Zwrécono rowniez
uwage na obawy dotyczace bezpieczenstwa danych i zaufania do dostawcow
narzedzi Al, szczego6lnie w kontekscie narzedzi od duzych spotek technologicznych.

Interpretacja:

e Wyniki wskazujg na rozne poziomy dojrzatosci wykorzystania Al w badanych
organizacjach. W sektorze prywatnym stopien dojrzatosci zalezy przede
wszystkim od wielkosci przedsiebiorstwa oraz branzy. Duzi przedsiebiorcy
oraz organizacje dysponujgce odpowiednimi zasobami i kompetencjami
podchodzg do wdrozenia Al w sposob bardziej Swiadomy.

e Interpretujgc wyniki zwtaszcza badania jakosciowego, mozna zauwazy¢, ze
poczatkowy entuzjazm wobec Al ustepuje miejsca bardziej realistycznemu
podejsciu, gdzie przedsiebiorcy zaczynajg dostrzegac nie tylko potencjalne
korzysci, ale rowniez wyzwania zwigzane z kosztami, ztozonoscig wdrozenh
oraz ryzykiem zwigzanym z bezpieczenstwem danych i zaufaniem do
dostawcow technologii.

e Brak powszechnej dojrzatosci technologicznej stwarza potencjat dla wsparcia
odpowiedzialnego wdrazania Al, zwlaszcza w mniejszych podmiotach oraz
tych, ktore dopiero rozwazajg adopcje rozwigzan opartych o sztuczng
inteligencje.

Zakres wykorzystania Al w badanych organizacjach

Jakie zastosowania Al sa/beda stosowane w Panstwa instytuc;ji? [mozliwos¢
wielokrotnego wyboru] N=492

Automatyzacja
procesow
administracyjnych

Analityka danych i

proghozowanie

Personalizacja ustug

Obstuga klienta,
obywatela (chatboty,
voiceboty)

Wsparcie w
badaniach i rozwoju

0 50 100 150 200 250
Wyniki (N=492):

Analiza:
e Automatyzacji proceséw administracyjnych 203 (41,2%)
e Analityka danych i prognozowanie 153 (31%)
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Personalizacja ustug 55 (11,1%)
Obstuga klienta, obywatela (chatbot’y, voicebot’y) 138 (28%)
Wsparcie w badaniach i rozwoju 139 (28,2%)
Inne przyktady wykorzystania systemow Al:
— chat GPT
—  pisanie tekstow, pomoc w opracowywaniu pomocy dydaktycznych
— dziatania komunikacyjne (opracowanie materiatéw tekstowych,
graficznych i AV)
— diagnostyka
— wsparcie dla urzednikow w procesie stanowienia prawa i
podejmowania decyzji
Znaczna czesc¢ organizacji korzystajgcych z systemow Al przede wszystkim
stosuje je jako wsparcie administracyjne lub komunikacyjne, usprawniajgce
codzienne zadania.

Badanie jakosciowe: Badanie potwierdzito powyzsze tendencje. Wsrod
konkretnych obszary zastosowan Al, respondenci wskazali na automatyzacje
proceséw administracyjnych, analityke danych, personalizacje ustug oraz wsparcie
dla pracownikéw poprzez chatboty i narzedzia wewnetrzne, jak rowniez
wykorzystanie generatywnych narzedzi Al do tworzenia nowych tresci czy
materiatéw, np. reklamowych i komunikacyjnych.

Interpretacja:

Al jest wykorzystywana przede wszystkim jako narzedzie usprawniajgce
procesy administracyjne i komunikacyjne, a nie jako technologia decyzyjna
lub wysokiego ryzyka.

Zastosowania o charakterze eksperckim i specjalistycznym rosna, ale
pozostajg znaczgco mniej rozpowszechnione.

Przewage majg zastosowania operacyjne, wspierajgce codzienng prace
pracownikow i urzednikdéw, tym co wykazato badanie jakosciowe majgce na
celu zwigkszenie efektywnosci pracy i komunikacji wewnagtrz organizacji.
Niedoszacowanie niektorych obszaréw uzycia zwtaszcza w kontekscie prac
biurowych, w tym odnoszgcych sie do tworzenia tekstéw, moze wynikac ze
zjawiska niekontrolowanego wykorzystywania Al przez pracownikdw, tj. tzw.
shadow Al.
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1.6 Al a zarzadzanie danymi (pyt. 10-12)

Opracowywanie systeméw Al a dane osobowe (pytanie 10)

Czy w Panstwa organizacji opracowanie systemoéw Al bedzie sie wigzaé lub wigze sie
z przetwarzaniem danych osobowych?

Tak, w ograniczonym zakresie

Nie wiem

Nie

Tak, w duzym stopniu

Nie pracujemy nad wkashymi systemami Al

Wyniki (N=492):
Nie pracujemy nad wlasnymi systemami Al — 153 (31,1%)

Analiza:

Nie — 133 (27,0%)

Tak, w ograniczonym zakresie — 75 (15,2%)
Nie wiem — 69 (14,0%)

Tak, w duzym stopniu — 62 (12,6%)

e 41% organizacji uwaza, ze opracowywanie Al nie wigze sie z przetwarzaniem
danych osobowych lub nie potrafi ocenic¢ tej kwestii. Dodatkowo ponad 30%
badanych nie ma doswiadczenia z opracowaniem systemoéw Al.

e Profil sektorowy podmiotow, ktére odpowiedziaty ,Nie”, ,Nie wiem”, ,Nie
pracujemy...” (355 organizaciji):

o

o O O O O

O

Jednostki organizacyjne samorzgdu — 89
Administracja samorzgdowa — 67
Uczelnie / instytuty badawcze — 52
Szkoty — 38

Podmioty lecznicze — 33

Instytucje kultury — 25

Inne — 11

Administracja centralna — 6

Badanie jakosciowe: Poziom swiadomo$ci dotyczacej przetwarzania danych
osobowych w kontekscie Al w sektorze prywatnym respondenci wigzali ze strukturg
organizacji, wskazujgc na wysokg swiadomos¢ u duzych przedsiebiorcéw oraz
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istotne braki edukacyjne u mniejszych podmiotéw, a takze na potrzebe praktycznych
szkolen i wytycznych. Respondenci wskazali, ze wielu przedsiebiorcow deklaruje
znajomosc¢ obowigzkow zwigzanych z RODO, jednak rzeczywista zgodnosc jest
trudna do osiggniecia, a obawy dotyczgce bezpieczenstwa danych sg jednym z
gtbwnych powodow niewdrazania Al.

Interpretacja:

o Najwieksze luki Swiadomosci wystepujg u podmiotow, ktore tradycyjnie
przetwarzajg duzg ilos§¢ danych osobowych: samorzady, uczelnie i osrodki
edukacyjne, zdrowie, kultura, a takze u mniejszych przedsiebiorcow.

e / badan jakosciowych w sektorze prywatnym mozna wyciggng¢ wniosek, ze
poziom Swiadomosci dotyczgcej przetwarzania danych osobowych w
kontekscie Al jest silnie zréznicowany w zaleznosci od wielkosci i typu
organizacji. Duzi przedsigbiorcy charakteryzujg sie wyzszg Swiadomoscig i
lepszg znajomoscig przepisow, jednak u mniejszych podmiotow wcigz
wystepujg powazne braki edukacyjne oraz potrzeba praktycznych szkolen i
jasnych wytycznych. Pomimo deklarowanej znajomosci obowigzkow
wynikajgcych z RODO, rzeczywiste wdrozenie zgodnych z prawem rozwigzan
jest dla wielu organizacji wyzwaniem, a obawy zwigzane z bezpieczenstwem
danych stanowig istotng bariere dla wdrazania systemoéw Al.

e Wyniki w obu sektorach wskazujg, ze skuteczna implementacja zgodnosci Al
z przepisami o ochronie danych osobowych wymaga podnoszenia
Swiadomosci juz na bardzo podstawowym poziomie poczgwszy od aspektdéw
definicyjnych.
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Wykorzystywanie systeméw Al a dane osobowe (pytanie 11)

Czy w Panstwa organizacji wykorzystanie systeméw Al bedzie sie
wigzac€ lub wigze sie z przetwarzaniem danych osobowych?

Tak, w ograniczonym zakresie

Nie wiem

Nie

Tak, w duzym stopniu

Wyniki (N=492):

Nie — 188 (38,2%)

e Tak, w ograniczonym zakresie — 117 (23,8%)
e Nie wiem — 100 (20,3%)
e Tak, w duzym stopniu — 87 (17,7%)

Analiza:

e tgcznie 58,5% podmiotow uwaza, ze wykorzystywanie Al nie wigze sie z

danymi osobowymi lub nie umie tego oceni¢.
Profil sektorowy (,Nie” + ,Nie wiem”, N = 288):
Jednostki organizacyjne samorzadu — 74
Administracja samorzgdowa — 59
Uczelnie / instytuty — 42

Szkoty — 36

Podmioty lecznicze — 23

Instytucje kultury — 19

Inne — 10

Administracja centralna — 3

o O O O O O O O

Interpretacja:

Zjawisko nieidentyfikowania zwigzku miedzy Al a danymi osobowymi, uwzgledniajgc
wskazywany zakres obecnego lub planowanego wykorzystywania narzedzi, jest
systemowe, obejmuje wiekszos¢ badanych sektorow i wskazuje na istotng luke
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kompetencyjng, ktéra odnosi¢ sie moze zarowno do kwestii podstawowych,
definicyjnych (pojecie danych osobowych) jak i kwestii zarzgdzania danymi.

5.3. Ocena wlasna poziomu gotowosci organizacji do stosowania przepiséw
RODO w kontekscie opracowywania i wykorzystania Al

Jak oceniajg Panstwo poziom gotowosci swojej organizacji do stosowania
przepiséw RODO w kontekscie opracowywania i wykorzystania Al?

Bardzo dobrze przygotowani

Raczej nieprzygotowani

Trudno powiedzie¢

Raczej przygotowani

Zupetnie nieprzygotowani

Wyniki (N=492):
e Bardzo dobrze przygotowani - 4,1%
e Raczej przygotowani - 25%
e Raczej nieprzygotowani - 20,3%
e Zupetnie nieprzygotowani - 5,7%
e Trudno powiedzie€ - 44,9 %
Analiza:
* 95,9 % organizacji ocenia sie jako niegotowych lub niepewnych co do
gotowosci do stosowania przepiséw RODO w kontekscie wykorzystania Al.

Interpretacja:

*  Wynik wskazuje to na powazng luke kompetencyjng i/lub organizacyjng, ktéra
moze znaczgco ogranicza¢ wdrazanie technologii opartych na sztucznej
inteligencji. Brak pewnosci co do zgodnosci z regulacjami tworzy¢ moze
klimat ostroznosci i ryzyka, co w praktyce moze prowadzi¢ do wstrzymywania
inicjatyw technologicznych oraz utrudnia rozwdj innowacji w instytucjach.

16



1.7 Wyzwania, potrzeby i oczekiwane obszary wsparcia

Najwieksze wyzwania (pytanie 13)

Jakie sg najwigksze wyzwania, z jakimi mierzy sie Panstwa organizacja w zakresie Al i ochrony

danych osobowych? [mozliwos¢ wielokrotnego wyboru]

B TAK W NIE

Brak wystarczajgce] w&:t’i‘zﬁy‘ zAxﬁp%ang 202 290
Niewystarczajace wsparcie ?;imi:‘;g 158 334
2g0dnatel (ozas, butzet, peranah 296 196
Brak wewnegtrznych pohtyklgyrgiceerﬁgcvd’l\al 239 253
Trudnosci w zapewn\enxy]parzsﬁj‘;zllegocsic;\: 176 316
O Enaiegi donyezacych proceur 181 311
O zane 25 sicsowaniot A 367 125
e P ]
nadragaeordarisag) macereyeie 432 60
T bcsen dameh 98 394
Gy CaobouyEn do ko A 435 57
Brak finansowania dla tego typu dziatar 302 190
Skomplikowane regulacje dotyczace Al 359 133
Brak regulacji dot\:géjaecgyocg:\kltg:: 185 307
Brak wsparcia ze strony regulatoréw 417 75

100 200 300 400 500

Analiza:

TOP 5 wyzwan (liczba wskazan ,,Tak”):

1.

2.

3.

4.
5.

Brak odpowiednich danych, w tym danych osobowych, ktére moga
stuzy¢ do szkolenia Al - 435

Brak wsparcia ze strony jednostki nadrzednej/organizacji macierzystej -
432

Brak wsparcia ze strony regulatoréw - 417

Obawy etyczne lub reputacyjne zwigzane ze stosowaniem Al - 367
Skomplikowane regulacje dotyczace Al - 359

Kolejne wysokie wskazania:

1.

NOoOgRD

co

9.

Brak finansowania dla tego typu dziatan - 302

Brak zasob6w do zapewnienia zgodnosci (czas, budzet, personel) - 296
Obawy przed sankcjami lub naruszeniem przepiséw - 291

Brak wewnetrznych polityk/procedur dla systemoéw Al — 239

Brak wiedzy o Al i RODO - 202

Brak regulacji sektorowych — 185

Obawy zwigzane z wdrozeniem nowych technologii i dotyczacych ich
procedur — 181

Trudnosci z przejrzystoscia i wyjasnialnoscig Al — 176
Niewystarczajgce wsparcie prawne/techniczne — 158

Badanie jakosciowe: Jako najwieksze wyzwania uczestnicy grup fokusowych
wskazali skomplikowane regulacje, brak wsparcia ze strony regulatoréw,
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niedostateczng wiedze oraz potrzebe praktycznych materiatow i szkolen,
szczegolnie dla mniejszych przedsiebiorstw.
Interpretacja:

e Zidentyfikowane wyzwania pokazujg, ze gtdwne bariery we wdrazaniu Al majg
charakter organizacyjny i regulacyjny. Brak wsparcia ze strony jednostek
nadrzednych i regulatorow, niedostatek odpowiednich danych oraz ztozonos¢
przepisow tworzg srodowisko niepewnosci, ktdre zniecheca instytucje do
podejmowania dziatan. Dodatkowo obawy etyczne i reputacyjne wzmacniajg
ostroznos¢ organizacji. W rezultacie adopcja Al jest ograniczana nie przez
technologie samg w sobie, lecz przez brak jasnych ram, zasobow i
bezpiecznych warunkow do jej odpowiedzialnego wykorzystania.

e \Wyzwania organizacyjne i regulacyjne dominujg nad barierami stricte
technologicznymi, z zastrzezeniem zwigzanym z obawami o brak
dostepnosci odpowiednich danych, w tym danych osobowych.

e Tendencje te potwierdza badanie jakosciowe sektora prywatnego, w ktérym
wskazano, ze adopcja Al jest ograniczana przede wszystkim przez brak
jasnych ram prawnych, niedostateczne zasoby oraz obawy zwigzane z
odpowiedzialnoscig i zgodno$cig z regulacjami, a zatem bariery o naturze
organizacyjnej oraz regulacyjnej. Zwréci¢ uwage jednak, ze dotyczy to przede
wszystkim MSP, ktére nie dysponujg zasobami poréwnywalnymi do duzych
przedsiebiorcow i sg przez to bardziej narazone na trudnosci zwigzane z
wdrazaniem nowych technologii.

Obszary wymagajace rozwoju kompetenciji (pyt. 14)

Jakie obszary zwigzane z Al i RODO wymagajg wedtug Panstwa dodatkowego rozwoju kompetencji w zespole? [mozliwos¢ wielokrotnego
wyboru]

Aspekty techniczne zgodnosei Al w
ogolnosci 55.89%
Aspekty techniczne zapewnienia
zgodnosci Al z RODO 57.52%
Ogolne ramy regulacyjne dotyczace
Al 53.05%

Relacje RODO do innych aktéw
prawnych, w tym Al ACT FD
Legalizacja przetwarzania danych 35.77%
osobowych (trenowaniu i wykorzyst... i
Przejrzysto$¢ i wyjasnialnosé o
systemow Al LB
Okreslanie celu przetwarzania danych
osobowych w kontekscie Al 26.22%
Dyskryminacja algorytmiczna 17.07%
Sposoby realizowania prawa o0sob, 25.20%
ktérych dane dotycza na réznych et. -
Metody analizy ryzyka zgodnosci i
bezpicczensiwa | 36.59%
Bezpieczenstwo systemow Al i 52.04%
typowe zagrozenia dotyczace Al ‘ =
Uwzgledniania ochrony danych w
fazie projektowania [ 27.03%
Przeprowadzania oceny skutkéw dla 33.94%

ochrony danych przy wdrazaniu Al
Oceny jakosci danych w celach 0
treningowych 17.28%
Zaleznosci pomigdzy cechami danych 20.33%
a negatywnym wplywem na uzytko... -

0.00% 20.00% 40.00% 60.00%

Jakie obszary zwigzane z Al i RODO wymagajg wedfug Parnstwa dodatkowego rozwoju kompetencji w zespole?

Analiza:
Najczesciej wskazywane potrzeby kompetencyjne:
1. Aspekty techniczne zgodnosci Al z RODO - 283
2. Techniczne podstawy dziatania modeli i jakosé danych — 275
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Ogdline ramy regulacyjne dot. Al — 261
Bezpieczenstwo systemoéw Al i zagrozenia — 257
Relacje RODO-AI Act — 243

Przejrzystosc¢ i wyjasnialnosé — 219

o gk w

W dalszej kolejnosci:

Analiza ryzyka - 180

Legalizacja danych przy trenowaniu Al - 176

DPIA dla Al - 167

Uwzglednianie ochrony danych w fazie projektowania - 133
Prawa osob, ktérych dane dotyczg - 124

Ocena jakosci i zakresu danych — 85

o gk wnN P

Badanie jakosciowe: Respondenci wywiadéw grupowych sektora prywatnego, w
przewazajgcej wiekszosci wskazali, ze priorytetem powinna by¢ analiza ryzyka -
punkt wyjscia przy wdrazaniu Al, szczegodlnie w kontekscie ochrony danych
osobowych. Opracowanie wytycznych i wzorcowej dokumentacji w tym zakresie jest
kluczowe dla mniejszych organizacji. Po analizie ryzyka nalezy skupi¢ sie na
aspektach technicznych, takich jak zrédta danych i zabezpieczenia, co jest
szczegolnie istotne dla zespotdw inzynierskich i praktykéw. Szkolenia powinny by¢
kierowane przede wszystkim do specjalistow i os6b bezposrednio odpowiedzialnych
za wdrozenia Al, a nie do kadry zarzgdzajgcej, a materiaty powinny by¢ proste i
praktyczne. Opracowanie praktycznych wytycznych powinno by¢ poprzedzone
warsztatami i sesjami Q&A, ktére pozwolg na zebranie stanowisk i przyktadow z
réznych branz, co utatwi dopasowanie materiatdw do rzeczywistych potrzeb
poszczegdlnych branz.

Interpretacja:

e Potrzeby kompetencyjne organizacji nie ograniczajg sie do ogdolnego,
deklaratywnego rozumienia sztucznej inteligencji czy przepisow prawa.
Instytucje potrzebujg przede wszystkim konkretnej, operacyjnej wiedzy
techniczno-prawnej, ktéra pozwoli im realnie dziata¢: rozumiec, jakie dane
mogg bezpiecznie przetwarzac, jak zgodnie z RODO wdrazac i testowaé
rozwigzania Al, jak oceniacC ryzyka oraz jak interpretowac ztozone regulacje w
codziennej praktyce.

e Odnotowac nalezy, ze o ile wyzwania, ktére byty przedmiotem pytania 13
dotyczg gtéwnie aspektdw organizacyjnych i regulacyjnych to w badaniu
ilosciowym w odpowiedziach na temat potrzeb wiedzowych dominuja w
pierwszej kolejnosci obszary stricte technologiczne.

e Sektory publiczny i prywatny roznig sie w kontekscie tego, kto przede
wszystkim powinien by¢ adresatem dziatan edukacyjnych. W sektorze
publicznym to kadra zarzadzajgca wskazywana jest jako kluczowa dla
wdrozenia Al (nadaje ton dziatania organizacji), w sektorze prywatnym z kolei
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wiedza niezbedna jest przede wszystkim na poziomie operacyjnym i
eksperckim.

W badaniu jakosciowym sektora prywatnego podkreslana jest
partycypacyjna forma tworzenia materialéw. Praktyczne wytyczne powinny
powstawaé w oparciu o warsztaty i sesje Q&A, pozwalajgce zebraé
doswiadczenia oraz przyktady z ro6znych branz.

Formy wsparcia Prezesa UODO (pyt. 15)

Ktére z ponizszych form wsparcia PUODO w obszarze dostepu do wiedzy i rozwoju kompetencji sg dla Panstwa przydatne? (1 = zbedne,
5 = bardzo potrzebne)

stosowania Al zgodnie z RODO

zarzadzajacej ze zgodnosci Al z
Szkolenia dla specjalistow Al z

Platforma wspotpracy i wymiany

Opracowanie wzorcowych np

1 M2 W3 4 M5

Praktyczne wytyczne dla

Szkolenia dla kadry

S
fe-]
0

-1
@
&

&

RODO i checklisty

Publiczne konsultacje z
ekspertami UODO

0: 8!

o
=
=
=
3
o
=
o
=
@

N
=
Ll

127

N
@
N
-]
@
O

wiedzy
Dobre praktyki dla danego
sektora

Warsztaty i sesje Q&A z
ekspertami

|

N
[t=]

analiz ryzyka, DPIA dia Al

Opracowanie repozytoriow 23

200 300 400 500

o
o
o

Analiza:
Srednie ocen (1-5):

1.

N TR WDN

9.

Praktyczne wytyczne dot. stosowania Al zgodnie z RODO - 4,57
Szkolenia dla kadry zarzadzajacej — 4,42

Szkolenia + checklisty / szablony do oceny projektow Al — 4,32
Repozytoria zagrozen i dobrych praktyk — 4,32

Wzorcowe DPIA / analizy ryzyka — 4,27

Dobre praktyki sektorowe — 4,22

Warsztaty i Q&A — 4,03

Platforma wspétpracy — 3,98

Konsultacje sektorowe — 3,72

Badanie jakosciowe: Respondenci zgtosili potrzebe opracowania prostych,
obrazkowych materiatéw edukacyjnych, diagramow decyzyjnych oraz praktycznych
wytycznych, ktére pomogg mniejszym przedsiebiorcom zrozumiec¢ i wdrozy¢
wymagania zwigzane z RODO i Al.

Interpretacja:

Potrzeby edukacyjne i dostepu do wiedzy sg duze. Organizacje oczekujg
przede wszystkim narzedzi operacyjnych — wytycznych, checklist, DPIA —
oraz kierunkowych dziatan edukacyjnych o charakterze praktycznym.
Organizacje najbardziej cenig sobie dziatania praktyczne i operacyjne, ktore
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mozna bezposrednio wykorzysta¢ w pracy, co podkresla potrzebe tworzenia
narzedzi i szkolenn odpowiadajgcych na realne wyzwania wdrazania Al w
sposob zgodny z RODO, a zatem bardzo ukierunkowane na konkretne
potrzeby, niz ogolne.

Tendencja wynikow wskazuje na praktyczne podejscie organizaciji, ktore
oczekujg wsparcia w postaci konkretnych narzedzi i materiatow
edukacyjnych, a mniej sg zainteresowane udziatem w procesach
konsultacyjnych czy opracowywaniu materiatow.

W badaniu jakosciowym zwracano uwage na tworzenia prostych, zwlaszcza
opartych na formach graficznych, materiatéw edukacyjnych.

Gotowos¢ do udziatu w dziataniach Prezesa UODO (pyt. 16)

W jakich dziataniach realizowanych przez PUODO chcieliby Panstwo wzig¢
udziat? (N=492)

Udziat w konsultacjach 29.27%

publicznych

Udziat w warsztatach i 89.23%

szkoleniach

Zaangazowanie eksperta 21.95%

w prace grup roboczych

Opracowanie materiatéw 27.24%

Wspétorganizacja dziatan

edukacyjnych

Rozpowszechnianie
materiatow edukacyjnych 37.60%

edukacyjnych

Dzielenie sie dobrymi 40.45%

praktykami

0.00% 25.00% 50.00% 75.00%

Analiza:
Liczba wskazan:

1.

O NO Ok WN

Warsztaty i szkolenia — 439

Dzielenie si¢ dobrymi praktykami — 199
Rozpowszechnianie materiatéw edukacyjnych — 185
Konsultacje publiczne — 144

Opracowanie materialéw edukacyjnych — 134

Prace grup roboczych — 108

Wspéltorganizacja dziatan — 104

Inne -0

Interpretacja:

Gotowosc¢ do wspotpracy z UODO jest wyjgtkowo wysoka, zwtaszcza w obszarze
dziatan praktycznych i edukacyjnych, cho¢ najczesciej przyjmuje forme biernego
uczestnictwa, a znacznie rzadziej aktywnego zaangazowania.
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Badanie jakosciowe wykazato jednak istnienie gotowosci aktywnej partycypacji w
programach edukacyjnych i kampaniach informacyjnych przez instytucje
parasolowe.

Zasoby eksperckie i potrzeby informacyjne (pyt. 17 i 18)

Czy w Panstwa organizacji sa dostepne zasoby lub eksperci gotowi do
wspoltworzenia oferty edukacyjnej z Prezesem UODO w powyzszym zakresie
(np. inspektor danych osobowych, prawnik, specjalista ds. Al)?

Tak

Nie
Czy chcieliby Panstwo otrzymywac informacje o dziataniach edukacyjnych
UODO (szkoleniach, warsztatach lub publikacjach) dotyczgcych zgodnego z
prawem wdrazania Al?
Nie

Tak
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Analiza:

e Zdecydowana wiekszos¢ organizacji nie dysponuje ekspertami
gotowymi do wspoétpracy z Prezesem UODO — co potwierdza niska
dojrzatos¢ instytucjonalng w obszarze Al i ochrony danych.

Az 75,2% respondentow odpowiedziato ,Nie” na pytanie o dostepno$¢ zasobow
eksperckich (IOD, prawnik, specjalista Al) gotowych do wspotpracy z Prezesem
UODO.

Oznacza to, ze:

e Wwiekszos$¢ organizacji nie posiada dedykowanych kompetencji w zakresie Al,
prawa nowych technologii lub analizy ryzyka,

e funkcje zwigzane z ochrong danych osobowych sg czesto
niedoinwestowane lub wykonywane ,przy okazji” innych obowigzkéw,

e brak ekspertéw utrudnia zaréwno ocene ryzyka Al, jak i wdrazanie polityk czy
procedur zgodnosci,

e W sektorze publicznym (dominujagcym w badaniu) szczegdlnie widoczny
jest niedobor specjalistéw technicznych i prawnych.

Ten wynik potwierdza, ze w znacznej czesci organizacji brakuje nie tylko narzedzi
governance Al, lecz takze oséb zdolnych do ich wykorzystania. Odpowiada to
réwniez wysokim wskazaniom w pytaniach dotyczgcych luk kompetencyjnych (pyt.
14) i braku zasobow (pyt. 13).
e Jednoczesnie 91,1% respondentéow chce otrzymywaé informacje o
dzialaniach edukacyjnych Prezesem UODO — co wskazuje na bardzo
wysoki poziom gotowosci do uczenia sie i wspotpracy.

Tak wysoki odsetek odpowiedzi ,Tak” oznacza, ze organizacje:
e aktywnie oczekujg wsparcia,
e sg zainteresowane szkoleniami, warsztatami oraz publikacjami,
o dostrzegajg potrzebe ciggtego podnoszenia kompetencji w obszarze Al i
RODO,
e sg gotowe do uczestnictwa w dziataniach UODO na duzg skale.

Wynik ten jest spdjny z wczesniejszym pytaniem o gotowos¢ udziatu w warsztatach i
szkoleniach (pyt. 16), gdzie 439 podmiotéw zadeklarowato che¢ udziatu.
Organizacje rozumiejg, ze aby wdraza¢ Al zgodnie z prawem, potrzebujg wiedzy i
statej komunikacji ze strony regulatora — ale jednoczesnie nie majg wewnetrznych
kadr, ktére mogtyby te funkcje przejaé.

o Zestawienie obu wskaznikéw pokazuje wyrazng asymetrie: brak
ekspertow wewnatrz organizacji przy jednoczesnym silnym oczekiwaniu
na wsparcie zewnetrzne od Prezesa UODO.

o Brak ekspertéow: 75,2%
o Zapewnienie o checi korzystania z dziatan edukacyjnych Prezesa
UODO: 91,1%
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Ta asymetria oznacza, ze:
e oOrganizacje sg zalezne od materiatow, wytycznych i interpretacji tworzonych
przez organ nadzorczy,
e Prezes UODO powinien pemic¢ role centralnego dostawcy kompetencji w
zakresie Al + RODO,
e istnieje bardzo duze ryzyko, ze bez wsparcia regulatora organizacje bedag
wdrazac systemy Al w sposob nieskoordynowany lub nieswiadomy ryzyka,
e jest to argument za systemowym podejsciem do edukaciji, w tym
wdrozeniem:
o pakietow wzorcowych procedur,
o warsztatow dla IOD, prawnikéw, IT,
o sektorowych sciezek wsparcia,
o cyklicznych komunikatéow informacyjnych,
o repozytorium wiedzy o Al i ochronie danych.

Badanie jakosciowe: Respondenci zgtosili potrzebe zmiany narracji wokét regulacii
i zgodnosci z Al i RODO sugerujgc przeprowadzenie szerokiej kampanii spotecznej,
pozwalajgcej dotrze¢ z materiatami edukacyjnymi podnoszgcymi swiadomos$¢ do jak
najszerszego kregu odbiorcéw we wszystkich regionach Polski, zwtaszcza, ze jak
wskazywali, braki w swiadomosci dotyczg najbardziej podstawowych zagadnien jak
pojecie danych osobowych, wymogi zgodnosci, czy zakres regulacji. Dla
skutecznosci narzedzi podnoszgcych swiadomos¢ respondenci podkreslajg
konieczno$¢ dgzenia do dalszej konsekwentnej zmiany postrzegania regulatora z
organu naktadajgcego kary na organ réwniez upowszechniajgcy wiedze regulacji
dotyczacej ochrony danych osobowych. Kampania taka powinna mie¢ na celu
dotarcie do przedsiebiorcow spoza duzych miast i promowanie organu ochrony
danych osobowych jako instytucji edukujgcej, zwiekszajgcej Swiadomosci rynku oraz
wspierajgcej, co mogtoby zmienic¢ postrzeganie compliance i zacheci¢ do korzystania
z porad oraz materiatdw edukacyjnych. Kluczowe jest komunikowanie potrzeby
compliance i analizy ryzyka w sposob pozytywny, z naciskiem na wsparcie,
partnerstwo i zaufanie, a nie na strach przed karami.

Interpretacja:

e Brak wewnetrznych ekspertow (75,2%) wskazuje na niskg dojrzato$¢
organizacji w zakresie Al i ochrony danych oraz na strukturalne braki
zasobowe, ktore uniemozliwiajg samodzielne wdrazanie polityk i ocen
zgodnosci.

e Bardzo wysoki poziom zainteresowania wsparciem Prezesa UODO
(91,1%) dowodzi istnienia realnego zapotrzebowania na edukacje, wytyczne i
materiaty operacyjne oraz wysokiej motywacji do wspoétpracy z organem
nadzorczym.

o Zestawienie obu odpowiedzi wskazuje na koniecznosé systemowego
programu wsparcia, poniewaz organizacje jednoczesnie nie dysponujg
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kompetencjami i jednoczesnie potrzebujg intensywnej edukacji — co tworzy
presje na Prezesa UODO jako centralny osrodek ekspercki w obszarze Al i
ochrony danych.

Potrzeba podjecia przez Prezesa UODO wzmozonych systemowych
dziatan komunikacyjno-informacyjnych w ramach zadan wynikajgcych
zwtaszcza z art. 57 ust. 1 lit. b i d RODO, szczegdlnie w mniejszych
osrodkach, z perspektywy budowania zaufania, a nie zagrozenia sankcja.

Il. ANALIZA TRENDOW | OCENA STANU DOJRZALOSCI

2.1 Analiza trendow

Bazujgc wylgcznie na podstawie dostarczonych w ankietach danych wskaza¢ mozna
na nastepujgce trendy wsérod badanych podmiotow:

1.

Al jest testowana i wdrazana w istotnej liczbie podmiotéw

Najwiecej pozytywnych odpowiedzi wskazuje na korzystanie w codziennej
dziatalnosci.

Znaczaca nieSwiadomos¢ zwigzku Al-dane osobowe

Ponad 41% badanych przy opracowywaniu Al i 58,5% przy wykorzystaniu Al
uwaza, ze nie ma zwigzku z danymi lub nie potrafi go ocenic.

Dominuja obawy o brak dostepnosci odpowiednich danych, w tym
osobowych, jednak generalnie wyzwania organizacyjne i regulacyjne
dominuja nad barierami stricte technologicznymi

Najwieksze wyzwania to brak danych, brak wsparcia ze strony jednostki
nadrzednej/organizacji macierzystej lub ze strony regulatoréw, obawy etyczne
lub reputacyjne i skomplikowane regulacje.

Duze zapotrzebowanie na kompetencje techniczno-prawne

Najwyzsze wskazania dotyczg potrzeby zrozumienia modeli, danych i
regulacji.

Potrzeba praktycznego wsparcia Prezesa UODO

Wytyczne, checklisty, szkolenia, wzorcowe DPIA — wszystkie zostaty
oceniane jako bardzo potrzebne. Kluczowa jest jednak kolejnos¢ wdrazanych
edukacyjnych dziatan, w ktérych sesje Q&A i warsztaty realizowane sg w
pierwszej kolejnosci, aby dziatania edukacyjne adresowaty skonkretyzowane
potrzeby analizowanych sektoréw.

Wysoka gotowos¢ (biernej) wspétpracy z Prezesa UODO

439 podmiotéw deklaruje chec udziatu w warsztatach i szkoleniach.

Duza zaleznos¢ organizacji od zewnetrznych zrédet kompetencji w
obszarze Ali ochrony danych

Potwierdza, ze rola Prezesa UODO jako centralnego dostawcy kompetencji i
praktycznych standardow Al+RODO staje sie kluczowa dla odpowiedzialnego
wdrazania sztucznej inteligencji w Polsce.
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2.2 Ocena stanu dojrzatosci

Dane wskazujg, ze dojrzatosci organizacji do wdrazania Al ograniczana jest:

e brakiem ekspertéw wewnetrznych,

e brakiem governance Al,

e |ukami kompetencyjny - ograniczona wiedze prawna i techniczng, w tym
odnoszacej sie do kwestii podstawowych jak pojecie danych
osobowych,

e brakiem narzedzi operacyjnych,

przy wysokiej jednak réwnoczesnie motywacji do zdobywania wiedzy i wspotpracy.
lI. WNIOSKI Z BADANIA

3.1. Wnioski ogdlne

Analiza odpowiedzi 492 organizacji pozwala na sformutowanie kilku kluczowych
whnioskéw dotyczgcych poziomu dojrzatosci rynku w zakresie stosowania sztucznej
inteligenciji (Al) oraz powigzanej ochrony danych osobowych.

3.2 Wnioski szczego6towe

Al jest juz wykorzystywana w codziennej dziatalnosci istotnej czesci
organizacji

Sposréd odpowiedzi pozytywnych najczesciej wskazywang kategorig byto
wykorzystywanie Al w codziennej dziatalnosci (82 organizacje). Jednoczesnie 210
podmiotdéw deklaruje, ze nie korzysta z Al, a pozostate 200 znajdujg sie w fazie
zainteresowania, pilotazu lub planowania. Oznacza to, ze rynek znajduje sie w fazie
intensywnej dywersyfikacji: czes¢ organizacji korzysta z Al operacyjnie, czesc
dopiero testuje rozwigzania, a duza grupa nie rozpoczeta wdrozen.

Istotna czes¢ podmiotéw nie potrafi oceni¢ zwigzku miedzy Al a
przetwarzaniem danych osobowych

Dane z dwoch kluczowych pytan wskazuja, ze:

e 41% organizacji uwaza, ze opracowywanie Al nie wigze sie z danymi lub
nie wie, ewentualnie nie potrafi oceni¢ tej kwestii. Dodatkowo ponad 30%
badanych nie ma doswiadczenia z opracowaniem systemoéw Al.,

e 58% podmiotow twierdzi, ze wykorzystywanie systeméw Al nie wigze sie z
danymi lub nie umie tego oceni¢.
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Brak swiadomosci moze dotyczy przede wszystkim sektorow samorzgdowych,
edukacyjnych i instytucji kultury — czyli tych, ktére na co dzien przetwarzajg duze
wolumeny danych osobowych. Jest to potencjalnie jedna z najistotniejszych barier
wdrazania zgodnej z prawem Al.

Najwieksze bariery maja charakter organizacyjny i regulacyjny

Zdecydowanie najczesciej wskazywanymi problemami sa:

e brak odpowiednich danych, w tym danych osobowych, ktére mogg stuzy¢ do
szkolenia Al - 435
brak wsparcia ze strony jednostki nadrzednej/organizacji macierzystej - 432
brak wsparcia ze strony regulatoréw - 417
obawy etyczne lub reputacyjne zwigzane ze stosowaniem Al - 367
skomplikowane regulacje dotyczgce Al - 359
Oznacza to, ze adopcja Al jest ograniczana nie przez technologie samg w sobie,
lecz przez brak jasnych ram, zasobow, wsparcia i bezpiecznych warunkow do jej
odpowiedzialnego wykorzystania, a obawy organizacyjne i regulacyjne dominuja
nad barierami stricte technologicznymi, z zastrzezeniem zwigzanym z obawami o
brak dostepnosci odpowiednich danych w tym danych osobowych.

Potrzeby kompetencyjne sg zorientowane na techniczno-prawne fundamenty
Al

Najczesciej wskazywane obszary wymagajgce rozwoju kompetencji (ponad 200
wskazan) obejmuja:

e techniczne aspekty zgodnosci Al z RODO,

e jakos¢ danych i charakter wynikow,

e ramy regulacyjne i relacje RODO — Al Act,

e bezpieczenstwo systemow Al,

e wyjasnialnosc i przejrzystos¢ modeli.
Oznacza to, ze organizacje oczekujg pogtebionego przygotowania zaréwno
prawnego, jak i technicznego — wykraczajgcego poza typowe szkolenia z ochrony
danych.

Oczekiwane formy wsparcia majg charakter praktyczny

Najwyzej oceniono:

praktyczne wytyczne (4,57/5),

szkolenia dla kierownictwa i specjalistow (4,42—4,32),
checklisty i narzedzia oceny (4,32),

repozytoria zagrozen i dobrych praktyk (4,32),
wzorcowe analizy DPIA dla Al (4,27).
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To jednoznacznie wskazuje na zapotrzebowanie na proste i zrozumiate (prosty
jezyk), w tym przygotowane w formie graficznej instrukcje, ktére mozna wykorzystac
U i teraz”.

Organizacje deklarujg wysoki poziom gotowosci do wspétpracy

Najwiecej wskazan otrzymaty:

e udziat w warsztatach i szkoleniach (439),
dzielenie sie dobrymi praktykami (199),
rozpowszechnianie materiatéw edukacyjnych (185),
konsultacje publiczne (144),
prace grup roboczych (108).

Badanie potwierdza, Ze istnieje realne zaplecze instytucjonalne do budowania
szerokiej sieci wspotpracy z Prezesem UODO. Gotowos¢ do wspotpracy ma jednak
zasadniczo charakter bierny jako odbiorcow dziatann Prezesa UODO.

Badanie jakosciowe wykazato jednak potencjat aktywnej wspotpracy z organizacjami
parasolowymi poszczegolnych branz sektora prywatnego, zwtaszcza posiadajgcych
struktury lokalne. Daje ona mozliwos¢ wspotpracy zwtaszcza w zakresie testowania i
wdrazania materiatéw edukacyjnych, podkreslajgc wartos¢ branzowego filtrowania i
regionalnego docierania do mniejszych organizacji dzieki lokalnym strukturom
organizacji, co pozwoli na przetestowanie skutecznosci przekazu.

Organizacje nie posiadaja wewnetrznych ekspertéw i oczekuja regularnych
dziatan edukacyjnych prowadzonych przez Prezesa UODO

W badanych organizacjach — szczegolnie w sektorze publicznym — rozwija
sie silna zaleznos¢ od zewnetrznych zrédet wiedzy i standardow, poniewaz
brakuje lokalnych zespotéw zdolnych do prowadzenia samodzielnych dziatah w
obszarze Al.
Konsekwencjg jest to, ze organizacje:

e oczekujg jasnych, operacyjnych wytycznych regulatora,

e nie majg mozliwosci samodzielnej interpretacji regulacji (RODO, Al Act),

e potrzebujg wsparcia w ocenie ryzyka i wdrazaniu procedur,

e czerpig wiedze i dobre praktyki gtdwnie od Prezesa UODO, a nie z wiasnych

struktur.

Potwierdza, ze rola Prezesa UODO jako centralnego dostawcy kompetenc;ji i
praktycznych standardow AI+RODO staje sie kluczowa dla odpowiedzialnego
wdrazania sztucznej inteligencji w Polsce.

28



IV. REKOMENDACJE OGOLNE

Rekomendacje zostaty opracowane wytgcznie na podstawie danych ankietowych
oraz badania jakosciowego i wnioskow z nich ptyngcych i odzwierciedlajg
najczesciej wskazywane potrzeby i bariery.

4.1 Stworzenie pakietu ,,Al Compliance Starter” dla wszystkich
sektoréw i uruchomienie dziatu ,,Al Compliance” na stronie UODO

Powinien obejmowac:
e modelowg ocene jakosci danych,
e wzorcowe polityki i procedury, w tym uwzgledniania ochrony danych w fazie
projektowania,
e wzorcowg procedure oceny ryzyk zwigzanych z wykorzystywaniem systemow
Al,
e wzorcowg DPIA (kilka wariantow dla roznych kategorii systeméw w
przyktadowych procesach przetwarzania danych),
checklisty wdrozeniowe dla administratoréw i podmiotow przetwarzajgcych,
liste pytan do dostawcow Al,
repozytoria ryzyk zwigzanych z wykorzystaniem Al, zob. szerzej pkt 1.5.
rekomendacji.
Pakiet odpowiada na najwieksze bariery zgtaszane w pytaniu 13.

4.2 Realizacja programu edukacyjnego opartego na kompetencjach
techniczno-prawnych

Minimalny zakres programu:
podstawy dziatania Al i oceny modeli,
zgodnosé Al z RODO - podejscie operacyjne,
testowanie modeli i podstawy wyjasnialnosci,
walidacja danych i ich jakos¢,
relacje RODO — Al Act (najwyzsze wskazania kompetencyjne),
metodyka analizy ryzyka i DPIA dla systemow Al,
realizacja praw osob, ktorych dane dotyczg, w procesach uczenia i
eksploatacji modeli Al.
Opracowanie i przeprowadzenie szkoleniowych cykli branzowych: kultura, edukacja,
zdrowie, samorzady, uczelnie, MSP.
Opracowanie programu edukacji dwupoziomowej:
e poziom strategiczny (zarzadzajacy),
e poziom operacyjny (IOD, IT, prawnicy, analitycy).
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4.3 Stworzenie wzorcowych analiz ryzyka i DPIA dla najczestszych
scenariuszy Al

W szczegdlnosci:
e chatboty i asystenci gtosowi,
e klasyfikatory i modele scoringowe,
e modele predykcyjne,
e zautomatyzowana analityka danych,
e narzedzia generatywne.
Szczegotowe DPIA sg jednym z najwyzej ocenianych narzedzi (pyt. 15).

4.4 Opracowanie ,,mapy decyzyjnej”: kiedy Al = przetwarzanie
danych osobowych

Z uwagi na:
e 41% odpowiedzi ,Nie / Nie wiem” w pyt. 10,
e 58% odpowiedzi ,Nie / Nie wiem” w pyt. 11,
Konieczne jest stworzenie przystepnego narzedzia pomagajgcego rozpoznac
przetwarzanie danych w kontekscie Al.
Mapa powinna zawierac:
e typologie danych (osobowe, inferencyjne, pseudonimizowane),
e przykfady zastosowan Al,
e proste pytania kontrolne i sciezki decyzyjne umozliwiajgce dziatanie na
réznych etapach cyklu zycia Al.

4.5 Utworzenie repozytorium zagrozen, przypadkow uzycia i
dobrych praktyk

Repozytoria otrzymaty srednig ocene 4,32/5 — to drugie najwyzej ocenione
narzedzie wsparcia.
Repozytorium powinno zawierac:

e katalog zagrozen technicznych, prawnych i organizacyjnych,

e scenariusze wdrozeniowe,

e dobre praktyki sektorowe,

e materiaty edukacyjne.

4.6 Wykorzystanie gotowosci organizacji do wspétpracy poprzez
stworzenie sieci praktykéw Al przy UODO
W oparciu o wysokie wyniki pytania 16:

e warsztaty (439),
e dzielenie sie praktykami (199),
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e konsultacje (144),

e prace grup roboczych (108).
Siec¢ praktykdw moze by¢ podstawg statego dialogu i aktualizacji wytycznych
opracowywanych przez Prezesa UODO.

4.7 Przeprowadzenie szerokiej kampanii spotecznej umozliwiajgcej
dotarcie z informacjami i materiatami do jak najszerszego kregu
odbiorcéw w calym kraju

W oparciu o wywiady grupowe:

e Badanie ilosciowe wykazato, silng koncentracje podmiotéw aktywnych przy
wypetnianiu ankiety w wojewodztwie mazowieckim. Moze to sugerowac brak
skutecznego dotarcia z informacjg o badaniu lub brak zainteresowania
udziatem w badaniu podmiotow z siedzibg poza tym obszarem. Prawidtowosc¢
pierwszej z alternatyw potwierdza badanie jakosciowe, w ktorym respondenci
podkreslali istnienie potrzeb w obszarze badanym rowniez wsrod podmiotow
majgcych siedzibe w innych obszarach Polski. Sugeruje to koniecznosc
przeprowadzenia akcji informacyjnej i edukacyjnej nie tylko w scentralizowany
sposéb, ale tez, a moze przede wszystkim lokalnie, w tym z wykorzystaniem
podmiotdw, w szczegdlnosci organizacji parasolowych, zgtaszajgcych w
badaniu jakosciowym wole takiej wspotpracy i rozpowszechniania informacii.
Dobrym przyktadem takiej wcze$niejszej aktywnosci jest akcja Prezesa
UODO “UODO rusza w kraj”.

e Respondenci badania jakosciowego wskazywali takze na potrzebe
prowadzenia wzmozonych systemowych dziatan komunikacyjno-
informacyjnych w ramach zadanh wynikajgcych zwtaszcza z art. 57 ust. 1 lit.
b i d RODO, szczegdlnie w mniejszych osrodkach i w stosunku do
mniejszych, mniej cyfrowo zaawansowanych podmiotéw dopiero budujgcych
swojg Swiadomos¢ wokoét wykorzystania danych w kontekscie nowych
technologii, ze szczegdlinym uwzglednieniem perspektywy budowania
zaufania, a nie zagrozenia sankcja.

V. Podsumowanie

Badanie wykazato, ze organizacje wszelkiego typu w Polsce potrzebujg pilnego
wsparcia w zakresie zgodnego z prawem i bezpiecznego wykorzystywania Al.
Najsilniej odczuwane bariery dotyczg braku polityk, brakow kompetencyjnych,
trudnosci w ocenie zgodnosci oraz braku zasobdéw. Jednoczesnie istnieje bardzo
wysoka gotowo$¢ do wspétpracy, udziatu w szkoleniach i tworzenia dobrych praktyk.
Wyniki badania stanowig fundament do uruchomienia petnego programu wsparcia
zgodnego z Planem dziatan Prezesa UODO — obejmujgcego edukacje,
interpretacje regulacyjne, wsparcie sektorowe oraz narzedzia praktyczne.
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Podziekowania

Autorzy raportu dziekujg wszystkim osobom, ktére wypetnity ankiete online oraz
rozmoéwcom, ktérzy wzieli udziat w wywiadach. Dziekujemy réwniez cztonkiniom i
cztonkom Spotecznego Zespotu Ekspertow przy Prezesie UODO za ich wsparcie
przy realizacji badania.

Raport jest dostepny na licencji Creative Commons Uznanie Autorstwa (CC BY 4.0).
Zachecamy do jego przedruku i wykorzystania. Prosimy jednak o zachowanie
informacji o autorstwie i podanie linku do strony: www.uodo.gov.pl

W procesie badawczym wykorzystano narzedzia Al do transkrypciji, analizy danych
oraz wsparcia redakcyjnego (Copilot, Gemini). Uzyskane wyniki poddano
kazdorazowo weryfikacji poprzez reczne kodowanie danych, co pozwolito na
zachowanie rzetelnosci analizy.
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